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Shortcut to Common Function Setup

How to set up the Internet connection?

How to change your SSID (WiFi name) and password?

How to change your login username and password?

How to make your kids surf the Internet safely?

How to set bandwidth for a specified host or client?

How to restrict a host to access your wireless network?

How to access a USB storage?

How to expand your wireless network coverage?

How to make your set-top box available?

How to reset the modem router to factory defaults?

© 2015 Shenzhen Tenda Technology Co., Ltd. All rights reserved.
Technical Support: support@tenda.com.cn

Telephone: (86 755) 2765 7180

Email: sales@tenda.com.cn

Website: http://www.tendacn.com

Skype: tendasz

YouTube: Tendasz1999
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Chapter 1 Product Overview

Get to know your modem router overall. This part includes the following:
1.1 What It Does

1.2 Product Features

1.3 Package Contents

1.4 Front Panel

1.5 Back Panel

1.1 What It Does

The Wireless ADSL2+ Modem Router, integrated with functions of ADSL2+ modem and wireless router, is especially
designed for ordinary home users. So it supports telephone cable access and
Ethernet cable access. Up to 300M wireless speed (fluently play file
transfers, streaming HD video, and multiplayer gaming) can match the
family requests perfectly. The auto-detecting link type and PVVC make you
set up the modem router quickly and easily. More advanced features, like

Parental Control, USB Storage Service, Bandwidth Control, Interface

Grouping, IPTV, IP Tunnel and Connection Diagnostics, etc., create a

diverse network world for you.

1.2 Product Features

Wireless N: Speeds up to 300 Mbps for streaming HD videos and online gaming in addition to basic Internet
applications

All-in-one device combines a built-in ADSL2+ modem, wired router, wireless router and switch

Sharable USB lets you access and share files on an attached USB storage

Bandwidth Control helps prioritize media streaming and gaming applications for best entertainment experience
Parental Control keeps your kids Internet experience safe using flexible and customizable filter settings

One-touch WPS ensures a quick and secure network connection

WEP and WPA/WPAZ2 are supported for advanced encryptions

Compatibility: Works with all major ADSL Internet service providers (ISPs); backward compatible with 802.11b/g WiFi
devices

Interchangeable LAN/WAN ports to schedule the Ethernet port to function either as a LAN or a WAN port



Interchangeable LAN/IPTV to schedule the Ethernet port to function either as a LAN or an IPTV port

Optional Ethernet and ADSL Uplinks: Access the Internet via ADSL2+ Broadband Internet Service or an
interchangeable LAN/WAN RJ45 port

Multiple Internet Connection Types: PPPoE, PPPoA, IPoA, Bridge, dynamic IP and static IP

IPTV Service lets your surf the Internet while watching online TV

6000V lightning-proof design fits into lightning-intensive environment

Strong driving capability up to 6.5Km transmission distance

High speed ADSL speed up to 24Mbps downstream 1Mbps upstream

Built-in firewall prevents hacker attacks

Channel auto-select for optimum performance

FDM technology enables telephoning, faxing and surfing activities to proceed simultaneously without mutual
interference

Other Advanced Features: IPv6, DDNS, virtual server, DMZ, port triggering, IP filter, MAC filter and UPnP, etc.
Tenda Green: Equipped with hardware buttons Power On/Off and WiFi On/Off. You can conveniently turn on or off

power and WiFi to save energy when not in use

1.3 Package Contents

Your box should contain the following items:
e 4 Antennas Wireless N300 ADSL2+ Modem Router
e FEthernet Cable
e Phone Cables (2)
e ADSL Splitter
e Install Guide

e Power Adapter

If any of the parts are incorrect, missing, or damaged, keep the carton, including the original packing materials and

contact your Tenda dealer for immediate replacement.



1.4 Front Panel

Tenda

PWR SYSINTERNETUSB WPS WLAN 4/TV 3

The LEDs on the device are described below:

Iltem

®

@

Name

PWR

SYS

INTERNET

usB

WPS

WLAN

4fiTV, 3, 2,
1/WAN

DSL

Status
Solid
Off
Solid/Off
Blinking
Solid
Blinking
Off
Solid
Blinking
Off

Solid

Blinking
Off
Solid
Blinking
Off
Solid
Blinking
Off
Solid
Blinking
Off

Description

Power electricity is provided to the device properly.

Power is off.

The system is malfunctioning.

The system works properly.

The device is connected to the Internet properly.

Transmitting Internet data...

The device is not connected to the Internet.

A USB device is connected to the device.

A USB device is connected and is working.

No USB device is connected to the device.

A wireless device is connected to the device via WPS successfully. It will be off
in 5 minutes.

It is waiting for a wireless device to join in.

Wireless device has finished WPS negotiation or WPS is disabled.
The wireless is enabled.

The wireless is enabled and data is being transmitted via wireless.
The wireless is disabled.

The port is connected.

The port is connected and data is being transmitted.

The port is not connected.

DSL link is connected.

DSL link is negotiating.

DSL link is disconnected.
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1.5 Back Panel

ltem

®

©@e® O @

Name

DSL

1/WAN

213

4fiTv

uUSB

WLAN

WPS/RST

PWR

ON/OFF

4/iTvV USB WLAN WPS/RST PWR  ON/OFF

Description
RJ11 port. Connect the telephone line from ISP to this port for DSL service connection.

LAN port or WAN port. When you access the Internet via the DSL, this port works as a LAN
port which can be used to connect to a PC, switch, or a router; when you access the Internet
via an Ethernet cable from your ISP directly, this port works as a WAN port.

Note: It works as a LAN port by default.
LAN port. Connect your devices like computer to this port.

LAN port or IPTV port. When IPTV feature is disabled, it works as a LAN port which can be
used to connect to a PC, switch or a router; when IPTV feature is enabled, it works as an IPTV
port, and it can only be connected to a Set-Top Box.

Note: IPTV feature is disabled by default.

Used to connect a USB storage service for LAN sharing.

Press this button for 3 seconds to enable/ disable WiFi.

Press it for 1-3 seconds to do WPS negotiation. (Make sure WPS is enabled on Wireless >
Security screen ahead.)

Press it for 8 seconds to restore all configurations to factory defaults.

Connect the modem router to power supply via this port.

Turn ON or OFF the modem router.
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Chapter 2 Hardware Installation

Before you start to cable the modem router, you should figure out your Internet access type. Cable you modem router
correctly, and make sure it works well. It supports two types of access, DSL access and Ethernet access. Choose your
access type and cable your device and modem router.

This part includes the following:

2.1 DSL Access

2.2 Ethernet Access

2.1 DSL Access

= DSL access cabling is detailed below. Cable the modem router and your computer following the steps (1) —(2)—(3).
) Insert the telephone line provided by your ISP into the DSL port of the modem router. (If you are using

telephone service and Internet service simultaneously, cable the ADSL spillter as the diagram below shows.)

Phone Jack
Internet @
LINE
ADSL Splitter
PHONE MODEM DSL
- 0
Telephone
©) Connect the modem router to the power supply with the attached power adapter.
Power
Phone Jack
Internet aa
LINE
ADSL Splitter
PHONE MODEM
Telephone



©) Connect your computer to the LAN port of the modem router.

Power

Phone Jack

Internet

LINE

ADSL Splitter
MODEM

LAN
—©
Telephone
PC

The overall diagram of DSL Access is shown below:

Ethernet cable

Telephone cable
Phone Jack

Internet

Telephone

LINE

ADSL Splitter

MODEM DSL LAN

| !

PC

PHONE

Tenda

1. Before connecting, make sure the Internet service is available.

2. ADSL splitter is used to make you active in phone service and Internet service simultaneously. If you don’t need

the telephone service, just connect the telephone line from your ISP to the DSL port.

3. Make sure that the DSL LED indicator is on and then configure the modem router.

4. Please use the included power adapter. Use of a power adapter with different voltage rating may damage the

device.
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2.2 Ethernet Access

= Ethernet access cabling is detailed below. Cable the modem router and your computer following the steps
O-@-G.

Note that you may get to the Internet via a modem or an Ethernet cable directly, choose your access type correctly and
follow the diagram.

al. If you get to the Internet via a modem (cable modem or fiber modem), follow this one.

WAN

Internet
Cable modem

/Fiber modem

b1. If you get to the Internet via Ethernet cable directly, follow this one.

Ethernet Jack @

WAN

Steps gand 0 are same with that of DSL access. Click here to check.

Internet
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The overall diagram of Ethernet Access is shown below:

Ethernet cable

Ethernet Jack

Internet : ; = w:iN Lll\N !‘

Cable modem PC
/Fiber modem

- TIP
1. Before connecting, make sure the Internet service is available.
2. Disconnect the modem router from WAN or DSL connection, and unplug it from the power when it is

thunderstorm.
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Chapter 3 Internet Setup

Internet setups are detailed in this part, which include connection types, link types and wireless security setup, etc.
This part includes the following:

3.1Loginto Ul

3.2 Set up Internet

3.3 Quick Wireless Security Setup

3.1 Log in to Ul (User Interface)

To configure the parameters of the modem router, you should log in to its Ul (User Interface) first.

(1) Set your PC to Obtain an IP address automatically. For more information, see Appendix 2 Configure Your PC.

(2)  Launch a web browser and enter 192.168.1.1 to display the login window.

Login

New Tab x User Name | | |
X [ 192.168.1.1 Password

(3)  Enter admin in both the login User Name and Password fields if you access the router for the

first time and then click Login to enter the home page.

. Disconnected 8l Connected

Connection Status Unconfigured

Primary Setup
Link Type Auto [~]
Connection Type PPPOE [wv]
Auto PVC scan =3
_TIP

User Mame
Password If you forgot your login user name and password,
Wireless Setup--2.4G press the WPS/RST button on the device for about
Wireless Enable ] R R

8 seconds to reset the router, and then re-log in with
RF Power: @ Mormal & Enhance
Wireless SSID Tenda.scosse (Uprto 32 AscD the default user name and password “admin”.
Wireless Key ssssscee

Wireless Key is made up of 8-63 ASCH or 64 hex characters.
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3.2 Set up Internet
The device supports auto-detecting link type and PVC, which can help you configure the device easily and quickly. If

you do want to configure the details, take below for references.

About Link Type

Link Type Auto v
Connection Type DSL
Ethernet

Auto PVC scan

Link type includes three options: Auto, DSL and Ethernet.
Auto is recommended to you if you cannot figure out which type your Internet access is.
DSL is for a telephone line access, which means you access Internet service with a telephone line.

Ethernet is for an Ethernet cable access. If you are using this modem router with cable modem or fiber modem; or you

get an Ethernet cable access directly, select Ethernet.

About Connection Type

Link Type DsL v
Connection Type PPPoE ¥
Bridge
Auto PVC scan IPoA
IPoE
Country PPPoA
PPPoE
ISP Other v

The device supports the following connection types, IPOE (Dynamic IP or Static IP), PPPoE, IPOA, PPPoA and Bridge.

You can set up Internet quickly on the Home page or click “ Advanced | jcon for more info about advanced settings.

10



Internet Setup Instruction

For DSL access

PPPoE

Primary Setup

Link Type
Connection Type
Auto PVC scan
Country

ISP

VPI/VCI

User Name

Password

DsL

PPPoE

Other

Other

VPL 0

(0-255) VCI| 35

(0-65535)

MO0

©

Tenda

(1) Select Auto or DSL link type and select PPPOE connection type. (Note that Auto mode only supports two

connection types: PPPoE and IPoE.)

(2)  Check Auto PVC scan. If the scan failed, uncheck this option and configure the PVC and country settings

manually. Click here to check PVC value or consult your ISP if you cannot locate this info.

(3)  Type the user name and password of PPPoE provided by your ISP.

(4)  Finish the wireless setup. (Recommended)

(5)  Click OK.

11
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PPPoA

Primary Setup

Link Type DSL v o
Connection Type PPPoA ¥

Auto PVC scan

Country Other v

ISP Other v e
VPLVCI VPL| O (0-255) VCI 35 (0-65535)

User Name MO0

Password sesnnns 9

(1) Select Auto or DSL link type and select PPPoA connection type. (Note that Auto mode only supports two
connection types: PPPoE and IPoE.)

(2)  Configure the PVC, ISP and country settings manually. Click here to check PVC value or consult your ISP if
you cannot locate this info. (Note that Auto PVC scan is not available for PPPoA.)

(3)  Type the user name and password of PPPoA provided by your ISP.

(4)  Finish the wireless setup. (Recommended)

(5)  Click OK.

12



IPoE

Primary Setup

Link Type

Connection Type

Auto PVC scan
Country

ISP

VPI/VCI
Address Mode
IP Address
Subnet Mask
Gateway
Primary DNS

Secondary DNS

Tenda

DSL

IPoE

Other

Other

VPL 0 (0-255) VCI 35

(0-65535)

Static IP

OO0 X0

OO OO 00 XXX

SO RO R

OO0 X0

©

(1) Select Auto or DSL link type and select IPoE connection type.

(2) Check Auto PVC scan. If the scan failed, uncheck this option and configure the PVC and country settings

manually. Click here to check PVC value or consult your ISP if you cannot locate this info.

(3)  Select your address mode (Dynamic IP or Static IP). This is depending on your ISP.

e Dynamic IP mode requires nothing.

e Static IP requires a group of IP info provided by your ISP. Type them in the corresponding field.

(4)  Finish the wireless setup. (Recommended)

(5) Click OK.

13



IPoA

Primary Setup

Link Type
Connection Type
Auto PVC scan
Country

ISP

VPI/VCI

Address Mode
IP Address
Subnet Mask
Primary DNS

Secondary DNS

Tenda

DsL

IPoA

Other

Other

VPI 0 (0-255) VCI 35

(0-65535)

Static IP

OO OO MK

FOO OO0

OO OO MK

©

(1) Select Auto or DSL link type and select IPoA connection type.

(2)  Configure the PVC, ISP and country settings manually. Click here to check PVC value or consult your ISP if

you cannot locate this info. (Note that Auto PVC scan is not available for IPoA.)

(3)  Select your address mode Static IP. And type the IP info provided by your ISP in the corresponding field.

(4)  Finish the wireless setup. (Recommended)

(5) Click OK.

14
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= Bridge
Primary Setup
Link Type DsL ¥ o
Connection Type Bridge ¥

Auto PVC scan

Country Other v E
ISP v

Other
VPRIV VPL O (0-255) V(I 35 (0-B5535)
D Select Auto or DSL link type and select Bridge connection type.
®) Configure the PVC, ISP and country settings manually. Click here to check PVC value or consult your ISP if

you cannot locate this info. (Note that Auto PVC scan is not available for Bridge.)

3 Finish the wireless setup. (Recommended)

@ Click OK.
When Bridge mode in DSL access is enabled, dial up from the local PC with the account provided by your ISP for

Internet service.

AnoTE
If your country and/or your ISP are not covered on the Home page, select “Other” from the country list and configure the

VPI1 and VCI value manually. If you cannot locate this information, refer to Appendix 5 VPI/VCI List or ask your ISP to

provide it. For more information, see To Set up the ATM interface and_To Set up WAN Service for ATM Interface.
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For Ethernet access

Tenda

@
2]

= PPPoE
Primary Setup
Link Type Ethernet
Connection Type PPPoE
User Name KR
Password sesssns
(1) Select Auto or Ethernet link type and select PPPOE connection type.
(2)  Type the user name and password of PPPoE provided by your ISP.
(3)  Finish the wireless setup. (Recommended)
(4) Click OK.
= [IPoE
Primary Setup
Link Type Ethernet
Connection Type IPoE
Address Mode Static IP

IP Address
Subnet Mask
Gateway
Primary DNS

Secondary DNS

200 X000 KKK

200 X000 KKK

200 X000 KKK

200 MO 000K

(1) Select Auto or Ethernet link type and select IPOE connection type.

(2)  Select your address mode (Dynamic IP or Static IP). This is depending on your ISP.

e Dynamic IP mode requires nothing.
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e Static IP requires a group of IP info provided by your ISP. Type them in the corresponding field.

(3)  Finish the wireless setup. (Recommended)

(4) Click OK.

= Bridge

Primary Setup

Link Type

Connection Type

Ethernet

Bridge

Link Type: Select Auto or Ethernet.
Select Bridge connection type.

Finish the wireless setup. (Recommended)

®» ® 6

Click OK.

When Bridge mode in Ethernet access is enabled, dial up from the local PC with the account provided by your ISP for

Internet service.

Test Internet Connectivity

After the device is correctly set, it may get to the Internet. (Connection Status: Connected)

Connection Status

Connected

. Disconnected

@i Connected

You can launch a web browser and search www.tendacn.com. If the webpage displays, you are able to enjoy the Internet

service.
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3.3 Quick Wireless Security Setup

On Home Page, you can set up the basic wireless parameters, like wireless SSID, wireless key and RF Power (namely

signal strength). Also, you can disable or enable wireless feature here.

After you have finished settings, click | OK | tosave and apply them.
Wireless Setup--2.4G
Wireless Enable s
RF Power: = Mormal Enhance
Wireless S5ID Tenda_5C0650 (Up to 32 ASCII)
Wireless Key sesasass

Wireless Key is made up of 8-63 ASCH or 64 hex characters.

oK

Wireless Enable: Check it to enable wireless feature.

RF Power: Namely signal strength. It includes Normal and Enhance options. Enhance means stronger signal.
Wireless SSID: It is the name of your WiFi. Set it as you like.

Wireless Key: It is the key of your WiFi. The WiFi is unencrypted by default, but there is a preset key in the wireless

key field. The preset key will work after you click | oK

AnoTe
1. If you change a new wireless key, the current WiFi connection will be stopped. You may try to connect the WiFi
with the new wireless key.

2. To join your wireless network, see Appendix 3 Join Your Wireless Network.
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Chapter 4 Advanced Settings

This chapter describes the advanced features of your modem router. The information is for users with a solid
understanding of networking concepts who want to configure the router for unique situations.

This part includes the following:

4.1 Device Info

4.2 Advanced Setup

4.3 Wireless

4.4 Diagnostics

4.5 Management

4.1 Device Info

This section includes the following information:

* Summary * WAN « Statistics
* Route * ARP * DHCP
Summary

Here you can view system information and current status of your WAN connection as seen in the screenshot.

Device Info This information reflects the current status of your WAN connection.
WAN Internet Connection Status Connected
Statistics Internet Connection Type DHCP(Ethernet)
Route

WAN IP 192.168.20.157
ARP
DHCP WAN MAC C8:3A:35:5C:06:53

Advanced Setup Subnet Mask 255.255.255.0

R Gateway 192.168.20.100

Diagnostics .

Primary DNS Server 192.168.20.100

Management

Secondary DNS Server 0.0.0.0

Connection Duration 0D OH 2M 385
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WAN

Here you can view the WAN Information including Interface, Description, Type, IGMP, NAT, Firewall, Status, IPv4

Address and VLAN ID as seen in the screenshot.

WAN Info
Device Info

Summary

Statistics

Interface | Description | Type | VlanMuxid | IPv6 Igmp MLD NAT |Firewall | Status | IPv4 Address |IPvE Address
eth0.1 ipoe_eth0 | IPoE | Disabled |Disabled |Enabled | Disabled |Enabled | Enabled | Connected | 192.168.20.157

Statistics

Here you can view the packets received and transmitted on LAN/WAN ports.

Statistics--LAN: Displays the packets received and transmitted on the LAN ports as seen in the screenshot below.

Tenda

Device Info Statistics -- LAN
Summary
WAN Interface Received Transmitted
| Statistics_ Bytes|Pkts|Errs Drops|Bytes |Pkts Errs|Drops
LAN
LANZ 5033 |42 (0 |0 1768134 (0 |0
WAN
ADSL LANS ] o |0 (0 o o |0 (0
Route afitv. o o [0 |0 0o o [0 |o
ARP 24GHz |0 oo |0 0 o (0 |0
DHCP

Advanced Setup

Wireless Reset Statistics

- TIP

2.4GHz interface represents data transmitted and received via wireless.
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Statistics--WAN: Displays the packets received and transmitted on the WAN ports as seen in the screenshot below.

Statistics -- WAN

Device Info

e InterfaceDescription Received | Transmitted |
WAN Bytes | Pkts [ErrsDrops| Bytes | Pkts [ErrsDrops|
Statistics eth0.1 | ipoe_etho [97056447/233301] 0 | 0 [g2010918)165440] 0 | o |
LAN

Reset Statistics
AmEl

Statistics-ADSL.: Displays the DSL port status e.g., packets received and transmitted on the DSL port.

Tenda

Device Info Statistics -- ADSL
Summary
WAN Mode:
Statistics Traffic Type:
LAN Status: Disabled
WAN Link Power State:

Route

Here you can view the route table as seen in the screenshot:

Tenda

Device Info -- Route

Device Info
Summa
Y Flags: U - up, ! - reject, G - gateway, H - host, R - reinstate
WAN . . . .
D - dynamic (redirect), M - modified {redirect).
Statistics
[ Destination | Gateway Subnet Mask | Flag | Metric | Service | Interface
ARP
192.168.20.0 | 0.0.0.0 255,255.255.0 (U 0 ipoe_eth0 | eth0.1
DHCP
192.168.20.0 | 192.168.20.100 | 255.253.255.0 (UG (1 ipoe_eth0 | eth0.1
Advanced Setup
i 192.168.1.0 (0.0.0.0 255,255.255.0 (U 0 brD
Wireless
. . 0.0.0.0 192.168.20.100 | 0.0.0.0 UG |0 ipoe_eth0 | eth0.1
Diagnostics

21



Tenda
ARP

Here you can view the IP and MAC addresses of the PCs that attach to the device either via a wired or wireless

connection as seen in the screenshot:

Tenda

Device Info

Device Info -- ARP

Summa
vy IP address Flags HW Address Device
WAMN
192.168.20.125 | Complete | cB:9c:dc:54:38:a6 | eth0.1
Statistics
192.168.20.100 | Complete | ¢8:3a:35:00:9¢:b8 | eth0.1
Route
192.168.1.2 Complete | 44:37:e6:36:fb:25 | br0
__aRp | -
DHCP

Here you can view the DHCP leases, including IP and MAC addresses of the PCs, hostnames and remaining lease time

as seen in the screenshot. Note that if the DHCP server is disabled, this info will be hidden.

Device Info Device Info -- DHCP Leases

Summary

WAN Hostname MAC Address | IP Address | Expires In
Statistics

WIN-4CQNTSDOL2) | 44:37:26:36:fb:25 | 192.168.1.2 | 20 hours, 4 minutes, 39 seconds

Route

ARP
| __DHCP |

4.2 Advanced Setup

This section explains the following information:

« Layer2 Interface * DNS « Interface Grouping
* WAN Service + Bandwidth Control * Certificate

*LAN * Security » Multicast

* NAT « Parental Control * IP Tunnel

* Routing « IPTV

* DSL « Storage Service
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4.2.1 Layer2 Interface

Click Advanced Setup > Layer2 Interface to enter the Layer2 Interface screen.
This router provides two kinds of Layer2 Interface:

- ATM Interface for ADSL broadband Internet service

- ETH Interface for connecting to the Internet via an Ethernet cable.

By default, system applies the ATM Interface (ADSL uplink).

If you directly connect to the ADSL line via a phone cable, first refer to To Set up the ATM interface and then skip to

To Set up WAN Service for ATM Interface.

Or if you connect to the Internet via a fiber/cable modem using an Ethernet cable, first refer to To Set up the ETH

interface and then skip to To Set up WAN Service for ETH Interface.

Tenda

Device Info DSL ATM Interface Configuration

Advanced Setup

™ Layer2 Interface | Choose Add, or Remove to configure DSL ATM interfaces.
ATM Interface
ETH Interface DsL Peak Cell Sustainable Cell Max Burst Min Cell Link Conn 1P MPAAL
N Interface | Vpi | Vi Category . Remove
WAN Service Latency /s) y R s) Type | Mode | QoS | Prec/Alg/Wght
LAN
Security

To Set Up the ATM Interface

Select ATM Interface and click Add.

Device Info DSL ATM Interface Configuration
Advanced Setup
Layer2 Interface Cheoose Add, or Remove to configure DSL ATM interfaces.
ETH Interface | .| pst Peak Cell Sustainable Cell Max Burst Min Cell Link | Conn | IP MPAAL
WAN Service Interface | Vpi | Vci e Category - o o : ryve | mode | qos | recalgringht [R—
LAN
oy
ecuri
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Device Info

Advanced Setup
Layer2 Interface
ETH Interface

WAN Service

LAN

MNAT

Security

Parental Control

Bandwidth Contral

Tenda

ATM PVC Configuration

This screen allows you to configure a ATM PVC,

VPL| 0 [0-255]

VCL| 35 [0-63533]

Select DSL Latency
¥ Path0 (Fast)

[ path1 (Interleaved)

Routing Select DSL Link Type (EoA is for PPPoE, IPoE, and Bridge.)
DNS ® Eca
DsL © pPPoA
Storage Service @ 1PoA
Interface Grouping
IP Tunnel )
Encapsulation Mode: | LLC/SNAP-BRIDGING ¥ |
Certificate
Multicast )
Service Category: | UBR Without PCR v |
IPTV
Wireless

Minimum Cell Rate:

|:| [cells/s] (-1 indicates no shaping)

Enter the VPI and VCI values, select a DSL Link Type (Internet connection type): EoA (E0A is for PPPoE, IPoE, and

Bridge.), PPPoA or IPOA. Leave other options unchanged from factory defaults and click and then refer to

To Set up WAN Service for ATM Interface to configure the WAN service for Internet access.

- TIP

If you are unsure about the VPI/VCI parameters, see Appendix 5 VPI/VCI List. Or if your ISP and the VPI/VCI

information is not covered there, ask your ISP to provide it.

To Set Up the ETH Interface

Select ETH Interface and click Add.
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Device Info
Advanced Setup
Layer2 Interface
ATM Interface
WAN Service
LAN
NAT

-

ETH WAN Interface Configuration

Choose Add, or Remove to configure ETH WAN interfaces.

Allow one ETH as layer 2 wan interface.

Interface/(Name) ‘ Connection Mode| Remuve|

Device Info
Advanced Setup
Layer2 Interface
ATM Interface
WAN Service
LAN
NAT
Security

-

ETH WAN Configuration

This screen allows you to configure a ETH port .

If below option is blank, go to the Interface Grouping screen and remove the ethO you have added.

Select a ETH port:

ethO/ethl v
Apply/Save

EthO is 1/WAN port on the back of the device. It is to function as a WAN port here. After you finish your settings, click

and then refer to To Set up WAN Service for ETH Interface to configure the WAN service for Internet

access.

4.2.2 WAN Service

This router provides two WAN services:

- WAN Service for ATM Interface (ADSL uplink)

- WAN Service for ETH Interface (Ethernet uplink)

To Set up WAN Service for ATM Interface

= EoA (PPPoE, IPoE and Bridge)

If you configured the ATM Interface (ADSL uplink) and select EoA as the DSL link type, follow below steps to

configure the WAN service:
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PPPOE

IPv4 Only

Step 1: Click Advanced Setup > WAN Service and then click the Add button.

Wide Area Network (WAN) Service Setup

Device Info
Advanced Setu| . ) . .
P Choose Add, Remove or Edit to configure a WAN service over a selected interface.
Layer2 Interface
ATM Interface
|Interface | Description | Type ‘Vlansoz.lp | VlanMuxld |Igmp ‘ NAT ‘ Firewall | IPVE | Mid | Remove | Edit |
ETH Interface
LAN
Add || Remove
NaT

Step 2: Select the ATM interface you added just now from the pull-down menu in the figure below. Click Next.

nda

Device Info

WAN Service Interface Configuration

Advanced Setu| . . .
P Select a layer 2 interface for this service

Layer2 Interface
ATM Interface atm0/0_0_35) r
ETH Interface
[ WAN Service | | Back| | Next|
LAN

Step 3: Select PPP over Ethernet (PPPoE). Edit the Enter Service Description field which is optional. Suggest you

keep the default. Select a network protocol: 1Pv4 Only. Click Next.

Tenda

WAN Service Configuration

Device Info
Advanced Setup Select WAN service type:
Layer2 Interface '® PPP over Ethernet (PPPoE)
U 1P over Ethernet
ATM Interface © Bridging
ETH Interface
LAN Enter Service Description: | pppoe_0_0_35
NAT
Security
Parental Control For tagged service, enter valid 802.1P Priority and 802.1Q VLAN ID.

i For untagged service, set -1 to both 802.1P Priority and 802.1Q VLAN ID.
Bandwidth Control

Routing Enter 802.1P Priority [0-7]: -1

DNS Enter 802.1Q VLAN ID [0-4094]: -1

DsL

Storage Service

Interface Grouping Metweork Protocal Selection:

- | IPV4 Only v

Certificate

Multicast
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Step 4: Finish PPP Username and Password and other settings on the figure below. Click Next.

Device Info PPP Username and Password

Advanced Setup
Layer2 Interface PPP usually requires that you have a user name and password to establish your connection. In the boxes below, enter the user name and password that your ISP has provided to you

ATM Interface

ETH Interface PPP Username:

m PPP Password:
LAN PPPOE Service Name:
NAT Authentication Method [AUTO ¥
Seeurity
Parental Control MAC Clone: Clone MAC | (8g XX3CCHMICEXHI0)
Banchwidth Control MTU: | 1460 (576-1492 default:1460)
vty Enable Fullcone MAT
DNS
DsL . .
Storage Service Dial on demand (with idle timeout timer)
Interface Grouping PPE IP extension
Do) ¥ Enable Firewall
Certificate

. Use Static IPv4 Address
Multicast
TV Enable PPP Debug Mode
Wireless Bridge PPPoE Frames Between WAN and Local Ports

Diagnastics

Management
Multicast Proxy

Enable IGMP Multicast Proxy

[Back [1vext
PPP Username/Password: For logging in to your ISP. If you cannot locate this information, ask your ISP to provide it.
PPPoE Service Name: Provided by your ISP. Only enter it if instructed by your ISP.
Authentication Method: Used by ISP to authenticate the client that attempts to connect. If you are not sure, consult
your ISP or select AUTO.
MAC Clone: When you cannot access the Internet after finishing other settings here except this option, consider
whether it’s the matter of the MAC address of your computer. Clicking Clone MAC button copies the MAC address of
your computer to the router.
MTU: Keep the default value unless you are sure it is necessary for your ISP connection.
Dial on demand: Connect to ISP only when there is traffic transmission. This saves your broadband Internet service bill.
PPP IP extension: If enabled, all the IP addresses in outgoing packets including management packets on the WAN port
will be changed to the device's WAN IP address. Only change the default settings if necessary.
Enable PPP Debug Mode: Only enable this feature if supported by your ISP.
Bridge PPPoE Frames Between WAN and Local Ports: If enabled, PPPoE dialup frame from LAN side will directly
egress the WAN port without modification.

Multicast Proxy: If enabled, the router will use multicast proxy.

U!!J KNOWLEDGE EXPANSION

1. MAC Clone: Many broadband ISPs restrict access by allowing traffic only from the MAC address of your broadband
modem, but some ISPs additionally register the MAC address of your computer when your account is first opened. If so,
only by cloning the MAC address of your computer can you access the Internet through the router.

2. MTU: Short for Maximum Transmission Unit, the largest physical packet size, measured in bytes, which
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a network can transmit. Any messages larger than the MTU are divided into smaller packets before being sent. The
default MTU is 1460 bytes. For some ISPs, you might need to change the MTU. This is rarely required, and should not

be done unless you are sure it is necessary for your ISP connection.

Step 5: To configure the Default Gateway interface, select the interface that you want to configure with the WAN
gateway address in Available Routed WAN Interfaces box and move it into Selected Default Gateway Interfaces box.

The default setting is recommended. Then click Next.

Device Info Routing -- Default Gateway

Advanced Setup

Layer2 Interface
ATM Interface Default gateway interface list can have multiple WAN interfaces served as system default gateways but only one will
ETH Interface one the lowest priority if the WAN interface is connected. Priority order can be changed by removing all and adding

| WAN Service |

LAN Selected Default Available Routed WAN

NAT Gateway Interfaces Interfaces

Security

Parental Control ppp0.1 . <]

Bandwidth Control

Routing -
DNS

DsL

Storage Service

Interface Grouping T
IP Tunnel
Certificate
Multicast
IPTV
Wireless

Diagnostics

Management
Step 6: To configure the WAN DNS address, click the Select DNS Server Interface from available WAN interfaces
option, or select the Use the following Static DNS IP address option and enter the static DNS server IP addresses

provided by your ISP. At last, click Next.

Tenda

Device Info DNS server Configuration

Advanced Setup

Layer2 Interface Select DNS Server Interface from available WAN interfaces OR enter static DNS server IP addresses for the system. In ATM mede, if only a single PVC with IPoA or static IPoE protocal is
ATM Interface configured, Static DNS server IP addresses must be entered.
ETH Interface DNS Server Interfaces can have multiple WAN interfaces served as system dns servers but only one will be used according to the priority with the first being the higest and the last one the

™ WAN Service | lowest priority if the WAN interface is connected. Priority order can be changed by removing all and adding them back in again.

LAN

NAT ®  select DNS Server Interface from available WAN interfaces:

Security Selected DNS Server )

Parental Control Interfaces fualable WAN Interfaces

Bandwidth Control

Routing ppR0.1 .
DNs
DsL

Storage Service

o

Interface Grouping
IP Tunnel

Certificate

Multicast
1PTV 0 Use the following Static DNS IP address:

Wireless Pimary DNSserver | |
Diagnostics Secondary DNS server:l:l

Management h
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Step 7: Here you can view your configurations. Click Apply/Save to save your settings if everything is correctly set.

Device Info WAN Setup - Summary
Advanced Setup
Layer2 Interface Make sure that the settings below match the settings provided by your ISP,
ATM Interface
ETH Interface Connection Type: |FPPoE
[ WAN Service | NAT: Enabled
LAN
NAT Full Cone NAT: Disabled
Security Firewall: Enabled
B IGMP Multicast: | Disabled

Bandwidth Control
Quality Of Service: | Enabled

Routing

DNS
DsL Click "Apply/Save" to have this interface to be effective. Click "Back” to make any modifications.

Storage Service Apply/Save

When the PPPoE connection is successful, you can access the Internet.

Device Info Wide Area Network (WAN) Service Setup

Advanced Setup
Layer2 Interface Choose Add, Remove or Edit to configure a WAN service over a selected interface.

ATM Interface

ETH Interface Interface | Description | Type |VIan802.1p |VlanMuxld | Igmp NAT |Firewall| IPvé Mid |Remove | Edit
ppp0.1 | pppoe_0_0_35 |PPPoE|  N/A N/A  |Disabled |Enabled | Enabled | Disabled | Disabled | O Edit

A

NAT

Security

Parental Control

IPv4 & IPv6 (Dual Stack)

Step 1: Click Advanced Setup > WAN Service and then click the Add button.

Wide Area Network (WAN) Service Setup
Device Info

Advanced Setu| . ) . .
P Choose Add, Remove or Edit to configure a WAN service over a selected interface.

Layer2 Interface
;‘:ﬂllr::ﬁrfa:e ‘Interﬁ:a ‘ Description |Type | Vlango2.1p | VlanMuxid |Igmp | NAT | Firewall |va6 |Mld |Remcw= | Edit |
nterface
| WAN Service |
-

Step 2: Select the ATM interface you added just now from the pull-down menu in the figure below. Click Next.

WAN Service Interface Configuration

Device Info
Ad d Set B i ;
REgEs Hp Select a layer 2 interface for this service
Layer2 Interface
ATM Interface atm0/(0_0_35) «
ETH Interface

| WaAN senice
LAN
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Step 3: Select PPP over Ethernet (PPPoE). Edit the Enter Service Description field which is optional. Suggest you

keep the default. Select a network protocol: IPv4&IPv6 (Dual Stack). Click Next.

Tenda

WAN Service Configuration

Device Info
Advanced Setup Select WAN service type:
Layer2 Interface '® PPP aver Ethernet (PPPoE)
(U 1P over Ethernet
ATM Interface © Bridging
ETH Interface
LAN Enter Service Description: | pppoe_0_0_35
NAT
Security
Parental Control For tagged service, enter valid 802.1P Priority and 802,1Q VLAN 1D,

. For untagged service, set -1 to both 802.1F Priority and 802.1Q VLAN ID.
Bandwidth Control

Routing Enter 802.1P Priority [0-7]: -1
DNS Enter 802.1Q VLAN ID [0-4094]: -1
DsL
Storage Service
Interface Grouping Netwerk Protocal Selection:
| IPv4&IPVE(Dual Stack) |
IP Tunnel
Certificate

:::::i@ait

Step 4: Configure PPP Username and Password and other settings on the figure below. Each field with its indication is

mentioned above in IPv4 Only (PPPoE) section. Check Launch Dhcpé6c for Prefix Delegation (IAPD). Click Next.

Device In PPP Usemname and Password
Advanced Setup
Layer2 Interface PPP usually requires that you have a user name and password to establish your connection. In the boxes below, enter the user name and password that your ISP has provided to you
|__WAN Service |
LAN PPRL
Securiy T B
Parental Control A ication Method: | AUTO W
Bandwidth Control
Rt
= MAC Clone: [1 Clone MAC | (eg X0COC0000
DNS
osL MTUL: (576-1492,default1460)
i able cone
oG O Enable Fullcane NAT
Interface Grouping
1P Tunnel O  Dial on demand (with idle timeout timer)
Certificate .
[0 PP P extension
Multicast
PV Bl Enable Firewall
Wireless O use Static IPv4 Address
Diagnostics
O use Static IPv6 Address
Management
O  Enable IPvé Unnumbered Model
O Launch Dhcpéc for Address Assignment (TAMA)
M Launch Dhopéc for Prefix Delegation (IAPD)
[0 Enable PPP Debug Mode
O Bridge PPPoE Frames Between WAN and Local Ports

Multicast Proxy
[0 Enable IGMP Multicast Praoxy

[0  Enable MLD Multicast Proxy

If your ISP is using static DHCPv6, check Launch Dhcp6c for Address Assignment (IANA) also, or configure a static
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IP address by checking Use Static 1Pv6 Address and enter the static IPv6 address.

Step 5: To configure the Default Gateway interface when using IPv6, select the interface that you want to configure with

the WAN gateway address in Selected WAN Interface box. Then click Next.

Tenda "

Device Info Routing -- Default Gateway
Advanced Setup

Layer2 Interface
™ WAN Service | Default gateway interface list can have muktiple WAN interfaces served as system default gateways but only one will be used according to the priority with the first being the higest and the last

LAN one the lowest priority i the WAN interface is connected. Priority order can be changed by removing all and adding them back in again.
NAT

Security Selected Default Available Routed WAN

Parental Control Gateway Interfaces Interfaces

Bandwidth Control

Routing pppo.1
DNs

DsL

&

Storage Service
Interface Grouping
IP Tunnel
Certificate
Multicast
TV IPVG: Select a preferred wan interface as the system default IPv6 gateway.
Wireless Selected WAN Interface
Diagnostics

Management

Step 6: To configure the WAN DNS address, check the Obtain IPv6 DNS info from a WAN interface option, or select
the Use the following Static IPv6 DNS address option to enter the static DNS server IPv6 addresses provided by your

ISP. At last, click Next.
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Device Info DNS Server Configuration
Advanced Setup
Layer2 Interface Select DNS Server Interface from available WAN i enter stati ® the system. In ATM mods, if anly 3 single PVC with IPoA o static IPOE protocel is configured, Static DNS server [P addresses must be entered.
[ WaN service | erfaces served ly one will be used accarding to the pricrity with the first being the higest and th last one the lowest priority if the WAN interface is connected. Priarity arder can be changed by
LAN removing all and adding them backin again.
NAT
Security @ Select DNS Server Interface from available WAN interfaces:
Parental Control Selected DNS Server

Avsilable WAN Interfaces
Bandwidth Control Interfaces

Routing
DNS

DsL

‘Storage Service

Interface Grouping

1P Tunnel

Certificate

Multicast

TV O Use the following Static DNS IP address:

Versess prmayonssees [ ]
Diagnastics i I

Management

IPvé: Select the configured WAN interface for IPvé DNS server information OR enter the static IPvs DNS server Addresses.
Note that selecting a WAN interface for 1Pv6 DNS server will enable DHCPw6 Client on that interface.

@ Obtain IPv6 DNS info from a WAN interface:

WAN ntertace siectect
O Use the following Static TG DS adaress.
Primary IPv6 DNS server.

Secondary [Pv6 DNS server:

4

Step 7: Here you can view your configurations. Click Apply/Save to save your settings if everything is correctly set.
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Device Info WAN Setup - Summary
Advanced Setup
Layer2 Interface Make sure that the settings below match the settings provided by your ISP.
[ WAN Service |
LAN Connection Type: |PPPoE
NAT NAT: Enabled
Security
parental Control Full Cone NAT: Disabled
Bandwidth Control Firewall: Enabled
Routing IGMP Multicast: | Disabled
one Quality Of Service: | Enabled
uali ervice: |Ena
DSL k4
Storage Service
Interface Grouping Click "Apply/Save” to have this interface to be effective. Click "Back” to make any modifications.

1P Tunnel

4

When the PPPoE connection is successful, you can access the Internet.

Device Info Wide Area Network (WAN) Service Setup
Advanced Setup
Layer2 Interface Choose Add, Remove or Edit to configure a WAN service over a selected interface.
| WAN Service |
LAN Interface| Description | Type | VIan802.1p | VlanMwxId | Igmp NAT (Firewall | IPvé Mid |Remove| Edit
NAT
ppp0.l | pppoe_0_0_35|PPPoE N/A N/A Disabled | Enabled | Enabled |Enabled |Disabled| [
Security
Parental Control
Bandwidth Control
Routing Remove

IPv6 Only

Step 1: Click Advanced Setup > WAN Service and then click the Add button.

Wide Area Network (WAN) Service Setup
Device Info

Advanced Setup
Layer2 Interface
ATM Interface

Choose Add, Remove or Edit to configure a WAN service over a selected interface.

‘Interfa:e | Description |Type | Vlan202.1p |VIanMuxld |Igmp ‘ NAT ‘ Firewall |IM |Mld |Remov= ‘ Edit ‘

ETH Interface

"

Step 2: Select the ATM interface you added just now from the pull-down menu in the figure below. Click Next.

WAN Service Interface Configuration

Device Info
Advanced Setu . . .
P Select a layer 2 interface for this service
Layer2 Interface
ATM Interface atm0/(0_0_35) +
ETH Interface

| WaN seniice |
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Step 3: Select PPP over Ethernet (PPPoE). Edit the Enter Service Description field which is optional. Suggest you

keep the default. Select a network protocol you need: IPv6 Only. Click Next.

Device Info
Advanced Setup
Layer2 Interface

Parental Control
Bandwidth Control
Routing

DNMS

DSL

Storage Service
Interface Grouping
IP Tunnel
Certificate
Multicast

IPTV

Wireless

[ I .

'WAN Service Configuration

Select WAN service type:

@® PPP over Ethernet (PPPoE)
O 1P over Ethernet

O Bridging

Enter Service Description: | pppoe_0_0_35

For tagged service, enter valid 802.1P Priority and 802.1Q VLAN ID.
For untagged service, set -1 to both 802.1P Priority and 802.1Q VLAN ID.

Enter 802.1F Priority [0-7]: -1
Enter 802.1Q VLAN ID [0-4094]: -1

Network Protocol Selection:
[1Pv6 Only v

it

Step 4: Configure PPP Username and Password and other settings on the figure below. Each field with its indication is

mentioned above in IPv4 Only (PPPoE) section.

If ISP provides you no static IPv6 address, you just keep the default settings for it’s by default the DHCP mode. Check

Launch Dhcpéc for Prefix Delegation (IAPD). If your ISP is using stateful DHCPv6, check Launch Dhcpéc for

Address Assignment (IANA) also. Click Next.

Device In

Advanced Setup
Layer2 Interface

| WAN Service |

LAN
NAT
Security
Parental Control
Bandwidth Control

DNS
Storage Service
Interface Grouping

IP Tunnel
Certificate

Management

PPP Username and Password

PPP usually requires that you have a user name and password to establish your connection. In the boxes below, enter the user name and password that your ISP has provided to you.

e E—
Authentication Mathod:

PPP Username:

MAC Clane: [1 Clone MAC | (eg X00O0(I0C0000)
MTU: (576-1482 default-1460)

Enable Fullcone NAT

Dial on demand (with idle timeout timer)

PPP [P extension

2]

Enable Firewall

Use Static IPvd Address

Use Static IPvE Address

Enable IPvE Unnumbered Model

Launch Dhep6e for Address Assignment (TANA}
Launch Dhcpéc for Prefix Delegation JTAPD)

Enable PPP Debug Mode

O0®O0O0a0

Bridge PPPoE Frames Between WAN and Local Ports

Multicast Proxy
Enable IGMP Multicast Proxy

[0 Enable MLD Multicast Proxy
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If ISP provides you with the static IPv6 address, configure a static IP address by checking Use Static IPv6 Address and
enter the static IPv6 address.
Step 5: To configure the Default Gateway interface when using IPv6, select the interface that you want to configure with

the WAN gateway address in Selected WAN Interface box. Then click Next.

Tenda -

Device Info Routing -- Default Gateway

Advanced Setup
Layer2 Interface

m Default gateway interface list can have multiple WAN interfaces served as system default gateways but only one will be used according to the priority with the first being the higest and the last

LAN one the lowest priority if the WAN interface is connected. Priority order can be changed by removing all and adding them back in again.
NAT
Security Selected Default Available Routed WAN
Parental Control Gateway Interfaces Interfaces
Bandwidth Control
Routing ppp0.1
DNS
DsL

Storage Service

M

Interface Grouping
1P Tunnel
Certificate
Multicast

IPTV IPvE: Select a preferred wan interface as the system default IPv6 gateway.

Wireless Selected WAN Interface pppoe_0_0_35/ppp0.1 v
Diagnostics

Management

Step 6: To configure the WAN DNS address, check the Obtain IPv6 DNS info from a WAN interface option, or select

the Use the following Static IPv6 DNS address option to enter the static DNS server IPv6 addresses provided by your

ISP. At last, click Next.

Tenda e

Device Info DNS Server Configuration
Advanced Setup
Layer2 Interface Sellect DN Server Interface from available WAN interfaces OR enter static DNS server IP addresses for the system. In ATM made. if only a single PYC with IPoA or static IPoE protocol is configured, Static DNS server IP addresses must be entered
EETT DNS Server Interfaces can have multiple WAN interfaces served ‘only one will be used according 1o the priority with the first being the higest and the Last one the lowest priority i the WAN interface is connected. Priority order can be changed by
LAN remaving all and adding them back in again.
NAT
Security ® lable
Parental Control Selectad DNS Servar
Avallable WAN Interfaces
Bandwidth Control Interfaces
Routing
DNS FpR0 T
DsL
Storage Service
Interface Grouping
1P Tunnel
Certificate
Multicast
TV Use the following Static DNS IP address:
U= Primary DN server:
Diagnostics Secondary DNS server,
Management

e WaN DNs £ OR enter the static [7v6 DINS sarver Addresses.
Nota that selecting 3 WAN interface for IPv6 DNS sarver will enable DHCPV6 Client on that intarface.

®  Obeain IPvG DNS info from a WAN interface:

WAN Interface selected:
' Use the following Static IPv6 DNS address:
Primary IPvE DNS server:

Secondary IPv6 DNE server,

Step 7: Here you can view your configurations. Click Apply/Save to take this interface into effect.
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Device Info WAN Setup - Summary
Advanced Setup
Layer2 Interface Make sure that the settings below match the settings provided by your ISP.
[ WAN Service |
LAN Connection Type: |PPPoE
NAT NAT: Enabled
Security
Parental Control Full Cone NAT: Disabled
Bandwidth Control Firewall: Enabled
Routing IGMP Multicast: | Disabled
ons Quality Of Service: |Enabled
uali ervice: |Ena
DSL b
Storage Service
Interface Grouping Click "Apply/Save” to have this interface to be effective. Click "Back” to make any modifications.

1P Tunnel

4

When the PPPoE connection is successful, you can access the Internet.

Device Info Wide Area Network (WAN) Service Setup
Advanced Setup
Layer2 Interface Choose Add, Remove or Edit to configure a WAN service over a selected interface.
LAN Interface| Description | Type |Vlan802.1p |VianMuxid| Igmp NAT |Firewall | IPvE Mid |Remove| Edit
NAT
ppp0.1 | pppoe_0_0_35| PPPoE N/A N/A Disabled | Disabled | Enabled | Enabled | Disabled ]
Security

Parental Control
Bandwidth Control

Routing Remove
IPoE

IPv4 Only
If you get an IP address from your ISP automatically or if your ISP assigns you a static (fixed) IP address, subnet mask
and gateway, you need to select the IP over Ethernet (IPOE).

Step 1: Click Advanced Setup > WAN Service and then click the Add button.

Wide Area Netwerk (WAN) Service Setup

Device Info
SR Choose Add, Remove or Edit to configure a WAN service over a selected interface.
Layer2 Interface
-Em | interface | Description | Type | Viang0z.1p | VianMuwdd [1gmp | NAT [ Firewall [ 18v6 | Mid | Remove | Edit|
NAT
I A ] [omore

Step 2: Select the ATM interface you added just now from the pull-down menu in the figure below. Click Next.
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WAN Service Interface Configuration

Device Info
T F Select a layer 2 interface for this service
Layer2 Interface
[ WAN service |
LAN
NAT Back || Next

Step 3: Select IP over Ethernet. Edit the Enter Service Description which is optional. Suggest you keep the default.

Select a network protocol: 1Pv4 Only. Click Next.

Tenda

WAN Service Configuration

Device Info

Advanced Setup Select WAN service type:
Layer2 Interface () PPP over Ethernet (PPPoE)

m ® IP over Ethemnet
s O Bridging
MNAT
S i . .o .
m"ty Enter Service Description: ipoe_0_0_35
Parental Control
Bandwidth Control
Routing For tagged service, enter valid 802.1P Priority and 802.1Q VLAN ID.
DNS For untagged service, set -1 to both 802.1P Priority and 802.1Q VLAN ID.
DsL Enter 802.1P Priority [0-7]: -1
Storage Service Enter 802.1Q VLAN ID [0-4094]: -1
Interface Grouping
IP Tunnel
Certificate Netwerk Protocol Selection:
) [1FV4 Only v

Multicast
IPTV

e o et
Step 4: Finish WAN IP Settings on the figure below. Click Next.

Tenda

Device Info WAN IP Settings

Advanced Setup
Layer2 Interface Enter information provided to you by your ISP to configure the WAN IP settings.

| WAN Service | Notice: If "Obtain an IP address automatically™ is chosen, DHCP will be enabled for PVC in IPoE mode.

LAN If "Use the following Static IP address” is chosen, enter the WAN IP address, subnet mask and interface gateway
NAT
Security MTU: (576-1500,default:1500)
Parental Control ® Obtain an IP address automatically

Bandwidth Control Option 60 Vendor ID: [ ]
Routing Option 61 IAID: l:l (8 hexadecimal digits)
DNS Option 61 DUID: l:l (hexadecimal digit)

DS Option 125: @® Disable O Enable

Storage Service
& O Use the following Static IP address:

Interface Groupil
e wanp Ao [
IP Tunnel
waN ek [
Certificate uen .
st N sotevay P Address ||

IPTV

Wireless

_ [Back] [Next]
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Obtain an IP address automatically: This allows the router to automatically acquire IP information from your ISP or
your existing networking equipment.

Use the following Static IP address: This allows you to specify the Static IP information provided by your ISP or that
corresponds with your existing networking equipment.

WAN IP Address: The Internet IP address provided by your ISP for accessing the Internet.

WAN Subnet Mask: The subnet mask address provided by your ISP for accessing the Internet.

WAN gateway IP Address: The gateway IP address provided by your ISP for accessing the Internet.

Step 5: Finish Network Address Translation Settings. Suggest keep the default settings. Click Next.

Device Info Network Address Translation Settings

Advanced Setup
Layer2 Interface Metwork Address Translation (NAT) allows you to share one Wide Area Network (WAN) IP address for multiple computers on your Local Area Netwaork (LAN).
LAN M Enable NAT
NAT

] Enable Fullcone NAT
Security

Parental Control
Bandwidth Control

W Enable Firewall

Routing Multicast

DNS O Enable IGMP Multicast

DsL

Storage Service

Step 6: To configure the Default Gateway interface, select the interface that you want to configure with the WAN
gateway address in Available Routed WAN Interfaces box and move it into Selected Default Gateway Interfaces box.

The default setting is recommended. Then click Next.

Tenda -

Device Info Routing -- Default Gateway

Advanced Setup
Layer2 Interface

| waN service | Default gateway interface list can have multiple WAN interfaces served as system default gateways but only one will be used according to the priority with the first being the higest and the last

LAN one the lowest priority if the WAN interface is connected. Priority order can be changed by removing all and adding them back in again.
NAT
Security Selected Default Available Routed WAN
Parental Control Gateway Interfaces Interfaces
Bandwidth Control
Routing
DNS
DsL
Storage Service

Interface Grouping
1P Tunnel
Certificate
Multicast
IPTV
Wireless
Diagnostics

Management

N
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Step 7: To finish DNS Server Configuration, click the Select DNS Server Interface from available WAN interfaces

option, or select the Use the following Static DNS IP address option and enter the static DNS server IP addresses

provided by your ISP. At last, click Next.

Tenda -

Device Info
Advanced Setup
Layer2 Interface
LAN
NAT
Security
Parental Control
Bandwidth Control
Routing
DNS
DsL
Storage Service
Interface Grouping
1P Tunnel
Certificate
Multicast
IPTV
Wireless
Diagnostics

Management

DN Server Configuration

Select DNS Server Interface from available WAN interfaces OR enter static DNS server IP addresses for the system. In ATM made, if only a single P¥C with IPoA o static IPoE protocol is
configured, Static DNS server IP addresses must be entered.
DNS Server Interfaces can have multiple WAN interfaces served as system dns servers but only ane will be used according to the pricrity with the first being the higest and the last one the

lowest priority if the WAN interface is connected. Priority order can be changed by removing all and adding them back in again.

®  Select DNS Server Interface from available WAN interfaces:

Selected DNS Server
Available WAN Interfaces
Interfaces

[atm0_ 1

[

O Use the following Static DNS IP address:

B —

4

Step 8: Here you can view your configurations. Click Apply/Save to save your settings if everything is correctly set.

Device Info
Advanced Setup
Layer2 Interface
[ WAN Service |
LAN
NAT
Security
Parental Control

Bandwidth Control

Routing

DNS

DSL

Storage Service

Interface Grouping

1P Tunnel

WAN Setup - Summary

Make sure that the settings below match the settings provided by your ISP.

Connection Type: |IPoE

NAT: Enabled
Full Cone NAT: Disabled
Firewall: Enabled

IGMP Multicast: | Disabled

Quality Of Service: | Enabled

Click "Apply/Save” to have this interface to be effective. Click "Back” to make any modifications.

When the IPoE connection is successful, you can access the Internet.

Device Info
Advanced Setup
Layer2 Interface
| WAN Service |
LAN
NAT
Security
Parental Control
Bandwidth Control
Routing

Wide Area Network (WAN) Service Setup

Choose Add, Remove or Edit to configure a WAN service over a selected interface.

Interface | Description | Type 1p NAT (Firewall| 1IPve Mid |Remove | Edit

ipoe_0_0_35

Igmp

atm0.1 IPoE N/A MN/A Disabled | Enabled | Enabled | Disabled | Disabled O Edit

Remave

38



Tenda
IPv4 & IPv6 (Dual Stack)

Step 1: Click Advanced Setup > WAN Service and then click the Add button.

Wide Area Netwerk (WAN) Service Setup

Deviee Info
ST BRI Choose Add, Remove or Edit to configure a WAN service over a selected interface.
Layer2 Interface
‘ | P |T§rpe| 1n| |lgnm‘NAT|Flrﬂﬂ|IM‘Mld‘nemwe|Hll|
LAN
MAT
—

Parental Control

Step 2: Select the ATM interface you added just now from the pull-down menu in the figure below. Click Next.

WAN Service Interface Configuration

Device Info
== F Select a layer 2 interface for this service
Layer2 Interface
| Wan service
LAN
Nar e ]
Security

Step 3: Select IP over Ethernet. Edit the Enter Service Description which is optional. Suggest you keep the default.

Select a network protocol: IPv4&IPv6 (Dual Stack). Click Next.

WAN Service Configuration

Device Info
Advanced Setup Select WAN service type:
Layer2 Interface O PPP over Ethernet (PPPoE)
m ®) 1P over Ethernet
O Bridgin
LAN ging
NAT
Securi . . -
ity Enter Service Description: |ipoe_0_0_35
Parental Control
Bandwidth Control
Routing For tagged service, enter valid 802.1P Priority and 802.1Q VLAN ID.
DNS For untagged service, set -1 to both 802.1P Priority and 802.1Q VLAN ID.
DSL Enter 802.1P Priority [0-7]: A
Storage Service Enter 802.1Q YLAN ID [0-4094]: -1
Interface Grouping
IP Tunnel
Certificate Network Protocol Selection:
_ [IPvd&lPv6(Dual Stack) V|
Multicast
IPTV
Wireless
Back | | Next
Diagnostics -
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Step 4: To finish WAN IP Settings, select Obtain an IPv6 address automatically, check Dhcpv6 Prefix Delegation

(IAPD). If your ISP is using stateful DHCPv6, check Dhcpv6 Address Assignment (IANA) also. Or select Use the

following Static IP address if your ISP provides you with an IPv6 address. Click Next.

Device Info
Advanced Setup
Layer2 Interface
LAN
NAT
Seeurity
Parental Contral
Bandwidth Centrel
Rauting
DNS
DSsL
Storage Service
Interface Grouping
IP Tunnel
Certificate
Multicast
PV
Wireless
Disgnostics
Mansgement

WAN IP Settings

Enter information provided 1o you by your ISP to configure the WAN IP settingd.
Motice: If "Obtain an [P addres sutomatically” iz chogen, DHCP will be enabled for PVC in IPoE mode.

If "Use the following Static IP address” ig chosen, enter the WAN 1P address, subnet mask and interface gateway.

MTU: (STE-1500,default1500)
@ Obtain an IP address automatically

Optian B0 Vendor ID: I:l

Optian 6L LAID: |:| (8 hexadecimal digits)
Option 61 DUID: [ mexadecimal digin

Option 125 ® pDisable O Enable
O usethe Tallowing Static IP address:

WAN [P Address:

WAN Subnet Mask:

WIAN gateway IP Address

Enter information provided 1o you by your ISP to configure the WAN IPvE seltings.
Motice:
If "Obtain an IPvE address automatically” i chosen, DHOPVE Chent will be enabled on this WAN interface.

If "Use the following Static IPvE address” i chosen, enter the static WAN 1PvE address. I the address prefix length is not specified, it will be default to /64,

® Obtain an IPvE address automatically
O Dhepve Address Addignment (LANMA)
M Dheput Prefix Delegation APD)

O use the following Static IPvE address:
WAN IPvE Address/Prefix Length:

Specify the Mext-Hop IPvE addreds for this WAM interface.
Matice: This sddreds can be sither a link local or & global unicast IPvE addreds.

WAN Mext-Hop IPvE Address:

If ISP provides you with the static IPv6 address, configure a static IP address by checking Use the following Static IPv6

address and enter the static IPv6 address.

® Obtain an IPv6 address automatically

[l Dhepve Address Assignment (TAMNA)

] Dhepve Prefix Delegation (TAPD)

O use the following Static [Pve address:

WAN IPve Address/Prefix Length:

Specify the Next-Hop IPve address for this WAN interface.

Motice: This address can be either a link local or a global unicast IPve address.

WAN Mext-Hop [Pve Address:
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Step 5: Configure NAT settings. If you are unsure about the options, please keep the default settings and then click Next.

Device Info Network Address Translation Settings
Advanced Setup

Layer2 Interface Network Address Translation (MAT) allows you to share one Wide Area Metwork (WAN) IP address for multiple computers on your Local Area Network (LAN).
LAN M Enable naT
MNAT

[0 Enable Fullcone NAT

Security

Parental Control K Enable Firewall
Bandwidth Control

Reuting Multicast

DNS O Enable I6MP Multicast
DSsL

Storage Service .
= [0 Enable MLD Multicast Proxy
Interface Grouping

—

Step 6: To configure the Default Gateway interface, select the interface that you want to configure with the WAN
gateway address in Available Routed WAN Interfaces box and move it into Selected Default Gateway Interfaces box.

Then click Next.

Tenda .

Device Info Routing -- Default Gateway
Advaneed Setup

Layer2 Interface
™ Wan service | Default gateway interface list can have multiple WAN interfaces served as system default gateways but anly one will be used according to the priarity with the first being the higest and the last one the
LaN lowest priority if the WAN interface is connected. Priority order can be changed by removing all and adding them back in again.
NAT
Security Selected Default Available Routed WAN
Parental Control Gateway Interfaces Interfaces
Bandwidth Control
Routing atmo.1
DNS

DsL
Storage Service

Interface Grouping

IP Tunnel

Certificate
Multicast

PTV IPVE: Select 3 preferred wan interface as the system default IPv6 gateway.

Wireless Selected WAN Interface |ipoe_0_0_35/atm0.1 v
Diagnastics

Management

Step 7: To configure the WAN DNS address, check the Obtain IPv6 DNS info from a WAN interface option, or select

the Use the following Static IPv6 DNS address option to enter the static DNS server IPv6 addresses provided by your

ISP. At last, click Next.

Tenda rene

Device Info DNS Server Configuration
Advanced Sewp.
Layer2 Interface Select DNS Server lable WAN i emer stati il the systam. In ATM meode, if only a single PVC with IPoA o static IPoE protocol is configured, Static DNS server IP addresses must be entered.
[~ Wan service | DNS Server Interfaces can i ved but only one will be used sccording to the priority with the first being the higest and the last one the lowest priority if the WAN interface is connected. Priority order can be chinged by
LAN remaoving all and 30ding them back in again.
NAT
Security @  Select DNS Server Interface from available WAN interfaces:
Parentai Control Selactad DNS Server
Available WAN Interfaces
Bandwidth Contral Interfaces
Routing
DNS
osL
Storage Service
Interface Grouping
1P Tunnel
Certificate
Mutticast
FTV O Use the following Static DNS IP address:
e e e—
T R —
Management
P Select WAN NS L son OR enter the static [Pv6 DNS server Addressas.

Note that selecting a WAN interface for IPv6 DNS server will enable DHCPVS Client an that interface.

@ Obiin Pv& DNS info from a WAN interface:
WAM Interface selectedt
O Use the following Static IPv6 DNS address:
Primary [Pv6 DNS server:

‘Secondary IPv6 DNS server:
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Step 8: Here you can view your configurations. Click Apply/Save to save your settings if everything is correctly set.

Device Info WAN Setup - Summary
Advanced Setup
Layer2 Interface Make sure that the settings below match the settings provided by your ISP.
LAN Connection Type: (IPoE
NAT MNAT: Enabled
Security
Parental Control Full Cone NAT: Disabled
Bandwidth Control Firewall: Enabled
Routing IGMP Multicast: |Disabled
oS lity Of bled
uali Service: |Ena
DSL Quality
Storage Service
Interface Grouping Click "Apply/Save” to have this interface to be effective. Click "Back” to make any modifications.

1P Tunnel

When the IPoE connection is successful, you can access the Internet.

Device Info Wide Area Network (WAN) Service Setup

Advanced Setup
Layer2 Interface Choose Add, Remave or Edit to configure a WAN service over a selected interface.

| WAN Service |
LAN Interface | Description | Type | VIan202.1p | VlanMuxid | Igmp NAT |Firewall| IPv6 Mld |Remove | Edit
NAT
atm0.1 |ipoe 0.0.35|IPoE |  N/A N/A | Disabled |Enabled | Enabled | Enabled | Dissbled |  [J

Security

Parental Control
Bandwidth Control

Routing

IPv6 Only

Step 1: Click Advanced Setup > WAN Service and then click the Add button.

Tenda

‘Wide Area Network (WAN) Service Setup

Device Info
Advanced Setu, . - -
B Choose Add, Remaove or Edit to configure a WAN service over a selected interface.
Layer2 Interface
[ e |Inlcrfaae| ipti |Type v 1p |V ‘lglnp| NA‘I’| Fimll‘lm‘ Mid |Rcmdve|£dit|

LAN
NAT
Security

Parental Control

Step 2: Select the ATM interface you added just now from the pull-down menu in the figure below. Click Next.

Tenda

WAN Service Interface Configuration

Deviee Info
Advanced Setup ; - .
Select a layer 2 interface for this service
Layer2 Interface
| __WAN Service | 2m0/(0_0_35) v
LAN

Security
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Step 3: Select IP over Ethernet (IPoE). Edit the Enter Service Description field which is optional. Suggest you keep

the default. Select a network protocol you need: IPv6 Only. Click Next.

WAN Service Configuration

Device Info
Advanced Setup Select WAN service type:
Layer2 Interface O PPP over Ethernet (PPPoE)
m ® IP over Ethernet
O Bridgin
LAN ging
NAT
Security

Enter Service Description: | ipoe_0_0_35

Parental Control

Bandwidth Control

Routing For tagged service, enter valid 802.1P Priority and 802.1Q VLAN ID.

DNS For untagged service, set -1 to both 802.1P Priority and 802.1Q VLAN ID.

DsL Enter 802.1P Priority [0-7]: -1

Storage Service Enter 802.1Q VLAN ID [0-4094]: -1

Interface Grouping

1P Tunnel

Certificate Network Protocol Selection:

. [1PvE Only v

Multicast

IPTV
Wireless

Back | | Mext

Diagnostics -

Step 4: Enter the WAN information provided by your ISP to configure the WAN IPv6 settings.
To obtain an IP address automatically:

Select Obtain an IPv6 address automatically.

Check Dhcpéc Prefix Delegation (IAPD).

If your ISP is using stateful DHCPv6, check Dhcp6c Address Assignment (IANA) also.

Click Next to go forwards.

Enter information provided to you by your ISP to configure the WAN IPvE settings.

Motice:

If *Obtain an IPv6 address automatically” is chosen, DHCPvE Client will be enabled on this WAN interface.

If *Use the following Static IPv6 address” is chosen, enter the static WAN IPv6 address. If the address prefix length is not specified, it will be default to /64

Obtain an IPv6 address automatically

®

[l Dhepve Address Assignment TANA)
| Dhepve Prefix Delegation (LAPD)

o

Use the following Static IPve address:

WAN IPv6 Address/Prefix Length:

Specify the Next-Hop IPvE address for this WAN interface.
Motice: This address can be either a link local or a global unicast [Pve address.

WAN Next-Hop IPv6 Address:
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Step 5: Finish Network Address Translation Settings. Suggest keep the default settings. Click Next.

Device Info Network Address Translation Settings
Advanced Setup

Layer2 Interface Network Address Translation (NAT) allows you to share one Wide Area Network (WAN) IP address for multiple computers on your Local Area Network (LAN).

LAN Enable NAT

NAT .

Enable Firewall
Security
Parental Control
. Multicast

Bandwidth Control

Routing Enable IGMP Multicast

DNS

DSL [0 Enable MLD Multicast Proxy

Storage Service
Step 6: To configure the Default Gateway interface when using IPv6, select the interface that you want to configure with

the WAN gateway address in Selected WAN Interface box. Then click Next.

Tenda

Device Info Routing -- Default Gateway

Advanced Setup
Layer2 Interface

™ WAN Service | Default gateway interface list can have multiple WAN interfaces served as system default gateways but only one will be used according to the priority with the first being the higest and the last

LAN one the lowest priority if the WAN interface is connected. Priority order can be changed by remaving all and adding them back in again.
NAT
Security Selected Default Available Routed WAN
Parental Control Gateway Interfaces Interfaces
Bandwidth Control
Routing amo1
DNS

DsL
Storage Service

[

Interface Grouping

IP Tunnel

Certificate

Multicast

IPTV IPv6: Select a preferred wan interface as the system default IPv6 gateway.
Wireless Selected WAN Interface [ipoe_0_0_35/atm 1 |
Diagnostics

Management

Step 7: To configure the WAN DNS address, check the Obtain 1Pv6 DNS info from a WAN interface option, or select

the Use the following Static IPv6 DNS address option to enter the static DNS server IPv6 addresses provided by your

ISP. At last, click Next.

Tenda v

Device Info DNS Server Configuration

Advanced Setup
Layer2 Interface Select DNS Server Interface from available WAN interfaces OR enter static DS server TP addresses for the system. In ATM mode, if only a single PVC with IPoA or static IPoE protocol is configured, Static DNS server IP addresses must be entered.

[ WAN Service | can i ved as systam anly one Wil be used according to the priarity with g the higest and lowast pri WAN intartaca is connactad. Priority order can be changed by
AN remaving all and sdding them back in again.

Security ® select available
Parental Control Selected DNS Server

Available WAN Interfaces
Bandwidth Control Interfaces

DNS EaE)

1PTV Use the following Static DNS [P address:
Primary DNS server:
Secondary DNS server,

IPvE: Select the configured WAN interface for IPvG DNS server information OR enter the static IPv6 DNS server Addresses.
Mot that selecting a WAN interface for IPwS DNS server will enable DHCPVE Client an that interface.

®  Obtain IPv6 DNS info from a WAN interface:

[ ———
O s the folowing Statc v DS acicress:
Primary IPw6 DNS server:

Secondary 1Pv6 DNS server
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Step 8: Here you can view your configurations. Click Apply/Save to have this interface to be effective.

Device Info WAN Setup - Summary
Advanced Setup
Layer2 Interface Make sure that the settings below match the settings provided by your ISP.
[ WAN Service |
LAN Connection Type: (IPoE
NAT NAT: Disabled
Security
Parental Control Full Cone NAT: Disabled
Bandwidth Control Firewall: Enabled
Routing IGMP Multicast: | Disabled
ons lity of bled
uali Service: |Ena
DSL Quality
Storage Service
Interface Grouping Click "Apply/Save” to have this interface to be effective. Click "Back” to make any modifications.
1P Tunnel

When the IPoE connection is successful, you can access the Internet.

Tenda

‘Wide Area Network (WAN) Service Setup
Device Info

Advanced Setu . - -
1 Choose Add, Remave or Edit to configure a WAN service over a selected interface.

Layer2 Interface
[ WAN Service |
Interface iption | Type 1p Igmp MNAT |Firewall| IPvE Mld [Remove | Edit
LAN
NAT atm0.1 |ipoe 0.0 35| IPoE /A /A Disabled | Enabled | Enabled | Enabled | Disabled O
Security
Parental Control
Bandwidth Control

If you wish to initiate a dialup directly from your PC for Internet access or enjoy the entire Internet connection (instead
of sharing it with others), you can use the Bridging DSL link type and create a dialup program on your PC.

Step 1: Click Advanced Setup > WAN Service and then click the Add button.

Tenda

‘Wide Area Network (WAN) Service Setup
Device Info

Advanced Setu, , N .
B Choose Add, Remove or Edit to configure a WAN service over a selected interface.

Layer2 Interface

T [intertace | Description | Type | Viansa21p | v [1gm] NaT | Firewall [ 1wve | id [ Remeve | st
=
Seeurity

Step 2: Select the ATM interface you added just now from the pull-down menu in the figure below. Click Next.
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WAN Service Interface Configuration
Device Info

Advanced Setu . : .
B Select a layer 2 interface for this service

Layer2 Interface

[ WAN Service | aim0i(0_0_35) v
LAN
Security

Step 3: Select Bridging. Edit the Enter Service Description which is optional. Suggest you keep the default. Click

Next.

Tenda

WAN Service Configuration

Device Info
Advanced Setup Select WAN service type:
Layer2 Interface O PPP over Ethernet (PPPoE)
m O 1P over Ethernet
LAN ® Bridging
NAT
s .
ecurity Enter Service Description: | br_0_0_35
Parental Control

Bandwidth Control

Routing For tagged service, enter valid 802.1P Priority and 802.1Q VLAN ID.
DNS For untagged service, set -1 to both 802.1P Priority and 802.1Q VLAN ID.

DsL Enter 802.1P Priority [0-7]: A

Storage Service Enter 802.1Q VLAN ID [0-4094]: -1
Interface Grouping

1P Tunnel
Certificate
Multicast
IPTV

Wireless

Diagnostics

Step 4: Here you can view your configurations. Click Apply/Save to activate your settings..

Device Info WAN Setup - Summary
Advanced Setup
Layer2 Interface Make sure that the settings below match the settings provided by your ISP.
[ WAN Service |
LAN Connection Type: |Bridge
NAT NAT: Disabled
Security
Parental Control Full Cone NAT: Disabled
Bandwidth Control Firewall: Disabled
Routing IGMP Multicast: | Not Applicable
one Quality Of Service: | Enabled
LEL ervice: [ Enal
DEL ty
Storage Service
. Click "Apply/Save" to have this interface to be effective. Click "Back” to make any modifications.
Interface Grouping
1P Tunnel
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After the bridging connection is successful, initiate a dialup directly from your PC for Internet access.

Wide Area Network (WAN) Service Setup
Device Info

Advanced Setu, . . .
B Choose Add, Remove or Edit to configure a WAN service over a selected interface.

Layer2 Interface
[ wanN service |
Interface ipti Type |V LAp [V Igmp NAT |Firewall| IPvE Mid |Remove| Edit
LAN
NAT atm0.1 br_0_0_35 |Bridge N/A N/A Disabled | Disabled | Enabled | Disabled | Disabled ) Edit
Seeurity
Parental Control
Bandwidth Control

To configure multiple WAN connections, simply configure multiple ATM interfaces and then follow the instructions

above.

=  PPPoA

If you have selected the PPPoA from the ATM Interface screen in Layer2 Interface, you will see the screen below

when you click the WAN Service tab, select the configured interface and click Next.

IPv4 Only

Step 1: Click Advanced Setup > WAN Service and then click the Add button.

‘Wide Area Network (WAN) Service Setup
Device Info

Advanced Setu, . N .
P Choose Add, Remove or Edit to configure a WAN service over a selected interface.

Layer2 Interface
ATM Interface |Inl¢rfar.e| ipti ‘Type Vi .1p| Vi '|Igmp| NA‘I’| Firewall | IM| Mid ‘lemmme ‘ Edit‘
ETH Interface
| WaN service |
LAN

NAT

Step 2: Select the ATM interface you added just now from the pull-down menu in the figure below. Click Next.

WAN Service Interface Configuration

Device Info
Advanced Setu
2 Select a layer 2 interface for this service
Layer2 Interface
ATM Interface atm0/(0_0_35) v
ETH Interface
[ Wan service
LAN

Step 3: Edit the Enter Service Description. This field is optional. We recommend that you keep the default.

Select a network protocol: IPv4 Only and click Next.
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WAN Service Configuration
Device Info

Advanced Setup

Layer2 Interface

ATM Interface Enter Service Description: | pppoa_0_0_35
ETH Interface

LAN Network Protocal Selection:

NAT [1Pv4 Only v|

Security

Parental Contrel

Bandwidth Control

Step 4: Enter PPP username and its password provided by your ISP. Click Next.

Device Info PPP Username and Password
Advanced Setup
Layer2 Interface PPP usually requires that you have a user name and password to establish your connection. In the boxes below, enter the user name and password that your ISP has provided te you.
ATM Interface
ETH Interface PPP Username: ]
| WaN service | PPP Password: 7
LAN Authentication Method:
NAT
EEcity [0 enable Fullcone NAT
Parental Control
Bandwidth Control
Routing O Dial on demand (with idle timeout timer)
DNs M Enable Firewall
pst [0 Use Static IPv4 Address
Storage Service
M EREET ] Enable PPP Debug Mode
IP Tunnel
Certificate
Multicast Multicast Proxy
IPTV [l Enable IGMP Multicast Proxy
Wireless

PPP Username: This is for logging in to your ISP. If you cannot locate this information, ask your ISP to provide it.

PPP Password: This is for logging in to your ISP. If you cannot locate this information, ask your ISP to provide it.
Authentication Method: This is used by ISP to authenticate the client that attempts to connect. If you are not sure,
consult your ISP or select AUTO.

Dial on demand: Connect to ISP only when there is traffic transmission. This saves your broadband Internet service bill.
Enable PPP Debug Mode: Only enable this feature if supported by your ISP.

Multicast Proxy: If enabled, the router will use multicast proxy.

If you are not sure about the options on this screen, simply enter your ISP user name and password and leave the other

options unchanged from defaults. Click Next to enter the following screen.
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Step 5: To configure the WAN gateway address. After you configure it click Next. The default setting is recommended.

Tenda e

Device Info Routing - Default Gateway
Advanced Setup
Layer2 Interface
ATM Interface Default gateway interface list can have multiple WAN interfaces served as system default gateways but only one will be used according to the priority with the first being the higest and the last
ETH Interface one the lowest priority if the WAN interface is connected. Priority order can be changed by removing all and adding them back in again.
| WAN service |
LAN Selected Default Available Routed WAN
NAT Gateway Interfaces Interfaces
Security
Parental Control pppoal
Bandwidth Control
Routing
DNs
DsL

e

Storage Service
Interface Grouping
IP Tunnel
Certificate
Multicast

IPTV

Wireless

Diagnostics

Step 6: To configure the WAN DNS address. Choose a way to get DNS server according to what your ISP has provided.
-Click the Select DNS Server Interface from available WAN interfaces option.
-Select the Use the following Static DNS IP address option and enter static DNS server IP addresses for the system.

And then click Next.

Tenda

Device Info DNS Server Configuration
Advanced Setup
Layer2 Interface Select DNS Server Interface from available WAN interfaces OR enter static DNS server IP addresses for the system. In ATM mode, if only a single PVC with IPoA or static IPoE protocol is
ATM Interface configured, Static DNS server IP addresses must be entered.
ETH Interface DNS Server Interfaces can have multiple WAN interfaces served as system dns servers but only one will be used according to the priority with the first being the higest and the last one the
™ WAN Service | lowest priority if the WAN interface is connected. Priority order can be changed by removing all and adding them back in again
LAN
NAT ® select DNS Server Interface from available WAN interfaces:
Security Selected DNS Server
Available WAN Interfaces
Parental Control Interfaces

Bandwidth Control

Routing pppoal
DNS
DsL

)

Storage Service
Interface Grouping
1P Tunnel
Certificate

Multicast O Use the following Static DNS IP address:

Wireless

Diagnostics

AnoTe
1. In ATM mode, if only a single PVC with IPoA or static IPOE protocol is configured, Static DNS server IP addresses
must be entered.

2. If you cannot locate the static DNS server IP information, ask your ISP to provide it.
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Step 7: Here you can view your configurations. Click Apply/Save to have this interface to be effective.

Device Info WAN Setup - Summary
Advanced Setup
Layer2 Interface Make sure that the settings below match the settings provided by your ISP.
ATM Interface
ETH Interface Connection Type: |PPPcA
[ WAN Service | NAT- Enablod
LAN
NAT Full Cone NAT: Disabled
Security Firewall: Enabled
Parental Control IGMP Multicast: | Disabled
Bandwidth Control
Quality Of Service: | Enabled
Routing
DMS
DSL Click "Apply/Save" to have this interface to be effective. Click "Back” to make any modifications.

Storage Service

Step 8: When the PPPoA connection is successful, you can access the Internet.

Tenda

‘Wide Area Network (WAN) Service Setup

Device Infe
Adve d Setu
anes B Choose Add, Remove or Edit to configure a WAN service over a selected interface.
Layer2 Interface
ATM Interf:
ace Interface | Description | Type | Vlan802.1p | VlanMuxid | Igmp MNAT (Firewall| IPvE Mid |Remove| Edit
ETH Interface
[ WAN Service | pppoal |pppoa 0_0 35 [PPPoA N/A N/A Disabled | Enabled | Enabled | Disabled | Disabled O Edit
LAN
NAT
ooty

IPv4 & IPv6 (Dual Stack)

Step 1: Click Advanced Setup > WAN Service and then click the Add button.

Wide Area Network (WAN) Service Setup

Device Info
Advanced Setu
P Choose Add, Remove or Edit to configure a WAN service over a selected interface.
Layer2 Interface
ATM Interface
|lnterfane | D riptid ‘Type v 1p |V |Igmp| NAT| Firewall | IM| Mid |Rclmwe | Ellit|
ETH Interface
LAN
-E :l -Remﬂve
MAT

Step 2: Select the ATM interface you added just now from the pull-down menu in the figure below. Click Next.

Tenda

‘WAN Service Interface Configuration

Device Info
Adv d Setu
ance B Select a layer 2 interface for this service
Layer2 Interface
ATM Interface AmOI0_0_35) &
ETH Interface

WA senvice |
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Step 3: Edit the Enter Service Description. This field is optional. We recommend that you keep the default.

Select a network protocol: IPv4 & IPv6 (Dual Stack). Click Next.

Tenda

WAN Service Configuration
Device Info

Advanced Setup
Layer2 Interface
ATM Interface

Enter Service Description: | pppoa_0_0_35

ETH Interface

LAN Metwork Protocal Selection:
NAT [1Pv48IPvE(Dual Stack) |
Security

Parental Contrel

Bandwidth Contrel

Step 4: Enter PPP username and its password provided by your ISP. Click Next.

Device Info PPP Username and Password
Advanced Setup
Layer2 Interface PPP usually requires that you have a user name and password to establish your connection. In the boxes below, enter the user name and password that your ISP has provided to you.
ATM Interface

ETH Interface PPP Usermame ]

LAN Authentication Method:
NAT
EEnsityj [0 Enable Fullcone MAT
Parental Control
Bandwidth Control
Routing [0 pial on demand (with idle timeout timer)
DNS ¥ Enable Firewall
DL O use static IPv4 Address
Storage Service
Interface Grouping O use static 1Pv6 Address
1P Tunnel O Enable IPv6 Unnumbered Model
i [ Launch Dhepéc for Address Assignment (IANA)
Multicast
. M Launch Dhcpée for Prefix Delegation (IAPD)
Wireless O Enable PPP Debug Mode
Diagnostics
Management

Multicast Proxy
[0 Enable IGMP Multicast Proxy

[0 Enable MLD Multicast Proxy

Step 5: To configure the WAN gateway address. After you configure it click Next. The default setting is recommended.

Tenda e

Device Info Routing -- Default Gateway
Advaneed Setup
Layer2 Interface
ATM Interface Default gateway interface list can have multiple WAN interfaces served as system default gateways but cnly one will be used according to the priority with the first being the higest and the last one the lowest priority if
ETH Interface the WAN interfac is connected. Priority order can be changed by removing all and adding them back in again.
[__WAN Service |
LAN Selected Default Available Routed WAN
NAT Gateway Interfaces Interfaces
Security
Parental Control Ppppoal
Bandwidth Control

Starage Serviee
Interface Grouping
1P Tunnel
Certificate 1Pv6s: Select a preferred wan interface as the system default IPVG gateway.

(2= Selected WAN Interface [pppoa_0_0_35/pppoal v]

IPTV

Wireless

Diagnostics

Management
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AnoTe
Default gateway interface list can have multiple WAN interfaces served as system default gateways but only one will be
used according to the priority with the first being the highest and the last one the lowest priority if the WAN interface is

connected. Priority order can be changed by removing all and adding them back in again.

Step 6: To configure the WAN DNS address
Select DNS Server Interface from available WAN interfaces OR enter static DNS server IP addresses for the system. And
then click Next.

Tenda -

Device Info DNS Server Canfiguration
Advanced Setup

Layer2 Interface Select DNS Server Interface fable WAN interfaces OR enter static DNS server [P addresses for the ATM made, if anly a single PVC with [PoA or static PO protocol is configured, Static DNS server [P addresses must be entered.
ATM Interface DNS Server Interface: iple WAN interfaces served as system dns servers but only ane will be used according to the priority vith the first being the higest and the last one the lowest priority i the WAN interface is connected. Pricrity arder can be changed b
ETH Interface remaving all and addi
[ WAN Service |
LAN ®  Select DNS Server Interface from available WAN interfaces:
NAT Selected DNS Server
Available WAN Interfaces
Sacurity Interfacas

Farental Control
Bandwidth Control pppoal

Routing

DNS
DsL =
Storage Service
Interface Grouping

1P Tunnel
e O use the following Static DNS IP address:
Lres primayDNSserver [ |
= Secondary ONSsemver |
Wireless
Diagnostics
e IPvE: Select the configured WAN interface for [PvG DNS server information OR enter the static [Pv6 DINS server Addresses,
Note that selecting a WAN interface for [Pvé DNS server will enablz DHCPYG Client on that interface.
@ Obtain [Pv6 DNS info from a WAN interface:
WAN Interface selected:
O usa the fallawing Static IPvE DNS address
Primary 1Pu6 DN server
Secondary IPvs DN server:
Ao

1. DNS Server Interfaces can have multiple WAN interfaces served as system DNS servers but only one will be used
according to the priority with the first being the highest and the last one the lowest priority if the WAN interface is
connected. Priority order can be changed by removing all and adding them back in again.

2. In ATM mode, if only a single PVVC with IPoA or static IPOE protocol is configured, Static DNS server IP addresses
must be entered.

3. If you cannot locate the static DNS server IP information, ask your ISP to provide it.
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Step 7: Here you can view your configurations. Click Apply/Save to save your settings if everything is correctly set.

Device Info WAN Setup - Summary
Advanced Setup
Layer2 Interface Make sure that the settings below match the settings provided by your ISP.
ATM Interface
ETH Interface Connection Type: |PPPoA
[ WAN Service | NAT- Enabled
LAN
e Full Cone NAT: Disabled
Security Firewall: Enabled
Parental Control IGMP Multicast: |Disabled
Bandwidth Control
: Quality Of Service: | Enabled
Routing
DNS
DSL Click "Apply/Save" to have this interface to be effective. Click "Back” to make any modifications.

Storage Service

Step 8: When the PPPoA connection is successful, you can access the Internet.

Wide Area Netwerk (WAN) Service Setup
Device Info

Advanced Setup
Layer2 Interface
ATM Interface
ETH Interface

Choose Add, Remove or Edit to configure a WAN service over a selected interface.

Type |V 1p Igmp NAT | Firewall | IPvE Mid |Remove

Edit
pppoal | pppoa_0_0_35 | PPPoA N/A MN/A Disabled | Enabled | Enabled | Enabled | Disabled | [ @

EE

Security Remove

IPv6 Only

Step 1: Click Advanced Setup > WAN Service and then click the Add button.

Wide Area Netwerk (WAN) Service Setup
Device Info

Advanced Setup
Layer2 Interface
ATM Interface | . |
ETH Interface

LAN
NAT

Choose Add, Remove or Edit to configure a WAN service over a selected interface.

iption  Type | Viangoz.1p | i 1| 1gmp | NAT | Firewall [1Pvs | Mid | Remave | Edit|

Remove

Step 2: Select the ATM interface you added just now from the pull-down menu in the figure below. Click Next.

WAN Service Interface Configuration

Device Info
P L Select a layer 2 interface for this service
Layer2 Interface
ATM inteface
ETH Interface
[ WaN Serviee [Back ]
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Step 3: Edit the Enter Service Description. This field is optional. We recommend that you keep the default.

Select a network protocol: IPv6 Only. Click Next.

WAN Service Configuration
Device Info

Advanced Setup

Layer2 Interface
ATM Interface
ETH Interface

LAN Metwork Protocal Selection:

NAT [IPv Only v

Security

Parental Control

Bandwidth Control IEI
Step 4: Enter PPP username and its password provided by your ISP. Click Next.

nda

Enter Service Description: | pppoa_0_0_35

Device Info PPP Username and Password
Advanced Setup
Layer2 Interface PPP usually requires that you have a user name and password to establish your connection. In the boxes below, enter the user name and password that your ISP has provided to you.
ATM Interface

ETH Interface PPP Usermname: ]

LAN Authentication Method: [AUTO /]
MNAT
Eensity "1 Enable Fullcone NAT
Parental Control
Bandwidth Contral
Rsertiw [l Dial on demand (with idle timeout timer)
DNs Ml Enable Firewall
(5 ] Use Static [Pv4 Address
Storage Service
face Grouping O use static IPv6 Address
IP Tunnel [ Enable 1Pv6 Unnumbered Model
CEETREe O Launch Dhepéc for Address Assignment (TANA)
Multicast
TV M Launch Dhepée for Prefix Delegation (IAPD)
Wireless [ Enable PPP Debug Mode
Diagnostics
Management
Multicast Proxy

7] Enable IGMP Multicast Proxy

[0 Enable MLD Multicast Proxy

Step 5: Select a preferred wan interface as the system default IPv6 gateway. Click Next.

enda

Device Info Routing - Default Gateway
Advanced Setup
Layer2 Interface
ATM Interface Default gateway interface list can have multiple WAN interfaces served as system default gateways but only one will be used according to the priority with the first being the higest and the last one the

ETH Interface lowest priority if the WAN interface is connected. Priority order can be changed by removing all and adding them back in again.

LAN Selected Default Available Routed WAN
NAT ‘Gateway Interfaces Interfaces

Parental Control pppoal
Banduwidth Contral

Routing

EE]

DNS
DsL
Storage Service

Interface Grouping

1P Tunnel
Certificate 1Pvé: Select a preferred wan interface as the system default IPv6 gateway.
Multicast Selected WAN Interface [pppoa_0_0_35/pppoal |
TV
Wireless

Diagnostics
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Step 6: To configure the WAN DNS address, select the configured WAN interface for IPv6 DNS server information or

enter the static IPv6 DNS server addresses. And then click Next.

Tenda ot

Device Info DNS Server Configuration

Advanced Setup

Layer2 Interface Select DNS Server Interface from available WARN interfaces OR enter static DIVS server IP addresses for the system. In ATM made, if only a single P¥C with IPoA or static IPoE protocol is configured, Static DNS server IP addresses must be entered.
ATM Interface DNS Server Interfaces can have multiple WAN interfaces served a5 system dns servers but anly one will be used according to the priority with the fist being the higest and the last one the lowest priority f the WAN interface is connected. Priority order can be changed by
ETH Interface removing ail and adding them back in again.
[ WAN Service |
— ® 1able
NAT Selected DNS Server
Avilable WAN Interfsces

Security Interfaces
Farental Control
Bandwidth Control PRl
Routing
DNS.
o
Storage Service
Interface Grouping
1P Tunnel
Certficate Usa the following Static DNS IP address:
(e Primary DNS server:
b Secondary DNS server,

Wireless

Disgnostics

Management

IPvE: Select the configured WAN interface for IPvG DNS server information OR enter the static IPvG DNS server Addresses.
Note that selecting a WAN interface for [Pvs DNS server will enable DHCPYG Client an that interface.

@ Obtain 1Pv6 DNS info from a WAN interface:
WAN Interface selectedt
O Use the following Static IPvE DNS address:
Primary [Py DNS server:

Secondary IPv6 DNS server:

Aot

Selecting a WAN interface for IPv6 DNS server will enable DHCPv6 Client on that interface.

Step 7: Here you can view your configurations. Click Apply/Save to save your settings if everything is correctly set.
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Device Info WAN Setup - Summary
Advanced Setup
Layer2 Interface Make sure that the settings below match the settings provided by your ISP.
ATM Interface
ETH Interface Connection Type: |PPPoA
[ WAN Service |
MAT: Enabled
LAN
NAT Full Cone NAT: Disabled
Security Firewall: Enabled
SalEnE ] i IGMP Multicast: | Disabled
Bandwidth Control
. Quality Of Service: |Enabled
Routing
DNS
DSL Click "Apply/Save” to have this interface to be effective. Click "Back” to make any modifications.

Storage Service

Step 8: When the PPPoA connection is successful, you can access the Internet.

Wide Area Network (WAN) Service Setup
Device Info

Advanced Setup
Layer2 Interface
ATM Interface

Choose Add, Remove or Edit to configure 2 WAN service over a selected interface.

Interface | Description | Type |VIan802.1p |VianMuxid | Igmp | NAT |Firewall| IPvE Mid |Remove | Edit

ETH Interface

[ WAN service | pppoal | pppoa_0_0_35 | PPPoA N/A N/A Disabled | Disabled | Enabled | Enabled | Disabled O

secuty
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IPoA

Step 1: Click Advanced Setup > WAN Service and then click the Add button.

Wide Area Network (WAN) Service Setup
Device Info

Advanced Setu . N .
P Choose Add, Remove or Edit to configure a WAN service over a selected interface.

Layer2 Interface
ATM Interface ‘Intﬂ'hr.:| ipti |1'yp= i .1p | VI '|Igmp| NA‘I’| Firewall | IM| Mid |Remuve | Edit|
ETH Interface
| WaN service |
LAN

NAT

Step 2: Select the ATM interface you added just now from the pull-down menu in the figure below. Click Next.

'WAN Service Interface Configuration
Device Info

Advanced Setu ) - .
P Select a layer 2 interface for this service

Layer2 Interface
ATM Interface ipoaldi0_0_35) v
ETH Interface
| WAN service |
LAN

Step 3: Edit the Enter Service Description. This field is optional. It is recommended that you keep the default. Click

Next.

Tenda

WAN Service Configuration

Device Info
Advanced Setup
Layer2 Interface
ATM Interface

Enter Service Description: | ipoa_0_0_35

ETH Interface

LAN

NAT

Step 4: Enter the WAN IP address and subnet mask which should have been provided to you by your ISP. If you cannot

locate this information, ask your ISP to provide it. And then click Next.

Device Info WAN IP Settings
Advanced Setup
Layer2 Interface Enter information provided to you by your ISP to configure the WAN IP settings.
ATM Interface
ETH Interface WAN IP Address: [1.1.1.1 |
| WAN Service | WAN Subnet Mask: 255.255.255.0 |
LAN

MAT
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WAN IP Address: The Internet IP address provided by your ISP for accessing the Internet.

WAN Subnet Mask: The subnet mask address provided by your ISP for accessing the Internet.

Step 5: Keep the defaults if you are unsure about the options on the screen below and click Next.

Tenda

Device Info Network Address Translation Settings
Advanced Setup
Layer2 Interface MNetwork Address Translation (NAT) allows you to share one Wide Area Network (WAN) IP address for multiple computers on your Local Area Network (LAN).
ATM Interface
ETH Interface M Enable naT
m 1 Enable Fullcone NAT
LAN
NAT M Enable Firewall
Security
Parental Control Multicast
Bandwidth Control [0 Enable IGMP Multicast
Routing
o

Step 6: To configure the WAN gateway address. After you configure it click Next. The default setting is recommended.
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Device Info Routing -- Default Gateway
Advanced Setup
Layer2 Interface
ATM Interface Default gateway interface list can have multiple WAN interfaces served as system default gateways but only one will be used according to the priority with the first being the higest and the last
ETH Interface one the lowest priority if the WAN interface is connected. Priority order can be changed by removing all and adding them back in again.
| WaN service |
LAN Selected Default Available Routed WAN
NAT Gateway Interfaces Interfaces
Security
Parental Control ipoal

Bandwidth Control
Routing

DNS

DsL

[

Storage Service
Interface Grouping
1P Tunnel
Certificate
Multicast

IPTV

Wireless

Diagnostics

Aot

Default gateway interface list can have multiple WAN interfaces served as system default gateways but only one will be
used according to the priority with the first being the highest and the last one the lowest priority if the WAN interface is

connected. Priority order can be changed by removing all and adding them back in again.

Step 7: Configure the WAN DNS Server configuration according to your ISP.
-Click the Select DNS Server Interface from available WAN interfaces option;
-Or select the Use the following Static DNS IP address option and enter static DNS server IP addresses for the system.

And then click Next.
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Device Info

Advanced Setup
Layer2 Interface
ATM Interface
ETH Interface
| WAN service |
LAN
NAT
Security
Parental Control
Bandwidth Control
Routing
DNS
DsL
Storage Service
Interface Grouping
1P Tunnel
Certificate
Multicast
IPTV

Wireless

Step 8: Here you

Tenda

Home
DNS Server Configuration

Select DNS Server Interface from available WAN interfaces OR enter static DNS server IP addresses for the system. In ATM mode, if only a single PVC with IPoA or static IPoE protocal is
canfigured, Static DNS server IP addresses must be entered.

DNS Server Interfaces can have multiple WAN interfaces served as system dns servers but only one will be used according to the priority with the first being the higest and the last one the
lowest priority if the WAN interface is connected. Priarity arder can be changed by removing all and adding them back in again.

O select DNS Server Interface from available WAN interfaces:

Selected DNS Server
Available WAN Interfaces
Interfaces

[

@  Use the following Static DNS IP address:

can view your configurations. Click Apply/Save to save your settings if everything is correctly set.

Tenda

Device Info
Advanced Setup
Layer2 Interface
ATM Interface
ETH Interface

Parental Control
Bandwidth Control
Routing

DNS

DSL

Storage Service

WAN Setup - Summary

Make sure that the settings below match the settings provided by your ISP,

Connection Type: [IPoA

NAT: Enabled

Full Cone MAT: Disabled

Firewall: Enabled

IGMP Multicast: |Disabled

Quality Of Service: [ Enabled

Click "Apply/Save” to have this interface to be effective. Click "Back” to make any modifications.

Step 9: IPOA WAN service setup parameter is shown as below.

Device Info
Advanced Setup
Layer2 Interface
ATM Interface
ETH Interface

Wide Area Network (WAN) Service Setup

Choose Add, Remove or Edit to configure a WAN service over a selected interface.

Interface | Description | Type .1p Igmp MNAT |Firewall | IPvéE Mid |Remeve | Edit

ipoal |ipoa_0_0_35|IPoA N/A N/A Disabled |Enabled | Enabled | Disabled | Disabled | [

Remove
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To Set up WAN Service for ETH Interface

Three Internet connections: PPP over Ethernet (PPPOE), IP over Ethernet (IPOE) and Bridging are available in the
Ethernet uplink mode.

If you selected and configured the ETH Interface (Ethernet uplink), follow steps below to configure the WAN service:

PPP over Ethernet (PPPOE)

IPv4

Step 1: Click Advanced Setup > WAN Service and then click the Add button.

Wide Area Network (WAN) Service Setup
Device Info

Advanced Setup
Layer2 Interface
ATM Interface

Choose Add, Remove or Edit to configure 2 WAN service over a selected interface.

[mnterface] iption | Type | v 1p]v [19mp | naT [ Firewall [1ovs ] Mid [ Remove [ dit|

ETH Interface

LAN

e
Step 2: Select the ETH interface you added just now from the pull-down menu in the figure below. Click Next.

WAN Service Interface Config

Device Info
Advanced Setup
Layer2 Interface

Select a layer 2 interface for this service

ATM Interface
ETH Interface
[ WAN Service |

Step 3: Select PPP over Ethernet. Edit the Enter Service Description. This field is optional. It is recommended that

you keep the default. Select a network protocol: IPv4 Only. And click Next.

WAN Service Configuration

Device Info

Advanced Setup Select WAN service type:
Layer2 Interface ® PPP over Ethernet (PPPoE)

ATM Interface 8 IP over Ethernet
Bridgi
ETH Interface naging
LAN . o
Enter Service Description: | pppoe_eth0
NAT
Security
Parental Control For tagged service, enter valid 802.1P Prienty and 802.1Q VLAN ID.
Bandwidth Control For untagged service, set -1 to both 802.1P Priority and 802.1Q VLAN ID.
Routing Enter 802.1P Priority [0-7]: A
DNS Enter 802.1Q VLAN ID [0-4094]: -1
DSL
Storage Service
Interface Grouping Network Protocol Selection:
[1PV4 Only v

IP Tunnel
Certificate
Multicast
PV
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Step 4: Enter the PPP username and password provided by your ISP. If you are not sure about other options, just leave

them unchanged from defaults. And click Next.

Tenda

Deviee Infa PPP Username and Passwore

Advanced Setup

Layer2 Interface PPP usually requires that you have a user name and password to establish your connection. In the boxes below, enter the user name and password that your ISP has provided to you.
ATM Interface
ETH Intertace 99 Usermame I
LAN PPPoEServiceName: [ |
BIATY Authentication Method: [AUTO v
Security
Parental Control
MAC Clone: (] Clone MAC | (eg JX0CC0CKNI0)
Bandwidth Control
i MTU: (576-1492,default:1460)
Routing
DNS [0 Enable Fulleone NAT
DsL
Storage Service [0 Dial on demand (with idle timeout timer)
Interface Groupin
E [0 P IP extension
IP Tunnel
Certificate Enable Firewall
Multicast O use Static 1Pv4 Address
TV
[0 Enable PPP Debug Mode
Wireless
Diagnosties [0 Bridge PPPOE Frames Between WAN and Local Ports

Management

Multicast Proxy

[0 Enable IGMP Multicast Praxy

I

PPP Username: This is for logging in to your ISP. If you cannot locate this information, ask your ISP to provide it.
PPP Password: This is for logging in to your ISP. If you cannot locate this information, ask your ISP to provide it.
PPPoE Service Name: This information is provided by your ISP. Only enter it if instructed by your ISP.
Authentication Method: This is used by ISP to authenticate the client that attempts to connect. If you are not sure,
consult your ISP or select Auto.

MAC Clone: Clicking Clone MAC button copies the MAC address of your PC to the router. Many broadband ISPs
restrict access by allowing traffic only from the MAC address of your broadband modem, but some ISPs additionally
register the MAC address of the network interface card in your computer when your account is first opened. They then
accept traffic only from the MAC address of that computer. If so, configure your router to “clone” the MAC address
from the authorized computer.

MTU: Short for Maximum Transmission Unit, the largest physical packet size, measured in bytes, which a network can
transmit. Any messages larger than the MTU are divided into smaller packets before being sent. The default MTU is
1460 bytes. For some ISPs, you might need to change the MTU. This is rarely required, and should not be done unless
you are sure it is necessary for your ISP connection.

Dial on demand: Connect to ISP only when there is traffic transmission. This saves your broadband Internet service bill.
PPP IP extension: If enabled, all the IP addresses in outgoing packets including management packets on the WAN port
will be changed to the device's WAN IP address. Only change the default settings if necessary.

Enable PPP Debug Mode: Only enable this feature if supported by your ISP.

Bridge PPPoE Frames Between WAN and Local Ports: If enabled, PPPoE dialup frame from LAN side will directly
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egress the WAN port without modification.

Multicast Proxy: If enabled, the router will use multicast proxy.

Step 5: Configure the WAN gateway address. After you configure it click Next. The default setting is recommended.

Tenda -

Device Info Routing -- Default Gateway
Advanced Setup
Layer2 Interface
ATM Interface Default gateway interface list can have multiple WAN interfaces served as system default gateways but only one will be used according to the priority with the first being the higest and the last one the lowest priority if
ETH Interface. the WAN interface is connected. Priority order can be changed by remaving all and adding them back in again.
[ WaN Service |
LAN Selected Default Available Routed WAN
NAT Gateway Interfaces Interfaces
security
Parental Control pop0-1
Bandwidth Control
Routing
DNS

]

DSL

Storage Service
Interface Grouping
1P Tunnel
Certificate
Multicast

PV

Wireless

Diagnostics

Step 6: Configure the WAN DNS address according to your ISP.
-Click the Select DNS Server Interface from available WAN interfaces option;
-Or select the Use the following Static DNS IP address option and enter static DNS server IP addresses for the system.

And then click Next.
Tenda =

Device Info DNS Server Eunﬁgurﬂﬁm
Advanced Setup
Layer2 Interface Select DNS Server Interface from available WAN interfaces OR enter static DNS server IP addresses for the system. In ATM mode, if nnly a s\'ngle PVC with IPoA or static IPoE pmloml is cunﬁgured, Static DNS server
ATM Interface 1P addresses must be entered.
ETH Interface DN Server Interfaces can have multiple WAN interfaces served as system dns servers but only one will be used according to the priority with the first being the higest and the last one the lowest priority if the WAN
™ Wan service | interface is connected. Priority order can be changed by removing all and adding them back in again.
LAN
NAT @ select DNS Server Interface from available WAN interfaces:
Security Selected DNS Server B
Y I Available WAN Interfaces
Bandwidth Control
Routing ppp0-1
DNS
DsL
Storage Service =
Interface Grouping
1P Tunnel
Certificate
Multicast O Use the following Static DNS IP address:

vl Secondary s eer |

Diagnostics

Step 7: Here you can view your configurations. Click Apply/Save to save your settings if everything is correctly set.
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Device Info WAN Setup - Summary
Advanced Setup
Layer2 Interface Make sure that the settings below match the settings provided by your ISP.
ATM Interface
ETH Interface Connection Type: |PPFPoE
[ WAN Service |
NAT: Enabled
LAN
NAT Full Cone NAT: Disabled
Security Firewall: Enabled
Parental Control IGMP Multicast: | Disabled
Bandwidth Control
) Quality Of Service: |Enabled
Routing
DNS
DSL Click "Apply/Save” to have this interface to be effective. Click "Back” to make any modifications.

Storage Service

When the PPPoE connection is successful, you can access the Internet.
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Wide Area Network (WAN) Service Setup
Device Info

Advanced Setup
Layer2 Interface
ATM Interface

Choose Add, Remove or Edit to configure 3 WAN service over a selected interface.

Interface ipti Type |V .1p Igmp MNAT |Firewall | IPvE Mld |Remove | Edit

ETH Interface
[ WAN Service | ppp0.1 | pppoe_eth0 | PPPOE MN/A MN/A Disabled | Enabled | Enabled | Disabled | Disabled O @

LAN
MNAT
Serurity sl | ey

IPv4 & IPv6 (Dual Stack)

Step 1: Click Advanced Setup > WAN Service and then click the Add button.

Tenda

‘Wide Area Network (WAN) Service Setup
Device Info

Advanced Setup
Layer2 Interface
ATM Interface

Choose Add, Remove or Edit to configure a WAN service over a selected interface.

|Intwfar.e‘ ipi ‘Type Vi .1p VI '|Igmp‘NA‘l’| { "‘IM‘MH|Rmm‘Hit|

ETH Interface
LAN
Add || Remove

Step 2: Select the ETH interface you added just now from the pull-down menu in the figure below. Click Next.
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WAN Service Interface Configuration
Device Info

Advanced Setu : . .
B Select a layer 2 interface for this service

Layer2 Interface
ATM Interface ethl/ethD v

ETH Interface
| WAN Service | Back|[Next
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Step 3: Select PPP over Ethernet. Edit the Enter Service Description. This field is optional. It is recommended that

you keep the default. Select a network protocol: IPv4&IPv6 (Dual Stack). And click Next.

WAN Service Configuration

Device Info
SR ar e Select WAN service type:
Layer2 Interface ® PPP over Ethernet (PPPoE)
ATM Interface O 1P over Ethernet
ETH Interface O Bridging
| WAN Service |
LAN Enter Service Description: | pppoe_eth0
NAT
Security
Parental Control For tagged service, enter valid 802.1P Priority and 802.1Q VLAN ID.
Bandwidth Control For untagged service, set -1 to both 802.1P Priority and 802.1Q VLAN ID.
Routing Enter 802.1P Priority [0-7]: A
DNS Enter 802.1Q VLAN ID [0-4094]: =l
DSL
Storage Service
Interface Grouping MNetwork Protocol Selection:
1 Tunnel [IPV48IPv6(Dual Stack) V|
Certificate

Multicast

TV

Step 4: Enter PPP username and PPP password provided by your ISP. Check Launch Dhcpéc for Prefix Delegation
(IAPD). If your ISP is using stateful DHCPv6, check Launch Dhcp6c for Address Assignment (IANA) also. Or

configure a static IP address.

Device In PPP Username and Password
Advanced Setup
Layer2 Interface PPP usually requires that you have a user name and password to establish your connection. In the boxes below, enter the user name and password that your ISP has provided to yow
ATM Interface
ETH Interface PPRL
EETT PPP Passward: |:|
LAN PPPOE Service Name: l:l
NAT A ication Method: |AUTD w
Security
Farental Control MAC Clone: [ Clone MAC | (=g J0G0GE0GEGE0000
Bandwidth Control
— MTU: (5761492, default-1460)
DNS O Enable Fullcone NAT
DSL
Storage Service O pial on demand {with idle timeout timer)
R O epep extension
IP Tunnel
Certificate Bl Enable Firewsll
Multicast O use static IPv4 Address
i O use static IPvé Address
Wireless
T O Enable Pv Unnumbered Model
Management O Launch Dhcpéc for Address Assignment [TAMA)
M Launch Dhopéc for Prefix Delegation (TAPD)
[0 Enable PPP Debug Made
O Bridge PPPoE Frames Between WAM and Local Ports

Multicast Proosy
[0 Enable IGMP Multicast Proxy

[0 Enable MLD Multicast Proxy
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Step 5: Select an available WAN interface as the system default gateway. Then click Next.

Tenda ——

Device Info Routing -- Default Gateway
Advanced Setup
Layer2 Interface
ATM Interface Default gateway interface list can have multiple WAN interfaces served as system default gateways but only ene will be used according to the priority with the first being the higest and the last one the lowest priority if
ETH Interface the WAN interface is connected. Priority order can be changed by removing all and adding them back in again.
|__WanN service |
Lan Selected Default Available Routed WAN
NAT Gateway Interfaces Interfaces
Security
Parental Control pop0-T
Banewidth Contral
Routing
DNs
DsL

FE

Storage Service

Interface Grouping

1P Tunnel

Certificate IPvé: Select a preferred wan interface as the system default IPv6 gateway.

Multicast Selected WAN Interface [pppoe_ethippp0.1 v

PTV

Wireless

Diagnosties
Step 6: Configure DNS server (Select an available DNS server interface or use a specified DNS server); configure IPv6

DNS server (Obtain IPv6 DNS info from a WAN interface or use a specified DNS server), and then click Next.
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Device Info DN Server Configuration
Advanced Setup
e Select DNS Server Interface from available WAN interfaces OR enter static DNS server TP addresses for the system. In ATM mode, if only a single PVC with IPaA or static [PoE protacal i , Static DNS be entered.
ATM Iterface cn i ved 25 system oy ons will be ssd sccording to th priority uith g the higest and lowest pric WAN interfaca is connactad. Priority arder can be changed by
ETH Interface remaving ail and adding them back in again.
| WAN Service |
AN ® select available
NAT Selected DNS Server
Available WAN Interfaces
Security Interfaces
Parental Control
Bendwidth Control
Routing
DNS
DsL
Storage Serviee
Interface Grouping
IF Tunnel
Certificate. ©  Use the following Static DNS IP address:
= e e —
) S —
Wireless
Diagnostics
Ma
nagement 1PvE: Select the configured WAN interface for IPu6 DNS server infarmation OR enter the static TPv8 DNS server Addresses.

Note that selecting a WAN interface for IPvs DNS server will enable DHCPVS Client on that interface.

@ Obain IPv5 DNS info from a WAN intarface:
WAN Interface selected:
O use the following Static IP6 DNS address
Primary TP DNS server:

Secondary 1Pv6 DN server:

Step 7: Here you can view your configurations. Click Apply/Save to save your settings if everything is correctly set.

Device Info WAN Setup - Summary
Advanced Setup
Layer2 Interface Make sure that the settings below match the settings provided by your ISP,
ATM Interface
ETH Interface Connection Type: |PPPoE
[ WAN Service | NAT- Enabled
LAN
NAT Full Cone NAT: Disabled
Security Firewall: Enabled
Parental Control IGMP Multicast: | Disabled
Bandwidth Control
: Quality Of Service: | Enabled
Routing
DNS
DSL Click "Apply/Save" to have this interface to be effective. Click "Back” to make any modifications.

Storage Service
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When the PPPOE connection is successful, you can access the Internet.

Wide Area Network (WAN) Service Setup
Device Info

Advanced Setup
Layer2 Interface
ATM Interface
ETH Interface

Choose Add, Remove or Edit to configure a WAM service over a selected interface.

Interface | Deseription | Type Vian802.1p [ VianMuxid | Igmp MNAT |Firewall | IPvE Mid |Remeove| Edit

pppO1 | pppoe_ethd | PPPoE| /A N/A | Disabled | Enabled | Enabled | Enabled | Disabled | [

EE

Seeurity Remave |

IPv6

Step 1: Click Advanced Setup > WAN Service and then click the Add button.

Wide Area Network (WAN) Service Setup
Deviee Info

Advanced Setup
Layer2 Interface
ATM Interface
ETH Interface

[__WAN Service |
LAN

Choose Add, Remove or Edit to configure a WAN service over a selected interface.

[interface [ Deseription [ Type| Viangoz.1p | vianMuwdd [1gmp | NAT [ Firewall [1pvs] mid | Remove [ dit]

Add | | Remaove

Step 2: Select the ETH interface you added just now from the pull-down menu in the figure below. Click Next.

WAN Service Interface Configuration

Deviee Info
peed F Select a layer 2 interface for this service
Layer2 Interface
ATM Interface ethO/ethD W
ETH Interface
| WAN Service | Back]| [ Next

Step 3: Select PPP over Ethernet. Edit the Enter Service Description. This field is optional. It is recommended that

you keep the default. Select a network protocol: IPv6 Only. And click Next.

WAN Service Configuration

Device Info
Advanced Setup Select WAN service type:
Layer2 Interface ® PPP over Ethernet (PPPoE)
ATM Interface O IP over Ethernet
T O Bridging
[ WAN Service |
LAN Enter Service Description: | pppoe_eth0
NAT
Security
Parental Control For tagged service, enter valid 802.1P Priority and 802.1Q VLAMN ID.
Bandwidth Control For untagged service, set -1 to both 802.1P Priority and 802.1Q VLAN ID.
Routing Enter 802.1P Priority [0-7]: A
DNS Enter 802.1Q VLAN ID [0-4094]: -1
DSL
Storage Service
Interface Grouping Metwork Protocol Selection:
TRTR T [IPv6 Only v
Certificate
Multicast
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Step 4: Enter PPP username and PPP password provided by your ISP. Check Launch Dhcpéc for Prefix Delegation

(IAPD). If your ISP is using stateful DHCPv6, check Launch Dhcp6c for Address Assignment (IANA) also. Or

configure a static IP address.

Device In:
Advanced Setup
Layer? Interface
ATM Interface
ETH Interface
[__WAN Service |
LAN
NAT
Security
Parental Control
Bandwidth Control

DNS
Storage Service
Interface Grouping

IP Tunnel
Certificate

Management

PPP Username and Password

PPP usually requires that you have 3 user name and password to establish your connection. In the boxes below, enter the user name and password that your ISP has provided to youw

PPPL

ication Method: |AUTO

MAC Clone: [1 Clone MAC | (eg X0COC0000

MTU: (576-1432 default1460)

Enable Fullcore MAT

Dial on demand (with idle timeout timer)

PPP IP extension

&l

Enable Firewall

Use Static IPv4 Address

Use Static IPvE Address

Enable IPvE Unnumbered Model

Launch Drhepéc for Address Assignment (TAMA)
Launch Dhopéc for Prefix Delegation (IAPD)

Enable PPP Debug Mode

OO0O®OO0Oa0O

Bridge PPPoE Frames Between WAN and Local Ports

Multicast Proxy
Enable IGMP Multicast Prosgy

[0  Enable MLD Multicast Proxy

Step 5: Select a preferred WAN interface from the WAN interface list as the system default IPv6 gateway. Click Next.
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Home

Device Info Routing -- Default Gateway

Advanced Setup
Layer2 Interface

ATM Interface Default gateway interface list can have multiple WAN interfaces served as system default gateways but only one will be used according to the priority with the first being the higest and the last one the lowest priority if

ETH Interface the WAN interface is connected. Priority order can be changed by remeving all and adding them back in again.

LAN Selected Default Available Routed WAN
NAT Gateway Interfaces Interfaces

Security

Parental Control ppp0 1

Bandwidth Control
Routing

DNS

DsL

Storage Service
Interface Grouping
1P Tunnel

F]

Certificate IPvS: Select a preferred wan interface as the system default [Pv6 gateway.
Multicast Selected WAN Interface [pppoe_ethO/pppl.1 v

PTV
Wireless

Diagnestics

Step 6: Select the configured WAN interface for IPv6 DNS server information or use a static IPv6 DNS server address.

Note that selecting a WAN interface for IPv6 DNS server will enable DHCPv6 Client on that interface. And then click

Next.
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Step 7: Here you can view your configurations. Click Apply/Save to save your settings if everything is correctly set.

DNS Server Configuration

Select DNS Server labsle WAN i i server IP

DN have multipl i ved 2

removing all and sdding them back in agsin.

® ilable

Selected DNS Server
Available WAN Interfaces
Interfaces

EE

Use the following Static DNS IF address:

Primary DNS server:

IPvG: Select the configured WAN interface for [Pv§ DNS server information OR enter the static [Pv6 DNS server Addresses.
Note that selecting a WAN interface fr [Pv6 DNS server will enable DHCPYE Client on that interface.

@ Ottain 176 DNS info from a WAN interface:
WA Interface selected: [pppos_shiippp0 1
O Use the following Static IPvé DNS address:
Primary IPvE DNS server: |:|
Secondary IV DN server| |
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Device Info WAN Setup - Summary
Advanced Setup
Layer2 Interface
ATM Interface
ETH Interface Connection Type: |PPPoE

[ WAN Service | e Enabled

LAN

Security

Parental Control
Bandwidth Control

Routing
DNS
DSL

Full Cone NAT: Disabled

Firewall: Enabled

IGMP Multicast: Disabled

Quality Of Service: | Enabled

Make sure that the settings below match the settings provided by your ISP,

system. In ATM made, if only a single PVC with IPaA or static IPoE protocel is configured, Static DNS server P addresses must be entered.

Click "Apply/Save" to have this interface to be effective. Click "Back” to make any modifications.

Storage Service

When the PPPOE connection is successful, you can access the Internet.

Wide Area Network (WAN) Service Setup

Device Info
Advanced Setup
Layer2 Interface
ATM Interface
ETH Interface

Choose Add, Remove or Edit to configure a WAN service over a selected interface.

Tenda

Home Page

will be used according to the priority with the first being the higest and the Iast one the lowast priority if the WAN interface is connectad. Priority order can be changsd by

Interface ipti Type

1gmp

MNAT

Firewall

IPvE

Remove

ppp0.1 | pppoe_ethD | PPPoE

N/A

MN/A

Disabled

Disabled

Enabled

Enabled

Disabled

Remaove
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= IP over Ethernet (IPoE)

If you get an IP address from your ISP automatically or if your ISP assigns you a static (fixed) IP address, subnet mask

and gateway, you need to select the IP over Ethernet (IPOE).

IPv4

Step 1: Click Advanced Setup > WAN Service and then click the Add button.
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Device Info
Advanced Setup
Layer2 Interface
ATM Interface
ETH Interface
| WAN Service |
LAN
NAT

Step 2: Select the ETH interface you added just now from the pull-down menu in the figure below. Click Next.

Device Info
Advanced Setup
Layer2 Interface
ATM Interface
ETH Interface

LAN

Step 3: Select IP over Ethernet as WAN service type. Edit the Enter Service Description. This field is optional. It is

Wide Area Network (WAN) Service Setup

Choose Add, Remove or Edit to configure a WAN service over a selected interface.

|Inherfane| ipti |T‘ype v p |V |lgmp | NAT| Firewall | IPVE ‘ Mid |l!emm ‘ Edil:|

WAN Service Interface Configuration

Select a layer 2 interface for this service
ethl/ethl Vv

recommended that you keep the default. Select a network protocol: IPv4 Only. And then click Next.

Device Info
Advanced Setup
Layer2 Interface
ATM Interface
ETH Interface
[ WAN Service |
LAN
MNAT
Security
Parental Control

Bandwidth Control

Routing

DNS

DSL

Storage Service

Interface Grouping

1P Tunnel
Certificate
Multicast
IPTV

WAN Service Configuration

Select WAN service type:

O PPP over Ethernet (PPPoE)
® 1P over Ethernet

O Bridging

Enter Service Description: | ipoe_eth0

For tagged service, enter valid 802.1P Priority and 802.1Q VLAN ID.
For untagged service, set -1 to both 802.1P Prierity and 802.1Q VLAN ID.

Enter 802.1P Priority [0-7]: -1
Enter 802.1Q VLAN ID [0-4094]: -1

Metwork Protocol Selection:
[IPV4 Only |
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Step 4: Enter the IP address/subnet mask/gateway IP address provided by your ISP or select Obtain an IP address

automatically and then click the Next button.

Device Info WAN IP Settings
Advanced Setup
Layer2 Interface Enter information provided to you by your ISP to configure the WAN IP settings.
ATM Interface Notice: If "Obtain an IP address automatically” is chosen, DHCP will be enabled for PVC in IPoE mode.
ETH Interface If "Use the following Static IP address" is chosen, enter the WAN IP address, subnet mask and interface gateway.
[ WAN Service |
LAN MTU: (576-1500,defaulc1500)
NAT ® Obtain an IP address automatically
Security Option 60 Vendor ID: | |
Parental Control Option 61 TAID: | | (8 hexadecimal digits)
Bandwidth Control Option 61 DUID: | | (hexadecimal digit)
Routing Option 125: @ Disable O Enable
DNS O Use the following Static IP address:
DSL

WAN IP Address:
Storage Service
WAN Subnet Mask:

Interface Grouping

1P Tunnel WAN gateway IP Address:

Certificate

Multicast

o

Obtain an IP address automatically: This allows the router to automatically acquire IP information from your ISP or
your existing networking equipment.

Use the following Static IP address: This allows you to specify the Static IP information provided by your ISP or that
corresponds with your existing networking equipment.

WAN IP Address: The Internet IP address provided by your ISP for accessing the Internet.

WAN Subnet Mask: The subnet mask address provided by your ISP for accessing the Internet.

WAN gateway IP Address: The gateway IP address provided by your ISP for accessing the Internet.

Step 5: Here you can configure the NAT. If you are not an advanced user, the default settings are recommended and then

click Next.
Device Info Network Address Translation Settings
Advanced Setup
Layer2 Interface Network Address Translation (NAT) allows you to share one Wide Area Network (WAN) IP address for multiple computers on your Local Area Network (LAN).
ATM Interface
ETH Interface Enable NAT
m O  Enable Fullcone MAT
LAN
NAT W Enable Firewall
Security
Parental Control Multicast
Eandwidth Control O  Enable IGMP Multicast
Routing
DNS

DSL
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Step 6: Here you can configure the WAN gateway address. After you configure it click Next. The default setting is

recommended.

Tenda

Device Info Routing -- Default Gateway
Advanced Setup
Layer2 Interface
ATM Interface Default gateway interface list can have multiple WAN interfaces served as system default gateways but only one will be used according to the priority with the first being the higest and the last
ETH Interface one the lowest priority if the WAN interface is connected. Priority order can be changed by remaving all and adding them back in again.
| WAN Service |
LAN Selected Default Available Routed WAN
NAT Gateway Interfaces Interfaces
Security
Parental Control etho.1
Bandwidth Control
Routing
DNS
DSL

[

Storage Service
Interface Grouping
IP Tunnel
Certificate
Multicast

PTV

Wireless

Diagnostics
Step 7: Here you can configure the WAN DNS address.

-Click the Select DNS Server Interface from available WAN interfaces option;
-Or select the Use the following Static DNS IP address option and enter static DNS server IP addresses for the system.

And then click Next.
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Device Info DNS Server Configuration
Advanced Setup
Layer2 Interface Select DNS Server Interface from available WAN interfaces OR enter static DNS server IP addresses for the system. In ATM mode, if only a single PVC with IPoA or static IPoE protocol is
ATM Interface configured, Static DNS server IP addresses must be entered.
ETH Interface DNS Server Interfaces can have multiple WAN interfaces served as system dns servers but only one will be used according to the priority with the first being the higest and the last one the
™ WAN Service | lowest priority if the WAN interface is connected. Priority order can be changed by removing all and adding them back in again.
LAN
NAT @ Select DNS Server Interface from available WAN interfaces:
Security Selected DNS Server .
— oo Available WAN Interfaces
Bandwidth Control
Routing eth0 1
DNS

DsL
Storage Service

Interface Grouping

IP Tunnel

Certificate

Multicast O Use the following Static DNS IP address:

PV Pimary DNSserver: | |
sl Secondary DNSserver |

Diagnostics

Step 8: Here you can view your configurations. Click Apply/Save to save your settings if everything is correctly set.
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Device Info WAN Setup - Summary
Advanced Setup
Layer2 Interface Make sure that the settings below match the settings provided by your ISP,
ATM Interface
ETH Interface Connection Type: |IFoE
| WAN Service | NAT: Enabled
LAN
i Full Cone NAT: Disabled
Security Firewall: Enabled
Parental Control IGMP Multicast: | Disabled
Bandwidth Control
) Quality Of Service: |Enabled
Routing
DNS
DSL Click "Apply/Save" to have this interface to be effective. Click "Back” to make any modifications.

Storage Service

When the IPoE connection is successful, you can access the Internet.

Wide Area Network (WAN) Service Setup
Device Info

Advanced Setu . - B
P Choose Add, Remove or Edit to configure a WAN service over a selected interface.

Layer2 Interface
ATM Interf:
ace Interface | Description | Type 1p Igmp MNAT |Firewall | IPvE Mid |Remove| Edit
ETH Interface
ETTTT stho1l | fpos.eth0 |IPoE| N/ N/A | Disabled | Enabled | Enabled | Disabled | Disabled | [
LAN
NAT
o

IPv4 & IPv6 (Dual Stack)

Step 1: Click Advanced Setup > WAN Service and then click the Add button.

Wide Area Network (WAN) Service Setup
Device Info )

Advanced Setup
Layer2 Interface
ATM Interface
ETH Interface

WAN Service

LAN

L ’E‘ Remove

Step 2: Select the ETH interface you added just now from the pull-down menu in the figure below. Click Next.

Tenda

Choose Add, Remove or Edit to configure a WAN service over a selected interface.

[nterface | Description | Type | viang02.1p

v [1gmp | NAT [ Firewall | 1Pv6 | Mid | Remove | Edit |

WAN Service Interface Configuration

Device Info ]
Advanced Setu
ne 7 Select a layer 2 interface for this service
Layer2 Interface
ATM Interface
ETH Interface
WAN Service

Step 3: Select IP over Ethernet as WAN service type. Edit the Enter Service Description. This field is optional. It is

recommended that you keep the default. Select a network protocol: IPv4&IPv6 (Dual Stack). And then click Next.
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WAN Service Configuration

Device Info

Advanced Setup Select WAN service type:
Layer2 Interface O PPP aver Ethernet (PPPoE)

ATM Interface g IP owver Ethernet
Bridgi
ETH Interface regng
LAN . _r -
Enter Service Description: | ipoe_eth0
NAT
Security
Parental Control For tagged service, enter valid 802.1P Priority and 802.1Q VLAN ID.
Bandwidth Control For untagged service, set -1 to both 802.1P Priority and 802.1Q VLAN ID.
Rostag Enter 802.1P Priority [0-71: -
DNS Enter 802.1Q VLAN ID [0-4094]: -1
DsL
Storage Service
Interface Grouping Network Protocol Selection:
[IPv4&IPv6(Dual Stack) v |

IP Tunnel
Certificate
Multicast
TV

Step 4: Enter information provided by your ISP to configure the WAN IP settings.

WAN IP Settings

Eriter information provided to you by your ISP to configure the WAN IP settings.
Motice: If "Obtain an IP address sutomatically” iz chogen, DHCP will be enabled for PYC in IPOE mode.

I "Uge the following Static IP addneds” is choden, enter the WAN IP addrecs, subnet mazk and interface gateway.

MTU: (STE-1500,defaul=1500)

NAT @® Obtain an 1P address sutomatically

Security Option 50 Vendos [D:

Parental Control Option 61 LAID: {8 hexadecimal digits)
Bandwidth Cantral Option 61 DUID: [ thexadecimal digiy
Rauting Option 125 @ pisable O Enable

DHS O usethe following Static IP addres:

DEL

T
Interface Groupin:

s WAN gateway P Address [
IP Turinel

Certificate
Multicast
Enter information provided to you by your ISP to configure the WAN IPvE settings.
PV
Motice:
Wireless
If "Obtain an [Pvl address autematically™ is chosen, DHOPvE Chent will be enabled on this WAM interface.
Diagnostics
If “Usge the following Static 1PvE addreds” i chosen, enter the static WAN 1PvE sddress. I the addreds prefix length is not specified, it will be default to /64,
Management

Olbtain an PvE addreds autamatically
Dhepub Address Asgignment (LANA)
Dhepu Prefic Delegation (LAPD)

oORO®

Use the Tollowing Static IPvE address:

WAN IPvE AddressPrefix Length: |:|

Specify the Mext-Hop IPvE address for this WaM interface.

Motice: This address can be either a link local ar a global unicast IPvE address,

WAN Mext-Hop IPvE Addresa: l:l
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Step 5: Here you can configure the NAT. If you are not an advanced user, the default settings are recommended and then

click Next.

Device Info Network Address Translation Settings
Advanced Setup
Layer2 Interface Metwork Address Translation (NAT) allows you to share one Wide Area Network (WAN) IP address for multiple computers on your Local Area Network (LAN).
ATM Interface
ETH Interface B Enable NAT
| WAN Service |
O  Enable Fullcone MAT
LAN
NAT M enable Firewall
Parental Control Multicast
Bandwidth Control O Enable IGMP Multicast
Routing
NS [0 Eenable MLD Multicast Proxy
DSL

Storage Service

Step 6: Configure a WAN interface as the default gateway.

Tenda e

Device Info Routing -- Default Gateway
Advanced setup
Layer2 Interface
ATM Interface Default gateway interface list can have multiple WAN interfaces served as system default gateways but only one will be used according to the priority with the first being the higest and the last one the lowest priority if
ETH Interface the WAN interface is connected. Priority order can be changed by removing all and adding them back in again.
| WAN Service |
LAN Selected Default Available Routed WAN
NAT Gateway Interfaces Interfaces
Security
Parental Control
Bandwidth Control

Routing

DNS

DsL

Storage Service

Interface Grouping

1P Tunnel

Certificate 1Pv6: Select a preferred wan interface as the system default IPve gateway.
Multicast Selected WAN Interface[ipoe_eth0iethd.1 v]

TV

Wireless.

Disgnostics

Step 7: Configure DNS server (Select an available DNS server interface or use a specified DNS server); configure IPv6

DNS server (Obtain IPv6 DNS info from a WAN interface or use a specified DNS server), and then click Next.

Tenda -

Device Info DNS Server Configuration
Advanced Setup
Layer2 Intesface Select DNS Server Interface from available WAN interfaces OR enter static DNS server IP addresses for the system. In ATM made. if only a single PVC with IPoA or static IPoE protocal is configured, Static DNS server IP addresses must be entered

ATM Interface can il served but only ane will be used according to the priosity with the first being the higest and the last one the lowest priarity if the WAN interfsce is connectad. Priority order can be changed by
ETH Interface removing all and sdding them back in again

AN ®  Select DNS Server Interface from available WAN interfaces:
NAT Selected DNS Server

Avallable WAN Tnterfaces
Security. Interfaces

st

Certificate O Use the following Static DNS IP address:

- e —

IPv6: Selct the configured WAN intarfacs for [Pvé DNS server information OR enter the static IPv6 DNS server Addresses.
Mot that selecting 3 WAN interfacs far [PvG DNS server will snable DHCPYG Client on that interface.

@ Obtain IPv6 DINS info from 2 WAN interface:
WAN Interface selectec:
O Use the following Static IPv6 DNS address:
Primary 1PvE DNS server:

Secondary IPvE DNS server,
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Step 8: Here you can view your configurations. Click Apply/Save to save your settings if everything is correctly set.

nda

Device Info WAN Setup - Summary
Advanced Setup
Layer2 Interface Make sure that the settings below match the settings provided by your ISP.
ATM Interface
ETH Interface Connection Type: |IPoE
[ WAN Service | NAT: Enabled
LAN
e Full Cone NAT: Disabled
Security Firewall: Enabled
Parental Control IGMP Multicast: | Disabled
Bandwidth Control
Quality Of Service: (Enabled
Routing
DNS
DSL Click "Apply/Save” to have this interface to be effective. Click "Back” to make any modifications.

Storage Service

When the IPoE connection is successful, you can access the Internet.

Wide Area Network (WAN) Service Setup
Device Info

Advanced Setup
Layer2 Interface
ATM Interface

Choose Add, Remove or Edit to configure a WAN service over a selected interface.

Interf, iption | Type | Vi 1p |Vl i| Igmp | NAT |Firewall| IPvé | MId |Remove| Edit

ETH Interface

eth0l | ipoeethd |IPoE|  N/A N/A | Disabled | Enabled | Enabled | Enabled | Disabled| [J

Security

IPv6

Step 1: Click Advanced Setup > WAN Service and then click the Add button.

Wide Area Network (WAN) Service Setup

Device Info
R Choose Add, Remove or Edit to configure a WAN service over a selected interface.
Layer2 Interface
ATM Interface | | escription [ Type] 1p] [1gmp [maT [ Firewall | 1evs | mid ]| Remove [ edit]
ETH Interface
| WAN Service |
LAN ’m‘ Remove

Step 2: Select the ETH interface you added just now from the pull-down menu in the figure below. Click Next.

‘WAN Service Interface Configuration

Deviee Info
P L Select a layer 2 interface for this service
Layer2 Interface
ATM Interface Etho/ethD w
ETH Interface
| WAN Service | Back| [Next

74



Tenda

Step 3: Select IP over Ethernet as WAN service type. Edit the Enter Service Description. This field is optional. We

recommend that you keep the default. Select a network protocol: IPv6 Only. And then click Next.

Device Info
Advanced Setup
Layer2 Interface
ATM Interface
ETH Interface

Security
Parental Control

Bandwidth Control

Routing

DNS

DSL

Storage Service

Interface Grouping

IP Tunnel
Certificate
Multicast
IPTV

WAN Service Configuration

Select WAN service type:

O PPP over Ethernet (PPPoE)
® IP over Ethemnet

© Bridging

Enter Service Description: | ipoe_eth0

For tagged service, enter valid 802.1P Priority and 802.1Q VLAN ID.
For untagged service, set -1 to both 802.1P Priority and 802.1Q VLAN ID.

Enter 802.1P Priority [0-7]: -1
Enter 802.1Q VLAN ID [0-4094]: -1

Metwork Protocol Selection:
[1PvE Only M

Step 4: Enter the WAN information provided by your ISP to configure the WAN IPv6 settings.

To obtain an IP address automatically:

Select Obtain an IPv6 address automatically and Check Dhcp6c Prefix Delegation (IAPD).

If your ISP is using stateful DHCPv6, check Dhcp6c Address Assignment (IANA) also. Click Next to go forwards.

Device Info
Advanced Setup
Layer2 Interface
ATM Interface
ETH Interface
| WAN Service |
LAN
NAT
Security
Parental Contrel
Bandwiclth Contral
Routing
DNS
DsL
Storage Service
Interface Grouping
IP Tunnel
Certificate
Multicast

Wireless
Diagnostics.

Management

®  Obtain an IP address automatically

Option 60 Vendor ID:

Option 61 IAID: (8 hexadecimal digits)
Option 61 DUID: (hexadecimal digit)
Option 125: Dizable Enakble

Use the following Static IP address:
WAN IP Address:
WAN Subnet Mask:
WAN gateway IP Address:

Enter information provided to you by your ISP to configure the WAN IPvE settings.

Motice:

If "Obtain an IPvE address automatically” is chosen, DHCPwE Client will be enabled on this WAN interface.

If "Use the following Static IPvE address” is chosen, enter the static WAN IPvG address. If the address prefix length is not specified, it will be default to /64,

@®  Obtain an IPv6 address automatically
[0 Dhepvé Address Assignment (TANA)
¥ Dhepvé Prefix Delegation (IAPD)

0 Usethe following Static IPvE address:
'WAN IPv6 Address/Prefoc Length:

Specify the Next-Hop IPv address for this WAN interface.
Motice: This address can be either a link local or a global unicast IPv6 address.

WAN Next-Hop IPvE Address:
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Step 5: Here you can configure the NAT. If you are not an advanced user, the default settings are recommended and then

click Next.

Tenda

Device Info Network Address Translation Settings
Advanced Setup

Layer2 Interface Network Address Translation (NAT) allows you to share one Wide Area Network (WAN) IP address for multiple computers on your Local Area Network (LAN).
ATM Interface
ETH Interface Enable NAT
CmE==al Enable Firewall
LAN
MNAT
Multicast
Security
Parental Control Enable IGMP Multicast
Bandwidth Control
Routing [0 Enable MLD Multicast Proxy

DNs
Step 6: To configure the Default Gateway interface when using IPv6, select the interface that you want to configure with

the WAN gateway address in Selected WAN Interface box. Then click Next.
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Device Info Routing -- Default Gateway
Advanced Setup
Layer2 Interface
ATM Interface Default gateway interface list can have multiple WAN interfaces served as system default gateways but only one will be used according to the priority with the first being the higest and the last
ETH Interface one the lowest priority if the WAN interface is connected. Priority arder can be changed by removing all and adding them back in again.
| wan service |
LAN Selected Default Available Routed WAN
NAT Gateway Interfaces Interfaces
Security
Parental Control etho.1

Bandwidth Control

Routing
DNS
DSL
Storage Service
Interface Grouping
1P Tunnel
Certificate IPv6: Select a preferred wan interface as the system default IPv6 gateway.
Multicast Selected WAN Interface
PTV
Wireless

Diagnostics
Step 7: To configure the WAN DNS address, check the Obtain IPv6 DNS info from a WAN interface option, or select
the Use the following Static IPv6 DNS address option to enter the static DNS server IPv6 addresses provided by your

ISP. At last, click Next.
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Device Info DNS Server Configuration
Advanced Setup
Layer2 Interface Select DNS Server Interface from available WAN enter stati » system. In ATM made, if anly = single PVC with [PoA. or static IPoE protocal is configured, Static DNS server IP addresses must be entered.

ATM Interface h ipl i ved will be used according to the priotity with the first being the higest and the last one the lowest priority if the WAN interface is connected. Priority order can be changed by
ETH Interface remaving all and adding them back in again.

AN ®  Select DNS Server Interface from available WAN interfaces:
NAT Selected DNS Server

Available WAN Interfaces
Security Interfaces

Bandwidth Control Cila)

[z

== Use the following Static DNS IP address:
Primary DNS server:
Secondary DNS server,

IPus: Select the configured WAN interfacs for IPv6 DNS server information OR enter the static [Pv6 DNS server Addresses.
Note that selecting 3 WAN interface for [Pvs DNS server will enable DHCPYG Client on that interface.

®  Obtain IPv DNS info from a WAN interface:
WAN Interface selected
O Use the following Static [PuG DNS address
Primary Py DNS server:

Secondary 1Pv6 DNS server.
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Step 8: Here you can view your configurations. Click Apply/Save to save your settings if everything is correctly set.

nda

Device Info WAN Setup - Summary
Advanced Setup
Layer2 Interface Make sure that the settings below match the settings provided by your ISP.
ATM Interface
ETH Interface Connection Type: |IPoE
| WAN Service | -
NAT: Disabled
LAN
NAT Full Cone NAT: Disabled
Security Firewall: Enabled
Parental Control IGMP Multicast: | Disabled
Bandwidth Control
. Quality Of Service: | Enabled
Routing
DNS
DSL Click "Apply/Save” to have this interface to be effective. Click "Back” to make any modifications.

Storage Service

When the IPOE connection is successful, you can access the Internet.

Wide Area Network (WAN) Service Setup

Device Info
need F Choose Add, Remove or Edit to configure a WAN service over a selected interface.
Layer2 Interface
ATM Interface
Interface | Description | Type |VIan802.1p | VlanMudd | Igmp | NAT |Firewall| IPve Mid | Remove| Edit
ETH Interface
T eth0l | ipoe_ethd |PoE |  NA N/A | Disabled | Enabled | Enabled | Enabled | Disabled | [
LAN
NAT
security
= Bridging

If you wish to initiate a dialup directly from your PC for Internet access or enjoy the entire Internet connection (instead
of sharing it with others), you can select the Bridging and create a dialup program from your PC.

Step 1: Click Advanced Setup > WAN Service and then click the Add button.

Wide Area Network (WAN) Service Setup
Device Info

Advanced Setup
Layer2 Interface
ATM Interface
ETH Interface

[ WaN Service |
LAN

Choose Add, Remove or Edit to configure a WAN service over a selected interface.

[interface | Description [ Type| Vianaoz.2p | VianMiodd [1gmp | NAT | Firewall [ 1pve | Mid | Remove | Edit]

[add || Remove

Step 2: Select the ETH interface you added just now from the pull-down menu in the figure below. Click Next.

‘WAN Service Interface Configuration

Device Info
pced F select a layer 2 interface for this service
Layer2 Interface
ATM Interface
ETH Interface
[ WAN Service | [ ack] ext

Step 3: Select Bridging. Edit the Enter Service Description. This field is optional. It is recommended that you keep the
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default. And click Next.

nda

WAN Service Configuration

Device Info
Advanced Setup Select WAN service type:
Layer2 Interface O PPP over Ethernet (PPPoE)
ATM Interface O IP over Ethemet
e ® Bridging
[ WAN Service |
LAN Enter Service Description: | br_ethQ
NAT
Security
Parental Control For tagged service, enter valid 802.1P Priority and 802.1Q VLAN ID.
Bandwidth Control For untagged service, set -1 to both 802.1P Priority and 802.1Q VLAN ID.
Routing Enter 802.1P Priority [0-7]: -
DNS Enter 802.1Q VLAN ID [0-4094]: -1
DSL
Storage Service
Interface Grouping
1P Tunnel
Certificate
Multicast

PV

Step 4: Here you can view your configurations. Click Apply/Save to save your settings if everything is correctly set.

Device Info WAN Setup - Summary
Advanced Setup
Layer2 Interface Make sure that the settings below match the settings provided by your ISP,
ATM Interface
ETH Interface Connection Type: |Bridge
[ WAN Service | NAT- Disabled
LAN
o Full Cone NAT: Disabled
Security Firewall: Disabled
Parental Control IGMP Multicast: |Disabled
Bandwidth Control
Quality Of Service: | Enabled
Routing
DNS
DSsL Click "Apply/Save" to have this interface to be effective. Click "Back” to make any modifications.

Storage Service

After the bridging connection is successful, initiate a dialup directly from your PC for Internet access.

Wide Area Network (WAN) Service Setup
Device Info

Advanced Setup
Layer2 Interface
ATM Interface
ETH Interface
| WaN Service |
LAN
NAT

Security Remove,

Choose Add, Remove or Edit to configure a WAN service over a selected interface.

Interface | Description | Type |VIan802.1p | VlanMuxid | Igmp MNAT | Firewall| 1PvE Mid |Remove| Edit
ethol | bretho |Bridge| M/A N/A | Disabled | Disabled | Enabled | Disabled | Disabled | [
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4.2.3 LAN Setup

Here you can configure the LAN IP Address and subnet mask. This IP address is to be used to access the device’s
settings through a web browser. Be sure to make a note of any changes you apply to this page.
This part includes the following information:

¢ IPv4

* |Pv6 Autoconfig

IPv4
Device Info Local Area Network (LAN) Setup
Advanced Setup Configure the Broadband Router [P Address and Subnet Mask for LAN interface.
Layer2 Interface GroupMName
WAN Service 1P Address: 192.168.1.1 |
[ LAN | Subnet Mask: 255.255.255.0 |
IPvé Autoconfig #  Enable IGMP Snooping
NAT () Disable DHCP Server
Security ®  Epable DHCP Server

Parental Control

Start 1P Address: | 192.168.12 |
Bandwidth Control

End IP Address: |192.‘|6.‘|.254 |

Routing

Leased Time [|'|DL|rj:| 24 |
DNS
DSL DNS Servers Assigned by DHCP Server:
Storage Service Primary DNS server: | 192.168.1.1 |
Interface Grouping Secondary DNS server:| |
IP Tunnel Static [P Lease List: (A maximum 32 entries can be configured)
Certificate MAC Address |IP Address | Remove
Multicast - -

Add Entries | | Remove Entries |
IPTV ) i
. ) Configure the second IP Address and Subnet Mask for LAN interface
Wireless

Diagnostics
IP Address: The device's LAN IP address. The default setting is 192.168.1.1.
Subnet Mask: The LAN subnet mask of the device. Combined with the IP address, the IP Subnet Mask allows a device
to know which other addresses are local to it, and which must be reached through a gateway or modem router. You can
change the subnet mask to fit your network.
Enable IGMP Snooping: Check to enable the IGMP Snooping. It is recommended to keep the default settings.
Disable DHCP Server: Click to disable the DHCP Server.
Enable DHCP Server: Click to enable the DHCP Server.
Start IP Address: Specify the start of the range for the pool of IP addresses in the same subnet as the router.

End IP Address: Specify the end of the range for the pool of IP addresses in the same subnet as the router.
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Leased Time: The lease time is a time length that the IP address is assigned to each device before it is refreshed.
Static IP Lease List: Displays a list of devices with reserved static IP addresses.
Add Entries: Click to add a static IP lease entry. A maximum 32 entries can be configured.
Remove Entries: Click to remove a static IP lease entry.
Configure the second IP Address and Subnet Mask for LAN interface: If you want to configure two IP addresses for
the LAN interface, you can check this option and enter the second IP Address and Subnet Mask manually.

Apply/Save: After you configure all the needed settings, click this button to apply and save them.

- TIP

DHCP (Dynamic Host Configuration Protocol) assigns an IP address to each device on the LAN/private network. When
you enable the DHCP Server, the DHCP Server will automatically allocate an unused IP address from the IP address pool
specified in this screen to the requesting device as long as the device is set to "Obtain an IP Address Automatically”. By

default, DHCP is enabled.

IPv6 Autoconfig

Tenda -

1PV6 LAN Auto Configuration
Device Info Mote: Stateful DHCPVS is supported based on the assumption of prefix length less than 64. Interface ID does NOT support ZERO COMPRESSION *:*. Please enter the complete information. For exampe: Please

Advanced Setup enter "0:0:0:2" instead o

Layer2 Interface Static LAN IPvé Address Configuration
WAN Service Interface Address; (prefix length is required,such as "/64" added after the address)
LAN

1Pv6 Autoconfig 1PV6 LAN Applications

Parental Control
Banciwidth Control
Routing

DNS

DsL

Storage Service
Interface Grouping
1P Tunnel

# Enable DHCPVE Server

® stateless

Stateful
start interface ID:  [0:0:0:2
End interface ID: | 0:0:0:254

Leased Time (hour):{ 24

@ Enable RADVD

x Advertisemes

Certificate

Multicast

BTV
Wireless Freferred Life Time (hour):|-1
Diagnostics Valid Life Time (hour):[-1
Management
@ Enable MLD Snooping

Standard Mode
@ Blocking Mode

SavelApply

= Static LAN IPv6 Address Configuration

Interface Address (prefix length is required): Enter the interface address.

AnoTE

1. IPv6 address can only be Aggregatable Global Unicast Addresses and Unique Local Address. Link-Local Unicast
Addresses and Multicast Addresses are not permitted.

2. The IPv6 address must be entered with a prefix length.
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= IPv6 LAN Applications

Enable DHCPvV6 Server: Check to enable the DHCPv6 Server.

Stateless: If selected, IPv6 clients will generate 1Pv6 addresses automatically based on the Prefix Delegation's IPv6
prefix and their own MAC addresses.

Stateful: Stateful DHCPV6 is supported based on the assumption of prefix length less than 64. Select this option and
configure the start/end interface 1D and leased time. The router will automatically assign IPv6 addresses to IPv6 clients.
Leased Time (hour): The lease time is a time length that the IP address is assigned to each device before it is refreshed.
Start interface ID/End interface ID: Specify the start/end interface 1D Interface ID does NOT support ZERO
COMPRESSION "::". Please enter the complete information. For example: Please enter "0:0:0:2" instead of ::2".
Enable RADVD: The RADVD (Router Advertisement Daemon) implements link-local advertisements of IPv6 router
addresses and IPv6 routing prefixes using the Neighbor Discovery Protocol (NDP) and is used by system administrators
in stateless autoconfiguration methods of network hosts on Internet Protocol version 6 networks. Check the checkbox to
enable the RADVD.

Enable ULA Prefix Advertisement: If enabled, the router will advertise ULA prefix periodically

Randomly Generate: If selected, address prefix can be automatically generated.

Statically Configure: If you select this option, you need to manually configure the address prefix and life time.

Prefix: Specify the prefix.

Preferred Life Time (hour): Specify the preferred life time in hour.

Valid Life Time (hour): Specify the valid life time in hour.

Enable MLD Snooping: MLD is used by IPv6 routers for discovering multicast listeners on a directly attached link. If
disabled on layer2 devices, IPv6 multicast data packets will be broadcast on the entire layer2; if enabled, these packets

will be multicast to only specified recipient instead of being broadcast on the entire layer2.

- TIP
If you change the LAN IP address of the device, the current connection to the device will be stopped. You must use the
new IP address to log in to the device. Be sure to write the new address on a sticky label and attach it to the bottom of the

unit. You will need the new address to log in to the device in the future.
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4.2.4 NAT

This section explains the following:
« Virtual Server

* Port Triggering

* DMZ Host

* UPnP

Virtual Server

The Virtual Server is useful for web servers, ftp servers, e-mail servers, gaming and other specialized Internet
applications. When you enable the Virtual Server, the communication requests from the Internet to your router’s WAN

port will be forwarded to the specified LAN IP address.

Tend.

- NAT -- Virtual Servers Setup
Device Info

Advanced Setu
P Virtual Server allows you to direct incoming traffic from WAN side (identified by Protacol and External port) to the Internal server with private IP address on the LAN side. The Intemal port is

Layer2 Interface . N . -
ve required only if the external port needs to be converted to a different port number used by the server on the LAN side. A maximum 32 entries can be configured.
WAN Service
LAN
-Add -Ramnve
NAT

Virtual Servers
Server Name | External Port Start | External Port End | Protocol |1nl‘.erna| Port Start ‘ Internal Port End | Server IP Address | WAN Interface | REmove|

Port Triggering
DMZ Host

uPnP

To enter the virtual server screen, click NAT > Virtual Server and then click the Add button to add rules.

Ten e

Device Info NAT -- Virtual Servers

Advanced Setup

Layer2 Interface Select the service name, and enter the server IP address and click "Apply/Save” to forward IP packets for this service to the specified server. NOTE: The “Internal Port End” cannot be
WAN Service modified directly. Normally, itis set to the same value as "External Port End". However, if you modify "Internal Port Start", then "Internal Port End" will be set to the same value as
LAN "Internal Port Start".
NAT Remaining number of entries that can be configured: 32

Port Triggering @ Use Interface

DMZ Host Service Name:

HEnE ® Select a Service: | Select One Ll
SR © custom senice: | |

pEE e Server IP Address: 1921681

Bandwidth Control

Routin

—_— o [External Port Start External Port End| Protocol (Internal Port Start Internal Port End
TCP v

DsL

Storage Service TP T
TCP v

Use Interface: Select a WAN connection to which you wish to apply the rules. When there is only one WAN connection
available, the rules will be automatically applied to it.

Service Name:

- Select a Service: Allows you to select an existing service from the drop-down list.

- Custom Service: Allows you to customize a service.

Server IP Address: Enter the IP address of your local computer that will provide this service.

External Starting Port and External Ending Port: These are the starting number and ending number for the public
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ports at the Internet interface.
Protocol: Select the protocol from the Protocol drop-down list. If you are unsure, select TCP/UDP.
Internal Starting Port and Internal Ending Port: These are the starting number and ending number for the ports of a

computer on the router’s local area network (LAN).

Aot
If you have enabled the UPnP functionality on both the router and your PC that is attached to one of the LAN port of the

router, you will be prompted on the Virtual Server page that the UPnP interface is being used.

Instance
You have set up two servers on your LAN side:
- An FTP server (using the default port number of 21) at the IP address of 192.168.1.100

- A web server (using the default port number of 8080) at the IP address of 192.168.1.110

And want your friends on the Internet to access the FTP server and web server via default ports. To access your FTP or
web server from the Internet, a remote user has to know the WAN IP address of your router. In this example, we assume

the WAN IP address of your router is 183.37.227.201. Then follow instructions below:

To configure the router to make your local FTP server public:

Procedure

1. Click NAT > Virtual Server to enter it and then click the Add button.
2. Select FTP Server that you wish to host on your network from the Select a Service drop-down list. The port
number (21) used by this service will then be automatically populated.

- Or if you wish to define the service yourself, enter a descriptive name in the Custom Service, say My FTP, and
then manually enter the port number (21) used by this service in the Internal Starting Port, Internal Ending Port,

External Starting Port and External Ending Port fields.

Select a protocol from the Protocol drop-down list. If you are unsure, select TCP/UDP.
In the Server IP Address field, enter the last digit of the IP address of your local computer that offers this service.
Here in this example, we enter 100.

5. Click |APPl/Save

Your friends on the Internet will then be able to access your FTP server simply by "ftp://183.37.227.201:21".

T fp:/183.37.227 201 21 p~-B>
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To configure your router to make your local web server public:

Procedure

1. Click NAT > Virtual Server to enter it and then click the Add button.

2. Select Web Server (HTTP) that you wish to host on your network from the Select a Service drop-down list. The
port number (8080) used by this service will then be automatically populated.
- Or if you wish to define the service yourself, enter a descriptive name in the Custom Service, say My Web Server
(HTTP), and then manually enter the port number (8080) used by this service in the Internal Starting Port,
Internal Ending Port, External Starting Port and External Ending Port fields.
Select a protocol from the Protocol drop-down list. If you are unsure, select TCP/UDP.
In the Server IP Address field, enter the last digit of the IP address of your local computer that offers this service.
Here in this example, we enter 110.

5 Click Apply/Save

NAT -- Virtual Servers

Select the service name, and enter the server IP address and click "Apply/Save” to forward IP packets for this service to the specified server. NOTE: The "Internal Port End"” cannot be
modified directly. Normally, it is set to the same value as “External Port End”. However, if you modify "Internal Port Start”, then "Internal Port End” will be set to the same value as
“Internal Port Start”.

Remaining number of entries that can be configured: 32

# Use Interface ipoe_eth0/ethd 1 v

Service Name:

® GSelect a Service: | Web Server (HTTP) v
Custom Service:

Server [P Address: | 192.168.1.110

External Port StartiExternal Port End| Protocol (Internal Port Start Internal Port End

8080 ao0s0 TCP/UDP v | 8080 8080

TCP v

Now you can view your configurations as seen in the screenshot below. Your friends on the Internet will then be able to

access the web server simply by entering "http://183.37.227.201:8080" in his browser.

NAT -- Virtual Servers Setup
virtual Server allows you ta direct incoming traffic from WAN side (identified by Pratacol and External port) ta the Internal server with private TP address on the LAN side. The Internal port is required only if the external port needs
to be converted to @ different port number used by the server on the LAN side. A maximum 32 entries can be configured
Add Remove
Server Hame External Port Start | External Port End | Protocol | Internal Port Start | Internal Port End | Server IP Address | WAN Interface | Remove
Web Server (HTTP)| 8080 8080 Tcp 8080 8080 102.168.1.110 ppp0.1 r
FTP Server 21 21 TCP 21 21 192.168.1.100 ppp0.1 r
2
< [&] http://183.37.227.201:3080 P~a->

1. The "Internal Port End" cannot be modified directly. Normally, it is set to the same value as "External Port End".
However, if you modify "Internal Port Start", then "Internal Port End" will be set to the same value as "Internal Port
Start".

2. If the service or game you wish to host on your network is not included in the list, manually add it in the Custom
Service field and then add the port number used by it to the Internal Starting Port, Internal Ending Port, External

Starting Port and External Ending Port fields.
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Port Triggering

Some applications such as games, video conferencing, remote access applications and others require that specific ports in
the Router's firewall be opened for access by the applications. Port Trigger dynamically opens up the 'Open Ports' in the
firewall when an application on the LAN initiates a TCP/UDP connection to a remote party using the ‘Triggering Ports".
The Router allows the remote party from the WAN side to establish new connections back to the application on the LAN

side using the 'Open Ports'.

- NAT -- Port Triggering Setup
Device Info

Advanced Setu - . e . . . . . . s
P Some applications require that specific ports in the Router's firewall be opened for access by the remote parties. Port Trigger dynamically opens up the 'Open Ports' in the firewall when an

Layer2 Interface — . . . N . . . .
e application on the LAN initiates a TCP/UDP connection to a remote party using the ‘Triggering Ports'. The Router allows the remote party from the WAN side to establish new connections back
WAN Service - . . . .
to the application on the LAN side using the ‘Open Ports’. A maximum 32 entries can be configured.
LAN

Virtual Servers

-
Trigger Open
DMZ Host -
Application Name ‘ Port Range ‘ Port Range | WAN Interface | Remove
UPnP Protocol Protocol
5 ‘ Start ‘ End ‘ slart| End
Security

To enter the Port Triggering screen, click NAT > Port Triggering and then click the Add button to add rules.
You can configure the port settings from this screen by selecting an existing application or creating your own (Custom

application) and click Save/Apply to add it.

Tenda

Device Info NAT -- Port Triggering

Advanced Setup

Layer2 Interface Some applications such as games, video conferencing, remote access applications and others require that specific ports in the Router's firewall be opened for access by the applications. You
WAN Service can configure the port settings from this screen by selecting an existing application or creating your own (Custom applicationjand click "Save/Apply” to add it.

LAN Remaining number of entries that can be configured: 32

NAT

Virtual Servers

Application Name:
DMZ Host ® Select an application: | Select One hd
Security
Parental Control - S :
Trigger Port StartTrigger Port End Trigger pen Port 1 Port Protocol

Bandwidth Control

TP v TCP v
Routing

ToP v TCF
DNS
- TCP v TCP v
Storage Service Tcp v ee h
Interface Grouping TCP v Tce v
1P Tunnel TCP v TCP v
Certificate TCP v TCP v
Multicast TCP v TCP v
IPTV

Use Interface

ipoe_eth0/eth0.1 v

Save/Apply

Use Interface: Select a WAN connection to which you wish to apply the rules. When there is only one WAN connection

available, the rules will be automatically applied to it.

Application Name: Two options are available:

Select an application: Select one from the drop-down list directly.

- Custom application: Custom application by yourself.

Trigger Port Start/Trigger Port End: The port range for an application to initiate connections.
Trigger Protocol: Select the protocol from the drop-down list. If you are unsure, select TCP/UDP.

Open Port Start/ Open Port End: These are the starting number and ending number for the ports that will be
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automatically opened by the built-in firewall when connections initiated by an application are established.

DMZ Host

The default DMZ (De-Militarized Zone) host feature is helpful when you are using some online games and

videoconferencing applications that are not compatible with NAT (Network Address Translation).

Device Info NAT -- DMZ Host
Advanced Setup
Layer2 Interface The Broadband Router will forward IP packets from the WAN that do not belong to any of the applications configured in the Virtual Servers table to the DMZ host computer.
WAN Service
LAN Enter the computer's IP address and click 'Save/Apply’ to activate the DMZ host.
NAT
Virtual Servers Clear the IP address field and click 'Save/Apply' to deactivate the DMZ host.
Port Triggering
[ owz ot OMZHostPaddesss [ ]
UPnP
Security Savelapply
Parental Control

DMZ Host IP Address: The IP Address of the device for which the router’s firewall will be disabled. Be sure to assign a
static IP Address to that device. The DMZ host should be connected to a LAN port of the device. Be sure to assign a

static IP address to that DMZ host.

Device Info NAT -- DMZ Host
Advanced Setup
Layer2 Interface The Broadband Router will forward IP packets from the WAN that do not belong to any of the applications configured in the Virtual Servers table to the DMZ hast computer.
WAN Service
LAN Enter the computer's IP address and click 'Save/Apply’ to activate the DMZ host.
NAT
Virtual Servers Clear the IP address field and click 'Save/Apply' to deactivate the DMZ host.
Port Triggering
m DMZ Host IP Address: | 192.168.1.100
UPNP
Security SavelApply

A Warning!

DMZ servers pose a security risk. A computer designated as the DMZ server loses much of the protection of the firewall

and is exposed to exploits from the Internet.

UPnP

UPNP (Universal Plug and Play) allows Windows based systems to configure the device for various Internet applications
automatically. UPnP devices can automatically discover the services from other registered UPnP devices on the network.
If you use applications such as multiplayer gaming, peer-to-peer connections, or real-time communications, like instant

messaging or remote assistance (a feature in Windows XP), you should enable UPnP.
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Device Info ] UPNP Configuration

Advanced Setup

Layer2 Interface NOTE: UPnP is activated only when there is a live WAN service with NAT enabled.
WAN Service

LAN ¥ Enable UPAP

MNAT

Virtual Servers

Port Triggering Apply/Save

DMZ Host

Enable UPnP: Check/uncheck to enable/disable the UPnP feature.

ANoTE

UPnNP is activated only when there is a live WAN service with NAT enabled.

4.2.5 Security

This section explains the following information:
* P Filtering

* MAC Filtering

IP Filtering

Outgoing IP Filtering Setup

By default, all outgoing IP traffic from LAN is allowed, but some IP traffic can be BLOCKED by setting up filters.

Choose Add or Remove to configure outgoing IP filters.

Outgoing IP Filtering Setup

Device Info
Ad d Set . . . . .
vance uP By default, all outgoing IP traffic from LAN is allowed, but some IP traffic can be BLOCKED by setting up filters.
¥ going ¥ gup
Layer2 Interface
WAN Servi " . .
ervice Choose Add or Remove to configure outgoing IP filters.
LAN
NAT
Filter Name |1P Version | Protocol | SrclP/ PrefixLength | SrcPort | DstIP/ PrefixLength | DstPort | Rermwe|
1P Filterin,
9
MAC Filtering

Choose Add to enter the following screen:
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Device Info
Advanced Setup
Layer2 Interface
WAN Service
LAN
NAT
Security
IP Filtering
[~ outgoing |
Incoming
MAC Filtering
Parental Control
Bandwidth Control
Routing
DNS
DsL

Add IP Filter -- Outgoing

The screen allows you to create a filter rule to identify autgoing IP traffic by specifying a new filter name and at least one condition below. All of the specified canditions in this filter rule must

be satisfied for the rule to take effect. Click 'Apply/Save' to save and activate the filter.

P Verson:

Source IP address[/prefix lengthl:

Source Port (port or port:port):

Destination [P address[/prefix length]:

Destination Port (port or portport):

This screen allows you to create a filter rule to identify outgoing IP traffic by specifying a new filter name and at least

one condition below. All of the specified conditions in this filter rule must be satisfied for the rule to take effect. Click

to save and activate the filter.

*  Filter Name: Enter a descriptive filtering name.

e IP Version: Support IPv4.

*  Protocol: TCP/UDP, TCP, UDP and ICMP are available for your option.

*  Source IP address [/prefix length]: Enter the LAN IP address to be filtered.

e Source Port (port or port: port): Specify a port number or a range of ports used by LAN PCs to access the

Internet. If you are unsure, leave it blank.

*  Destination IP address [/prefix length]: Specify the external network IP address to be accessed by specified LAN

PCs.

*  Destination Port (port or port:port): Specify a port number or a range of ports used by LAN PCs to access external

network.

Incoming IP Filtering Setup

When the firewall is enabled on a WAN or LAN interface, all incoming IP traffic is BLOCKED. However, some IP

traffic can be ACCEPTED by setting up filters.

Choose Add or Remove to configure incoming IP filters.

Device Info
Advanced Setup
Layer2 Interface
WAN Service
LAN
NAT
Security
IP Filtering
Outgoing

- Incoming IP Filtering Setup

When the firewall is enabled on a WAN or LAN interface, all incoming IP traffic is BLOCKED. However, some IP traffic can be ACCEPTED by setting up filters.

Choose Add or Remove to configure incoming IP filters.

Filter Name | Interfaces |]P Version | Protocol |SrdP,( PrefixLength ‘Sr:Purt | DstIP/ PrefixLength | DstPort | Remove |
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Click Add to enter the following screen:

Tenda

Device Info Add IP Filter -- Incoming

Advanced Setup
Layer2 Interface The screen allows you to create a filter rule to identify incoming IP traffic by specifying a new filter name and at least one condition below. All of the specified conditions in this filter rule must
WAN Service be satisfied for the rule to take effect. Click "Apply/Save' to save and activate the filter.

LAN

NAT Filter Name:
Security IP Version: IPvd M
1P Filtering Protocol: v
Outgeing Source IP address/prefix lengthl:

Source Port (port or port:port):
MAC Filtering )
Destination IP address(/prefix lengthl:
Parental Control
Bandwidth Control Destination Port (port or port:port):
Routing
DNS
DsL
Storage Service

'WAN Interfaces (Configured in Routing mode and with firewall enabled) and LAN Interfaces

Select one or mare WAN/LAN interfaces displayed below to apply this rule

Interface Grouping ¥ Select All ¥ ipoe_eth0/eth0.2 ) brofbro
IP Tunnel
Certificate

Apply/Save

This screen allows you to create a filter rule to identify incoming IP traffic by specifying a new filter name and at least

one condition below. All of the specified conditions in this filter rule must be satisfied for the rule to take effect. Click

to save and activate the filter.

e |PVersion: Select IP version.

*  Protocol: TCP/UDP, TCP, UDP and ICMP are available for your option.

e  Source IP address [/prefix length]: Enter the Internal IP address [/prefix length] to be filtered.

e Source Port (port or port: port): Specify a port number or a range of ports used by PCs from external network to
access your internal network.

*  Destination IP address [/prefix length]: Specify the internal network IP address [/prefix length] to be accessed by
the specified PCs from external network.

*  Destination Port (port or port:port): Specify a port number or a range of ports used by PCs from external network

to access your internal network.

MAC Filtering

A bridge WAN service is needed to configure this service.

MAC Filtering is only effective on ATM PVCs configured in Bridge mode. FORWARDED means that all MAC layer
frames will be forwarded except those matching with any of the specified rules in the following table. BLOCKED means
that all MAC layer frames will be blocked except those matching with any of the specified rules in the following table.

Choose Add or Remove to configure MAC filtering rules.
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MAC Filtering Setup

Device Info
GO MAC Filtering is only effective on ATM PVCs configured in Bridge mode. FORWARDED means that all MAC layer frames will be FORWARDED except those matching with any of the specified
La: 2 Interfas
yer? Imertace rules in the following table, BLOCKED means that all MAC layer frames will be BLOGKED except those matching with any of the specified rules in the following table.
WAN Service
LAN
MAC Fiktering Policy For Each Interface:
NAT WARNING: Changing from one pul\'cy to another of an interface will cause all defined rules for that interface to he REMOVED AUTOMATICALLY! You will need to create new rules for
Security "
the new policy.
IP Filtering

|__MAC Filtering |
oty e
Parental Control
eth0.1 FORWARD
Bandwidth Control [sito1 _|rorwaro] © |
Routing

DNS.
Change Policy
DsL

Storage Service
D - Choose Add or Remove to configure MAC filtering rules.
IP Tunnel

Certificate

|Imer|::e |I‘ru10:ol ‘Destination MAC |Sourte MAC ‘Frame Direction ‘Remoue ‘

Multicast

A Warning!

Changing from one policy to another of an interface will cause all defined rules for that interface to be REMOVED

AUTOMATICALLY'! You will need to create new rules for the new policy.

Click Add to enter the following screen:

Tenda

Device Info Add MAC Filter

Advanced Setup
Layer2 Interface Create a filter to identify the MAC layer frames by specifying at least one condition below. If multiple conditions are specified, all of them take effect. Click *Apply” to save and activate the
WAN Service filter.A maximum 32 entries can be configured.
LAN Protocol Type: e

naT Destinaton MAC Addresss ||
Securi
IP Filtering
m Frame Direction: LAN===WAN ¥
Parental Control

Bandwidth Control WAN Interfaces (Configured in Bridge mode only)

Routing
DNS br_ethO/eth0 1 v
DsL

Here you can create a filter to identify the MAC layer frames by specifying at least one condition below. If multiple
conditions are specified, all of them take effect. Click Save/Apply to save and activate the filter.

Protocol Type: Select a protocol type from the drop-down list.

Destination MAC Address: Enter the MAC address of data frame being restricted to arrive.

Source MAC Address: Enter the MAC address of data frame being restricted to come.

Frame Direction: Select a frame direction from the drop-down list.

WAN Interfaces: Select a WAN interface from the drop-down list.

4.2.6 Parental Control

This section explains the following information:
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» Time Restriction

* URL Filter

Time Restriction

Click Parental Control > Time Restriction > Add to enter the following screen.

Tenda

Device Info
Advanced Setup
Layer2 Interface
WAN Service
LAN
NAT
Security
Parental Control
Time Restriction
Url Filter
Bandwidth Control
Routing
DNS
DsL
Storage Service
Interface Grouping
1P Tunnel

Certificate

Access Time Restriction

This page adds time of
browser is running. T

PC, go to command window and type “ipconfig /all".

striction to a special LAN device connected to the Router. The ‘Browser's MAC Address' automatically displays the MAC address of the LAN device where the

other LAN device, click the *Other MAC Address” button and enter the MAC address of the other LAN device. To find out the MAC address of a Windows based

User Name

® Browser's MAC Address 44:37:e6:36::25

Other MAC Address

Days of the week Mon| Tue (Wed| Thu | Fri | Sat | Sun

Click to select oloojlo|lo|lea|a

Start Blocking Time (hhimm)

End Blocking Time (hh:mm)

Here you can add time of day restriction that an attached LAN device can access the Internet.

The Browser's MAC Address automatically displays the MAC address of the LAN device where the browser is running.

To restrict other LAN device, check the "Other MAC Address” option and enter its MAC address.

. User Name: Enter a user name.

*  Browser's MAC Address: Automatically adds the MAC address of the attached LAN device where the browser is

running.

e Other MAC Address: Specify the MAC address of the computer that you want to apply Internet access restriction.

*  Days of the week: Click to select the days of the week during which you wish to restrict Internet access.

e Start Blocking Time/ End Blocking Time: Specify time of day restriction to an attached LAN device. Within this

specified time length of the day, this LAN device will be blocked from the Internet.

*  Apply/Save: Click to save and apply your settings.

URL Filter

Here you can add URL access restriction to specific LAN PCs.
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URL Filter -- Please select the list type first then configure the list entries. Maximum 16 entries can be configured.
Device Info

Ad d Set ~ ~
vance P URL List Type: &' Exclude & Include

Layer2 Interface
WAN Service
LAN
NAT
ey -Address -Remcwe
Parental Control
Time Restriction
[___Url Filter |

Select the URL List Type (Exclude or Include) first and then click Add to enter the screen below for configuring the list

entries.

Device Info Parental Control -- URL Filter Add
Advanced Setup
Layer2 Interface Enter the URL address then click "Apply/Save” to add the entry to the URL filter.
WAN Service
LAN
NAT URL Address:

Security
Parental Control

Time Restriction Apply/Save

URL Address: Enter a specific URL or a key word of domain name in this field.

Click to apply and save the settings.

AnoTe
If you have accessed the URL before you include it in a URL filter rule, you must reboot the router and erase it from

your PC to activate this URL filter rule. To erase the domain name from your PC:

1. Click the keys E+R on the keyboard to enable “Run” dialog, and type cmd > click OK.

(Note that different operation systems may have different ways to enable “Run”; Windows is taken a guide here.)
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= Run
= Type the name of a program, folder, document or Internet
rescurce, and Windows will cpen it for you,
Open: cr‘n-:ll W

] Cancel Browse...

2. Then type ipconfig /flushdns and hit Enter on the keyboard.

B CAWINDOWS systern32\emd.exe

4.2.7 Bandwidth Control

When multiple devices each of which requests a different bandwidth attach to the modem router, to ensure the attached
devices obtaining a fair bandwidth and getting a fluent Internet experience, set a bandwidth control rule.

Check Enable Bandwidth Control to enable this feature.

Device Info QoS -- Bandwidth Control

Advanced Setup This tails in blanks below the listIf you want to limit a single IP

Layer2 Interface nge field.
WAN Service
LAN tions click Apply/Save.
NAT

Security

Parental Control ¥ Enable Bandwidth Contral

Routing ID  Description Status IP Address

Max
Downlink Action

Max Uplink

Speed (Kbps) _ ,
DNS Speed (Kbps

DsL 0  Example Enable v 192,168
Storage Service

Interface Grouping

IP Tunnel

Certificate IP Address Range
Multicast
IPTV

Max Upstream Speed(Kbps)

Wireless Max Downstream Speed(Kbps)

Diagnostics Status Enable ¥

DI Commit || Cancel

Apply/Save
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Description: Name the bandwidth control rule as you like.

IP Address Range: Type the IP address range of target hosts. Follow the example 19218812 2%

182.168.1.2 -2
If you want to set one host, follow the example

Max Upstream Speed (Kbps): Set the upstream speed as your actual bandwidth need.
Max Downstream Speed (Kbps): Set the downstream speed as your actual bandwidth need.

Status: Enable or Disable.

After you have edited the details of the bandwidth control rule, click first to save and then click |APPY/Save | ¢

activate the settings.

4.2.8 Routing

This section explains the following:
« Default Gateway

« Static Route

Default Gateway

Default gateway interface list can have multiple WAN interfaces served as system default gateways but only one will be
used according to the priority with the first being the highest and the last one the lowest priority if the WAN interface is

connected. Priority order can be changed by removing all and adding them back in again.

Tenda

Device Info Routing -- Default Gateway

Advanced Setup
Layer2 Interface
WAN Service Default gateway interface list can have multiple WAN interfaces served as system default gateways but only one will be used according to the priority with the first being the highest and the
LAN Jast ane the lowest priority i the WAN interface is connected. Priority order can be changed by removing all and adding them back in again

NAT

Security Selected Default Available Routed WAN

Parental Control Gateway Interfaces Interfaces

Bandwidth Control

Routing eth0.1 a N
|__Default Gateway |

Static Route .

DNS

DsL

Storage Service

Interface Grouping - -

IP Tunnel

Certificate

Multicast IPV6 : Select a preferred wan interface as the system default IPv6 gateway

IPTV Selected WAN Interface| NO CONFIGURED INTERFACE v

Wireless

Diagnostics

e Selected Default Gateway Interfaces: Displays the selected default gateway interfaces. Select a WAN interface

and click the ﬂ button to move it to the Available Routed WAN Interfaces box.
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e Available Routed WAN Interfaces: Displays the available routed WAN interfaces. Select a WAN interface and

click the ﬂ button to add it to the Selected Default Gateway Interfaces box.

e Apply/Save: Click to save and activate your settings.

Static Route

Static routes provide additional routing information to your router. Typically, you do not need to add static routes.
However, when there are several routers in the network, you may want to set up static routing. Static routing determines
the path of the data in your network. You can use this feature to allow users on different IP domains to access the Internet
via this device. It is not recommended to use this setting unless you are familiar with static routing. In most cases,
dynamic routing is recommended, because this feature allows the router to detect the physical changes of the network

layout automatically.

Routing -- Static Route (A maximum 32 entries can be configured)
Device Info

Advanced Setup
Layer2 Interface
WAN Service
LAN

Security

NOTE: For system created route, the 'Remove’ checkbox is disabled.

|IP Version |DsﬂPf PrefixLength |Gateway | Interface |me‘tric |Rernove |

Parental Control
Bandwidth Control
Routing

Default Gateway

Click Add to enter the following screen:

Device Info Routing -- Static Route Add

Advanced Setup
Layer2 Interface Enter the destination network address, subnet mask, gateway AND/OR available WAN interface then click "Apply/Save” to add the entry to the routing table.
WAN Service
LAN
MNAT 1P Version: IPv4 v
Security Destination IP address/prefix length: l:l
Parental Control Interface: E
Bandwidth Control Gateway IP Address: I:l
Raxting (optional: metric number should be greater than or equal to zerc)

Y, Metric: l:I[Range: 1-9999)
| static Route |

DNS

e IP Version: Select IP version.
e Destination IP address/prefix length: Enter the destination IP address and prefix length of the final destination.
e Interface: Select an interface from the drop-down list.

e Gateway IP address: Enter the gateway IP address, which must be a router on the same LAN segment as the
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router.
e Metric: Enter a number in the Metric field. This stands for the number of routers between your network and the
destination.

e Apply/Save: Click to apply and save your settings.

Aot

1. Destination IP address cannot be on the same IP segment as WAN or LAN segment as the router.

2. Only configure additional static routes for unusual cases such as multiple routers or multiple IP subnets located on
your network. Wrong static routes may lead to network failure.

3. For system created route, the “Remove” checkbox is disabled.

4.2.9 DNS

DNS Server (Static DNS)

The DNS server translates domain names to numeric IP addresses. It is used to look up site addresses based on their
names. If the DNS server works incorrectly, Internet access will be blocked.
DNS server is configured when you are setting up your Internet connectivity. So, you do not have to finish DNS server

setup here unless your network works false.

For IPv4
D Click Advanced Setup > DNS > DNS Server, and enter the screen below.
Tenda
Device Info DNS Server Configuration
Advanced Setup
Layer2 Interface Select DNS Server Interface from available WAN interfaces OR enter static DNS server IP addresses for the system._ In ATM mode, if only a single PVC with TPoA or
'WAN Service static IPOE protocol is configured, Static DNS server IP addresses must be entered.
LAN DNS Server Interfaces can have multiple WAN interfaces served as system dns servers but only one will be used according to the priority with the first being the
NAT higest and the last one the lowest priority if the WAN interface is connected. Priority order can be changed by removing all and adding them back in again.
Security
Parental Control @® select DNS Server Interface from available WAN interfaces:
Bandwidth Control Selected DMS Server B
Available WAN Interfaces
Routing Interfaces
__DNs |
DNS Server eth0. 1
Dynanmic DNS For IPv4 settings
o
Storage Service
Interface Grouping
1P Tunnel
Certificate
Loy O use the following Static DNS IP address:
PTV .
Primary DNS server.
Wireless
Secondary DNS server:
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©) Check the Select DNS Server Interface from available WAN interfaces option if the device gets a DNS

address automatically from an upstream device. Or select the Use the following Static DNS IP address option and

enter static DNS server address provided by your ISP.

3 Click Apply/Save at the bottom of the page.

For IPv6
D Click Advanced Setup > DNS > DNS Server, and enter the screen below.
Storage Service IPVE : Select the configured WAN interface for IPv6 DNS server information OR enter the static IPwé DNS server Addresses.
Interface Grouping Note that selecting a WAN interface for IPve DNS server will enable DHCPvE Client on that interface.
1P Tunnel
Certificate Obtain IPvé DMS info from a WAN interface:
Multicast WAN Interface selected:  [NO CONFIGURED INTERFACE v
A ® Use the following Static IPv6 DNS address:
RVIRElE= Primary IPvé& DMS server: I:I For IPv6 settings
Diagnostics Secondary IPv6 DNS ser\'enl:l
Management
@ Select the Obtain IPv6 DNS info from a WAN interface option if the device gets a DNS server address from

the upstream device automatically. And select a configured WAN interface for the IPv6 DNS server information.
Or select the Use the following Static IPv6 DNS address option and enter the static IPv6 DNS server address
provided by your ISP.

Click Apply/Save.

P ©

1.  In ATM mode, if only a single PVC with IPoA or static IPOE protocol is configured, Static DNS server IP addresses
must be entered.

2. If you are not clear about the static DNS server IP information, ask your ISP to provide it.

3. The default settings are recommended if you are unsure about the DNS server addresses. If a wrong DNS server

address is configured, webpages may not be open.

Dynamic DNS (DDNS)

If your Internet service provider (ISP) gave you a static (fixed) public IP address, you can register a domain name and
have that name associated with your IP address by public Domain Name Servers (DNS). However, if your ISP gave you
a dynamic (changing) public IP address, you cannot predict what your IP address will be, and the address can change
frequently. In this case, you can use a commercial Dynamic DNS service. It allows you to register your domain to their
IP address and forward traffic directed at your domain to your frequently changing IP address. If your ISP assigns a

private WAN IP address (such as 192.168.x.x or 10.x.x.x), the Dynamic DNS service does not work because private
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addresses are not routed on the Internet.

Click Advanced Setup > DNS > Dynamic DNS to enter the Dynamic DNS screen.

Tenda

Dynamic DNS
Device Info
Advanced Setu
P The Dynamic DNS service allows you to alias a dynamic IP address to a static hostname in any of the many demains, allowing your Broadband Router to be mare easily accessed from various
Layer2 Interface .
locations on the Internet.
WAN Service
LAN
Choose Add or Remove to configure Dynamic DNS.
NAT
Securif
iy ‘ ‘ ‘ Service ‘ rf: | Remove ‘
Parental Control
Bandwidth Control
Add || Remove
Routing
DNS
DNS Server

Click to configure the DDNS settings.

Add Dynamic DNS

Device Info

Advanced Setup
Layer2 Interfa

yers n ce This page allows you to add a Dynamic DNS address from dyn.com or TZ0, or NO-IP.

WAN Service D-DNS provider
LAN
NAT Hastname | |
Security Interface ipoe_ethO/eth0.1 v
Parental Control
Bandwidth Control DynDNS Settings
Routing Username | |
DNs Password | |

DMS Server Apply/Save

LVTIa ] LN

D-DNS Provider: Select your DDNS service provider from the drop-down menu.
Hostname: Enter the DDNS domain name registered with your DDNS service provider.
Interface: Specify a WAN connection interface.

Username: Enter the DDNS user name registered with your DDNS service provider.

Password: Enter the DDNS Password registered with your DDNS service provider.

Click to save your settings.

Example: dyn.com
Hostname: tenda.dyndns.org
Username: tenda

Password: 123456789

Add Dynamic DNS

© Select dyn.com from the D-DNS provider drop-down menu.
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©) Enter the hostname. Here is “tenda.dyndns.org” for example.

3 Specify a WAN connection interface.

DynDNS Settings

@ Enter your DynDNS username. Here is “tenda”
for example.

() Enter the password of DynDNS account.

Here is “123456789” for example.

6 Click to save your configuration.

4.2.10 DSL

Example

Add Dynamic DNS

This page allows you to add a Dynamic DNS address from dyn.com or TZO, or NO-IP.

D-DNS provider
Hostname tenda.dyndns.org
Interface ipoe_eth0/eth0.1
DynDNS Settings

Username tenda

Password ssasssese

This screen provides multiple ASDL modulation modes to meet diversified environments. You can also select phone line

pair and Capability.

DSL parameter configurations must be supported by ISP to take effect. Actual parameters (see Statistics-DSL) resulted

from the negotiation between your router and ISP. Wrong configurations may fail your Internet access.

The best DSL configurations are the factory defaults. Only change them with the support of your ISP or our technical

staff when your router fails to negotiate with ISP in DSL (ATM) mode.

Jenaa

Device Info DSL Settings

Advanced Setup

Layer2 Interface Select the modulation below.
WAN Service ¥ G.Dmt Enabled
LAN .
¥/ G.lite Enabled
NAT
|
Security ¥| T1.413 Enabled

Parental Contral ¥ ADSLZ Enabled

Bandwidth Control
¥ Annexl Enabled

Routing
— ¥l ADSL2+ Enabled
DSL ) AnnexM Enabled

Storage Service

Interface Grouping Select the phone line pair below.

IP Tunnel .
® Inner pair
Certificate
Multicast 2 Quter pair
IPTV
Wireless Capability
S 1% Bitswap Enable
Management

I SRA Enable

Apply/Save | | Advanced Settings
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Check the checkbox next to a modulation to enable it and then click .

Advanced Settings: Click it to enter the Advanced Settings screen as below.

Device Info DSL Advanced Settings
Advanced Setup

Layer2 Interface Select the test mode below.

WAN Service

LAN '® Normal

NAT ) Reverb

Security

Parental Control ' Medley

Bandwidth Control ) Mo retrain

Routing @3

DNS

DSL

Storage Service |F'\p;:uh|r || Tone Selection

Here you can select the test mode and tone.

- TIP
If you are unsure about the DSL parameters, please apply the factory default settings. Wrong configurations may fail

your Internet access.

4.2.11 Storage Service

This section explains the following:
« Storage Device Info

* User Account

The modem router provides a USB port. You can attach a USB storage device to it and share your USB device with a

user in the LAN.

Storage Device Info

Once you plug your USB storage device into the USB port, the details about the USB storage will be recorded shown as

below table.
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Storage Service

¥/ Enable Samba
The Storage service allows you to use Storage devices with modem Connect your USE device, you can share your device with other Lan Host.

Umeount button is mainly used to disconnect your USE device, you may lose data if remove USBE device directly.

Volumename | FileSystem | Total Space(ME) | Used Space(ME)

ushl_1 fat 14278 5

. 1] t . L .
Click and then uplug your USB device. Removing directly may damage your USB storage device.

User Account

. . . . 1 |Apply/s
Accessing the USB storage device requires an account. You can click to use the default account or you can

customize a new one. Pay attention to that your computer system will record the account you used at the first time.

Storage User Account Setup
In the boxes below, enter the user name/password you like to access the Storage Service.
Mote that user name should not be any of 'admin’, 'support’, 'nobody’ or 'user’.

(you can use only simple letters, numbers and underscores.)

Username: |samba [3-564]

Password: |samba [3-64]

Apply/Save

Application: How to access the USB storage device attached to the

modem router?

Step 1: Plug USB storage device.

Plug your USB storage device into the USB port, and make sure the USB LED indicator is on.

Step 2: Create an account.

Go to User Account interface, and set up your account. Here the default account “samba” is kept. And click | AeplyiSave
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to save and apply.

Storage User Account Setup

In the boxes below, enter the user name/password you like to access the Storage Service.
Mote that user name should not be any of 'admin’, 'support’, ‘'nobody’ or 'user’,

(you can use only simple letters, numbers and underscores.)

IUsername: |samba [3-54]

Password: | samba [3-64]

ApplyiSave

Step 3: Access the USB storage device from a computer.

Click +R on the keyboard to pop up the Run dialog, and type \192.168.1.1 in the blank field.
Click OK.

=7 Run X

== Typethe name of a prograrm, folder, docurnent or Internet
e rescurce, and Windows will open it for you,

Open: |\\192.158.1.1 W

Cancel Browse...

Step 4: Access the USB storage device with the account “samba”.

usb1_1
Double click ¥ and enter your account “samba” and password to finish the credentials. Then, click OK.
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4.2.12 Interface Grouping

Interface Grouping supports multiple ports to PVVC and bridging groups. Each group will perform as an independent

network. To support this feature, you must create mapping groups with appropriate LAN and WAN interfaces using the

Add button. The Remove button will remove the grouping and add the ungrouped interfaces to the Default group.

Tenda -

Device Info
Advanced setup
Layer2 Interface
ATM Interface
ETH Interface
WAN Serviee
LAN
NAT
Security
Parental Control
Bandwidth Control
Reuting
DNS
DsL
Storage Service

Interface Grouping -- A maximum 16 entries can be configured

Interface Grouping supports multiple ports to PVC and bridging groups. Each group will perform as an independent network. To support this feature, you must create mapping groups with appropriate LAN and WAN

interfaces using the Add button. The Remove button will remove the grouping and add the ungrouped interfaces to the Default group. Only the default group has IP iterface

Group Name | Remeve | WAN Interface | LAN Interfaces | DHCP Vendor IDs
ppp0.L ethl
atm0.2 eth2

Default

eths

etho

T
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Click Add to enter the screen below:

Tenda -

Device Info Interface grouping Cenfiguration

Advanced Setup

Layer2 Interface To create a new interface group:

ATM Interface 1. Enter the Group name and the group name must be unique and select either 2. (dynamic) or 3. (static) below:

ETH Interface
WAN Service 2. If you like to automatically add LAN clients to a WAN Interface in the new group add the DHCP vendor ID string. By configuring a DHCP vendor ID string any DHCP client request with the specified vendor ID
LAN (DHCP option 60) will be denied an IP address from the local DHCP server
NAT
Security 3.5elect interfaces from the available interface list and add it to the grouped interface list using the armow buttons to create the required mapping of the ports. Note that these clients may obtain public IP
Parental Control addresses

Bandwidth Control

Routing 4. Click Apply/Save button to make the changes effective immediately
DNS
DsL
Storage Service
IMPORTANT If a vender ID is configured for a specific client device, please REBOOT the client device attached to the modem to allow it to ebtain an appropriate IP address.
IP Tunnel
Certificate Group Name:
Multicast
IPTV WAN Interface used in the grouping| br_0_0_35/atm0 2
Wireless
Diagnostics
Management
Grauped LAN Interfaces Available LAN Interfaces

ethd

e Group Name: Define a name for group.
* WAN Interface used in the grouping: WAN connection to which the interface grouping rules apply.
* Available LAN Interfaces: LAN interfaces which are available for interface grouping.

e Grouped LAN Interfaces: LAN interfaces which are classed into the specified WAN connection.

To create a new interface group:

D Enter the Group name and the group name must be unique.
2 Select an available WAN interface for the LAN network proxy.
3 Define the available LAN interface to connect to the specified WAN interface. Select interfaces from the

Available LAN Interfaces list and add it to the Grouped LAN Interfaces list using the arrow buttons to create the
required mapping of the ports.
@ Click Apply/Save button to make the changes effective immediately.
If you want to bypass NAT via the router’s interface and obtain the public IP address automatically, you need to add the
DHCP vendor ID in the Automatically Add Clients with the following DHCP Vendor IDs section. After the ID takes
effect, your router will automatically detect the DHCP request from computers on the LAN, and it will forward the

DHCP vendor ID and the corresponding DHCP request to the WAN interface used in the interface rules.

ANOTE

1. EthO, ethl, eth2 and eth3 respectively represent 1/WAN, 2, 3 and 4/iTV port of the device. And wlan0 is the port

for all wireless devices connecting to the modem router.
2. Ifavendor ID is configured for a specific client device, please REBOOT the client device attached to the
modem to allow it to obtain an appropriate IP address.

3. No Interface/None indicates that there is no WAN port.
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4.2.13 IP Tunnel

This section explains the following information:
* IPvGinIPv4

* |IPv4inIPv6

IPv6iniPv4

Click IPv6inlPv4 and Add to enter the following screen:

Device Info IP Tunneling -- 6in4 Tunnel Configuration

Advanced Setup

Layer2 Interface Currently, only 6rd configuration is supported.

WAN Service

LAN Tunnel Name | |
NAT Mechanism:

Security Associated WAN Interface: I:I
Parental Control Associated LAN Interface:

Bandwidth Control ® Manual @ Automatic

Routing

DNS

DsL

1Pvd Mask Length: | |

Storage Service

e T Grd Prefix with Prefix Lengt|'|:| |

1P Tunnel Border Relay IPv4 Address: | |

IPv6inIPv4
IPvAinIPVE Apply/Save

e Tunnel Name: Specify the name of the tunnel.

e Mechanism: Currently, only 6RD configuration is supported.

e Associated WAN Interface: Specify the WAN interface of the tunnel.

e Associated LAN Interface: Specify the LAN interface of the tunnel.

e Manual: If you select Manual, configure the following settings also:
« 1Pv4 Mask Length: Specify the IPv4 Mask Length.
< 6rd Prefix with Prefix Length: Specify the 6rd Prefix with Prefix Length.
< Border Relay IPv4 Address: Specify the Border Relay IPv4 Address.

e Automatic: If Automatic is selected, no configurations are required.

e Apply/Save: Click to apply and save your settings.
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IPv4inIPv6

Click IPv4inlPv6 and Add to enter the following screen:

Device Info IP Tunneling -- 4iné Tunnel Configuration

Advanced Setup

Layer2 Interface Currently, only DE-Lite configuration is supported.

WAN Service

LAN Tunnel Name |

MNAT Mechanism:
Security Associated WAN Interface: E
Parental Control Associated LAN Interface:
Bandwidth Control '® Manual '@ Automatic

Routing

DNs AFTR:

DsL

Storage Service
Interface Grouping

IP Tunnel
IPv6inIPv4

*  Tunnel Name: Specify the name of the tunnel.
e Mechanism: Currently, only DS-Lite configuration is supported.
*  Associated WAN Interface: Specify the WAN interface of the tunnel.
* Associated LAN Interface: Specify the LAN interface of the tunnel.
e Manual: If you select Manual, enter the AFTR information also:
e Automatic: If Automatic is selected, no configurations are required.

*  Apply/Save: Click to apply and save your settings.

4.2.14 Certificate

This section explains the following information:
* Local Certificates

* Trusted CA (Certificate Authority) Certificates

Local Certificates

Here you can add, view or remove certificates. Local certificates are used by peers to verify your identity. Maximum 4
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certificates can be stored.

Local Certificates
Device Info

Advanced Setup
Layer2 Interface
WAN Service
LAN
NAT
Security
Parental Control |Name | In Use |Subjed | Type | Action |

Bandwidth Control
Routing | Create Certificate Reque5t| | Import Certificate |

Add, View or Remove certificates from this page. Local certificates are used by peers to verify your identity.

Maximum 4 certificates can be stored.

DNS

DsL

Storage Service
Interface Grouping
IP Tunnel
Certificate

Trusted CA

To generate a certificate signing request:

(1) Click the Create Certificate Request button to enter the page below.

Device Info Create new certificate request
Advanced Setup
Layer2 Interface To generate a certificate signing request you need to include Common Name, Organization Name, State/Province Name, and the 2-letter Country Code for the certificate.

WAN Service

Security Organization Name:
Parental Control

Bandwidth Control

State/Province Name:

Country/Region Name: \ US (United States) v

Routing

DNS

DsL

Storage Service

Interface Grouping Apply

1P Tunnel
Certificate

Trusted CA

(2)  Specify the Common Name, Organization Name and State/Province Name
(3)  Enter the 2-letter Country Code for the certificate.

(4) Click Apply to apply your settings.

To Import certificate:

(1) Click the Import Certificate button on the local certificates page to enter the page below.

107



Device Info
Advanced Setup
Layer2 Interface
WAN Service
LAN
NAT
Security
Parental Control
Bandwidth Control
Routing
DNS

DsL
Storage Service

Interface Grouping
IP Tunnel
Certificate

Trusted CA

Import certificate

Enter certificate name, paste certificate content and private key.

Certificate Name:

Certificate:

———-BEGIN CERTIFICATE-—
=insert certificate here=
———EMD CERTIFICATE-—

(2)  Enter the certificate name.

(3) Paste the certificate content and private key.

(4) Click Apply to apply your settings.

Trusted CA (Certificate Authority) Certificates

——BEGIN RSA PRIVATE KEY—
=insert private key here=
——END RSA PRIVATE KEY—

Tenda

Here you can add, view or remove CA certificates. CA certificates are used by you to verify peers' certificates. Maximum

4 certificates can be stored.

Device Info
Advanced Setup
Layer2 Interface
WAN Service
LAN
NAT
Security
Parental Control

Bandwidth Control

Routing

DNS

DsL

Storage Service

Interface Grouping

IP Tunnel
Certificate
Local

Trusted CA

Trusted CA (Certificate Authority) Certificates

Add, View or Remove certificates from this page. CA certificates are used by you to verify peers' certificates.

Maximum 4 certificates can be stored.

| Name | Subject | Type | Action |

Import Certificate
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To Import certificate:

(1) Click the Import Certificate button to enter the page below.

Device Info Import CA certificate

Advanced Setup
Layer2 Interface Enter certificate name and paste certificate content.

WAN Service

LAN Certificate Name:

NAT ——BEGIN CERTIFICATE—
<insert certificate here=
Security ——END CERTIFICATE—

Parental Control
Bandwidth Control
Routing

DNS

DsL
Storage Service

Certificate:

Interface Grouping
IP Tunnel
Certificate

Local y

Trusted CA
Multicast
Apply

IPTV

(2)  Enter the certificate name.
(3) Paste the certificate content.

(4) Click Apply to apply your settings.

4.2.15 Multicast

Here you can configure the multicast feature.
To configure IGMP for IPv4
(1) Check the LAN to LAN (Intra LAN) Multicast Enable box.
(2) Check the Membership Join Immediate (IPTV) box. This is only required for IPTV.
(3) Keep other options unchanged from factory defaults if you are not an advanced user. This is strongly

recommended.
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Device Info
Advanced Setup Multicast Precedence: lower value, higher priority
Layer2 Interface
WAN Service
LAN IGMP Configuration
NAT
Security Enter IGMP protecel configuration fields if you want modify default values shown below.

Parental Control

Bandwidth Control Default Version: | 3 |
Routing Query Interval: | 125 |
EhE Query Response Interval: | 10 |
st i Last Member Query Interval: | 10 |
Storage Service
T s Robustness Value: |2 |
1P Tunnel Maximum Multicast Groups: |25 |
Certificate Maximum Multicast Data Sources (for IGMPv3 : [1-24]): | 10 |
| Multicast | Maximum Multicast Group Members: |25 |

IPTV Fast Leave Enable: Ed

Wireless LAN to LAM {Intra LAN) Multicast Enable: v

Diagnostics Mebership Join Immediate (IPTV): (]

Manaaement

To configure IGMP for IPv6
(1) Check the LAN to LAN (Intra LAN) Multicast Enable box.

(2) Keep other options unchanged from factory defaults if you are not an advanced user. This is strongly

recommended.
Device Info Maximum Multicast Group Members: 25
Advanced Setup Fast Leave Enable: v
Layer2 Interface LAN to LAN (Intra LAN) Multicast Enable: v
WAN Service Mebership Join Immediate (IPTV): ]
LAN
NAT
Security
Parental Control MLD Configuration
Bandwidth Control
Routing Enter MLD protocol (IPv6 Multicast) configuration fields if you want modify default values shown below.
DNS
o=u Default Version: | 2 |
Storage Service
i Query Interval: | 125 |
Interface Grouping
IP Tunnel Query Response Interval: | 10 |
Certificate Last Member Query Interval: | 10 |
[ Multicast | Robustness Value: 2 |
IPTV Maximum Multicast Groups: | 10 |
Wireless Maximum Multicast Data Sources: | 10 |
BiEgrEsbe Maximum Multicast Group Members: | 10 |
Management 5
< Fast Leave Enable: 5]
LAN to LAM (Intra LAN) Multicast Enable: ]

Apply/Save
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If you check the Enable IPTV checkbox, you must choose a layer2 interface, and then configure the PVC info (ATM),

or VLAN info (ETH). Click to save it.

Enable IPTV: Check to enable the IPTV service, or disable it.

Device Info
Advanced Setup
Layer2 Interface
WAN Service
LAN
NAT
Security
Parental Control
Bandwidth Control
Routing
DNS
DsL
Storage Service
Interface Grouping
IP Tunnel
Certificate
Multicast

IPTV --- IPTV Management Configuration

If IPTV checkbonx is selected, choose layer2 interface,then configure the PVC info(ATM), or ETH VLAN info(ETH). Click "Apply/Save’ button to save it.

@ Enable IPTV

Select Layer2 Interface
® ATM Interface
© ETH Interface

This screen allows you to configure an ATM PVC.

VPL D [0-255]
vCE: [0-65535]

Apply/Save

IPTV configuration for DSL Internet Access user:

© Enable IPTV.
©) Select Layer2 interface: ATM Interface.
3 Configure an available VVP1/VCI value which should be provided by your ISP.

@ Click [Aepwsave|

IPTV configuration for Ethernet Internet Access user:

© Enable IPTV.

©) Select Layer2 Interface: ETH Interface.

3 Click [Aeisar]

Device Info
Advanced Setup
Layer2 Interface
WAN Service
LAN
MNAT
Security
Parental Control
Bandwidth Control
Routing
DNS
DsL
Storage Service
Interface Grouping
IP Tunnel
Certificate
Multicast

IPTV --- IPTV Management Configuration

HIPTV checkbox is selected, choose layer2 interface then configure the PVC infalATM), or ETH VLAN info(ETH]. Click "Apply/Save’ button ta save it.

¥ Enable IPTV

Select Layer2 Interface
© ATM Interface
® ETH Interface

For tagged service, enter valid 802.1P Priority and 802.1Q VLAN ID.
For untagged service, set -1 to both 802.1P Priority and 802.1Q VLAN ID.

Enter 802.1P Priority [0-7]:

Enter 802.1Q VLAN D [1-4094]: El
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After successful IPTV configurations, Port 4/iTV on the back panel of the device can only be an IPTV port.

- TIP
For tagged service, enter valid 802.1P Priority and 802.1Q VLAN ID.

For untagged service, set -1 to both 802.1P Priority and 802.1Q VLAN ID.

4.3 Wireless

This section explains the following information:
* Basic

« Security

* MAC Filter

* Wireless Bridge

« Station Info

4.3.1 Basic

This page allows you to configure basic features of the wireless LAN interface. You can enable or disable the wireless
LAN interface, hide the network from active scans, set the wireless network name (also known as SSID) and restrict the

channel set based on country requirements.

Click to configure the basic wireless options.

Tenda —

Device Infa Wireless -- Basie
Advanced Setup
Wireless This page allows you to configure basic features of the wireless LANM interface. You can enable or disable the wireless LAN interface, hide the network
m from active scans, set the wireless network name (also known as SSID) and restrict the channel set based on country requirements.
Security Click *Apply/Save" to configure the basic wireless options.
MAC Filter
Wireless Bricge ¥ Enable Wireless
Station Info
- - U Hide Access Point
Diagnostics
Management #  Enable Wireless Multicast Forwarding (WMF)
SSID- |Tenda_scosso
BSSID: CB:3A:35:5C0651
Wireless Mode: 802.11b/g/n Mixed ¥
Country: | ALL A
Chanet
Bandwidth: 40MHz ¥
Control sideband:
RF Power: ® Normal & Enhance
Apply/Save
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¢ Enable Wireless: check/uncheck to enable/disable the wireless feature.

* Hide Access Point (Hide SSID): This option allows you to have your network names (SSID) publicly broadcast. If

you choose to enable it, the SSID will be hidden.

* SSID: This is the public name of your WiFi.

» BSSID: Display the MAC address of the wireless network.

* Country: Select your country.

* Channel: Select a channel, or select Auto to let system automatically select one for your wireless network to

operate on if you are unsure. The best selection is a channel that is the least used by adjacent networks.

* Bandwidth: Configure the wireless bandwidth. The default is 40MHz.

* RF Power: Normal or Enhance. This option may adjust the wireless signal strength.

4.3.2 Security

This page allows you to configure security features of the wireless LAN interface. You may set up configuration

manually or through WiFi Protected Setup (WPS).

Device Info
Advanced Setup
Wireless
Basic
| _security |
MAC Filter
Wireless Bridge
Station Info
Diagnostics

Management

Wireless -- Security
This page allows you to configure security features of the wireless LAN interface.
You may setup configuration manually

OR

through WiFi Protcted Setup(WPS)
Note: When the STA PIN is empty, PBC is used. If Hide Access Point enabled or Mac filter list is empty with "allow” chosen, WPS2 will be disabled

WPS Setup

Enable WPS Disabled v

Manual Setup AP
You can set the network authentication method, selecting data encryption,

specify whether a network key is required to authenticate to this wireless network and specify the encryption strength.

Click "Apply/Save” when done.
Network Authentication:

WEP Encryption: Disabled v
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WPS Setup
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Wi-Fi Protected Setup makes it easy for home users who know little of wireless security to establish a home network, as

well as to add new devices to an existing network without entering long passphrases or configuring complicated settings.

WPS Setup

Enable WPS

Device PIN

Enabled -

Add Client (This feature is available only when

®) Enter STA PIN

71257570

WPAZ PSK, Mixed WPA/WPAZ PSK or OPEN mode is configured)

Use AP PIN Add Enrollee

Help

T
T
(=

Enable WPS: This is WPS ON/OFF turn. Click it to enable or disable WPS. WPS is disabled by default.

Device PIN: This is PIN code of the modem router for WPS PIN mode.

Enter SAT PIN: “SAT” means the remote wireless client requiring a connection. Enter its PIN code in the blank if you

select this option, and then clic

K Add Enrollee .

Use AP PIN: “AP” means the modem router. Select this option if you copy the PIN code of the modem router to the

remote wireless client.

ANoTE

1.  WPS/RST button in the device back panel: When WPS feature is enabled, press this button on the device for 1~3

seconds and the WPS LED will keep blinking for about 2 minutes. Within the 2 minutes, press the WPS button on

your wireless clients. When the WPS displays a solid light, the wireless client has joined in your wireless network.

2. To use the WPS security, the wireless client must be also WPS-capable.

3. WPS only supports WPA2, which means only when you select “WPA2” encryption or “Open” you can change WPS

status.
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Manual Setup AP

You can set the network authentication method, selecting data encryption, specify whether a network key is required to

authenticate to this wireless network and specify the encryption strength.

Click when done.

Manual Setup AP

You can set the network authentication method, selecting data encryption,
specify whether a network key is required to authenticate to this wireless network and specify the encryption strength.

Click "Apply/Save" when done.

Metwork Authentication: Open r
WEP Encryption: Disabled -
Apply/Save

*  Network Authentication: Select Open, Shared, WPA-PSK, WPA2-PSK or Mixed WPA/ WPA2-PSK from the
drop-down list to encrypt your wireless network.
Depending on the type of network authentication you select, you will be prompted to enter corresponding settings.

*  WEP Encryption: Select Enabled or Disabled.

*  Encryption Strength: Select 128-bit or 64-bit.

e Current Network Key: Select a network key to be active.

*  Network Key 1/2/3/4: Enter 13 ASCII characters or 26 hexadecimal digits for 128-bit encryption keys; enter 5
ASCII characters or 10 hexadecimal digits for 64-bit encryption keys.

*  WPA/WAPI passphrase: Enter a WPA/WAPI network key.

*  WPA Group Rekey Interval: Specify a key update interval.

*  WPA/WAPI Encryption: Select AES or TKIP+AES.
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4.3.3 MAC Filter

The MAC-based Wireless Access Control feature can be used to allow or disallow clients to connect to your wireless

network.
Device Info Wireless -- MAC Filter
Advanced Setup
Wireless Note: If ‘Allow’ is choosed and mac filter is empty, WPS will be disabled, and you will not be able to access the router wirelessly. Up to 32 MAC address entries.
Basic
Security
Wireless Bridge MAC Restrict Mode: @ Disabled O Allow ) Deny
Station Info
Diagnostics Apply/Save
Management
MAC Address

MAC Restrict Mode: Disabled, Allow and Deny

e Allow: Only allow PCs at specified MAC addresses (in the list) to connect to your wireless network.

e Deny: Block only PCs at specified MAC addresses from connecting to your wireless network.

* Disable: Disable this feature.

Add: Click it to add a MAC address.

Remove: To delete an existing MAC address, first check the Remove box next to the MAC address in list and then click

this button.

Example 1: To allow only the PC at the MAC address of 00:1A:3D:9C:BB:23 to connect to your wireless network, do

as follows:

©) Select Allow, and cIick.

MAC Restrict Mode: ') Disabled ® Allow I Deny

Apply/Save

@ Click the Add button.

MAC Address | Remove
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3 Enter 00:1A:3D:9C:BB:23 in the MAC address box as shown in the figure below, and click \M

Device Info Wireless -- MAC Filter

Advanced Setup

Wireless Enter the MAC address and click "Apply/Save” to add the MAC address to the wireless MAC address filters. Up to 32 MAC address entries.
Basic
Security MAC Address: 001A3D9CBB23 NHNHINOCKH )
Wireless Bridge Apply/Save
Station Info

Set up successfully!

Device Info Wireless -- MAC Filter

Advanced Setup

Wireless Note: If ‘Allow’ is choosed and mac filter is empty, WPS will be disabled, and you will not be able to access the router wirelessly. Up to 32 MAC address entries.
Basic
Security

| MAC Filter |

Wireless Bridge MAC Restrict Mode: ' Disabled ® Allow O Deny
Station Info

Diagnostics

Management

MAC Address Remove

00:1A:3D:0c:BB:23 | O

A\oTe
If “Allow” mode is activated with no MAC address being limited, WPS feature will be disabled. Go to Wireless >

Security to check WPS status).

4.3.4 Wireless Bridge

This page allows you to configure wireless bridge (also known as Wireless Distribution System) features of the wireless
interface.

Wireless distribution system (WDS) is a system enabling the wireless interconnection of access points in an IEEE 802.11
network. It allows a wireless network to be expanded using multiple access points without the traditional requirement for

a wired backbone to link them.
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Device Info Wireless -- Bridge

Advanced Setup

Wireless This page allows you to configure wireless bridge features of the wireless LAN interface. You can select Wireless Bridge (also known as Wireless Distribution
Basic System) to disable access point functionality. Selecting Access Point enables access point functionality. Wireless bridge functionality will still be available
Security and wireless stations will be able to associate to the AP. Select Disabled in Bridge Action which disables wireless bridge. Selecting Enabled or Enabled(Scan)

MAC Filter enables wireless bridge restriction. Only those bridges selected in Remote Bridges will be granted access.

Wireless Bridge Click "Refresh” to update the remote bridges. Wait for few seconds to update.
Station Info Click "Apply/Save” to configure the wireless bridge options.
Diagnostics
Management AP Mode:
Bridge Action: Enabled v

Remote Bridges MAC Address: | | | |

AP Mode: You can select Wireless Bridge (also known as Wireless Distribution System) to disable access point
functionality. Selecting Access Point enables access point functionality. Wireless bridge functionality will still be
available and wireless stations will be able to associate to the AP.

Bridge Action: There are three options available: Enabled, Enabled (Scan) and Disabled. Disabled mode means
disabling the wireless bridge function. If Enabled mode is selected, you need to enter the remote device MAC address
manually. If Enabled (Scan) is selected, the system automatically scans the remote device MAC address and SSID.
Remote Bridges MAC Address: Here displays the remote device info, MAC address and SSID (if Bridge Action is
Enabled Scan), or offers you field to enter the remote info, MAC address (if Bridge Action is Enabled).

Refresh: Click to refresh the Wireless Name (SSID). Wait for few seconds to refresh.

Apply/Save: Click to apply and save the settings.

Instance

Assume that there is a wireless router in your living room, far away from your study room. Every time you join the WiFi
in the study room, it seems hard for you to watch a high-quality live streaming video. To add another wireless router in
the study room is an ideal choice to solve your problem. Wireless Bridge function of the modem router helps you to
extend your wireless coverage, speed up downloading. Then your video will run smoother and faster.

Assume that the router in your living room is Router 1, and the other one in study room is Router 2.
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A . . .. . [ d WDS

Router 1
LANIP:192.168.1.1

Internet

LAN IP:192.168.1.10

Before you get started:

€) View and note down the security settings of Router 1: wireless name (SSID), channel, security mode, MAC

address and wireless key.

a) Click Advanced > Wireless > Basic to check the SSID, MAC address (BSSID) and Channel.

Tenda

Device Info Wireless -- Basic
Advanced Setup
This page allows you to configure basic features of the wireless LAN interface. You can enable or disable the wireless LAN interface, hide the
Basic network from active scans, set the wireless network name (also known as SSID) and restrict the channel set based on country requirements.
Security Click "Apply/Save" to configure the basic wireless options.
MAC Filter
Wireless Bridge M Enable Wireless
Station Info
Diagnostics [0 Hide Access Point
hiaOEy et M Enable Wireless Multicast Forwarding (WMF)
SSID: [ Tenda_112252
BSSID: 00:90:4C:11:22:53
Wireless Mode: 802.11b/g/n Mixed v
Country: |ALL v
Channel
Bandwidth: 40MHz v
Control Sideband: Upper v
RF Power: ® Normal O Enhance

SSID: Tenda_112252
BSSID: 00:90:4C:11:22:53
Channel: 6

b) Click Advanced > Wireless > Security to check security mode and wireless key.

119



@ http://192.168.0.1 /wlsecurity.html - Internet Explorer

(& aboutblank

Metwork Authentication:

WPA/WAPI passphrase:

WPA Group Rekey Interval:

WPAWAPI Encryption:
WEP Encryption:

WPS: Disable

Security Mode: WPA2-PSK / AES

Wireless Key: 12345678

12345678

|WPAZ -PSK v

Click here to display

0

AES

Disabled

L4

©) View the LAN settings of Router 1.

Tenda

Click Advanced > Advanced Setup > LAN to check LAN IP address and Subnet Mask, and verify that the DHCP

Server is enabled.
LAN IP Address: 192.168.1.1;

Subnet Mask: 255.255.255.0
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Device Info Local Area Networlk (LAN) Setup

Advanced Setup Configure the Broadband Router IP Address and Subnet Mask for LAN interface.
Layer2 Interface GroupMame W
WAN Service 1P Address: 192.168.1.1 |

[ LAN | Subnet Mask: | 255.255.255.0 |
IPv6 Autoconfig Enable IGMP Snooping

MNAT ) Disable DHCP Server
Security I ® Enable DHCP Server I
R StartIP Address:  [182.168.1.2 |
Banduwidth Control End IP Address: [ 192.168.1.254 |
Routing Leased Time (hou r}|:| 24 |
DNSE
el DNS Servers Assigned by DHCP Server:

After you prepare two steps above, do as follows:

Configure Router 2:

€) Set the LAN IP address of Router 2 to a different IP address yet on the same segment as Router 1.
e Click Advanced > Advanced Setup > LAN to change the LAN IP address into 192.168.1.10.

e Disable your DHCP server.

Tenda

Device Info Local Area Network (LAN) Setup

Advanced Setup Configure the Broadband Router IP Address and Subnet Mask for LAN interface.
Layer2 Interface GroupMame m
WAN Service IP Address: 192.168.1.10 |

Subnet Mask: | 255.255.255.0 |
IPV6 Autoconfig Enable IGMP Snooping

NAT I ® Disable DHCP Senrerl
Security ) Enable DHCP Server
Parental Control

Start IP Address: 192.162.1.11

©) Click Advanced > Wireless > Basic to check the SSID and Channel. They should be the same as Router 1’s. If
not, correct them manually. Click Apply/Save to save your settings.

3 Click Advanced > Wireless > Security to check the security mode and wireless key. Verify that they are the
same as Router 1’s. If not, correct them manually. Click Apply/Save to save your settings.

@ Click Advanced > Wireless > Wireless Bridge to configure wireless bridge.
» Access Point (Recommended):

Two ways to bridge Router 1 by using Access Point:

a. If you select Enable in Bridge Action field.
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e Enter the MAC address of Router 1 which you have noted down (00:90:4C:11:22:53).

e Then click Apply/Save to save the settings.

enda

Device Info Wireless -- Bridge
Advanced Setup
Wireless This page allows you to configure wireless bridge features of the wireless LAN interface. You can select Wireless Bridge (also known as Wireless
Basic Distribution System) to disable access point functionality. Selecting Access Point enables access point functionality. Wireless bridge functionality
Security will still be available and wireless stations will be able to associate to the AP. Select Disabled in Bridge Action which disables wireless bridge.
MAC Filter Selecting Enabled or Enabled(Scan) enables wireless bridge restriction. Only those bridges selected in Remote Bridges will be granted access.
Click "Refresh” to update the remote bridges. Wait for few seconds to update.
Station Info Click "Apply/Save” to configure the wireless bridge options.
Diagnostics
Management AP Mode:
Bridge Action:
Remote Bridges MAC Address: | | 00:90:4G:11:22:53 Il |

b. If you select Enable(Scan) in Bridge Action field.

e Select the SSID of Router 1 (Tenda_112252) in Remote Bridges MAC Address field.
o If you cannot find the SSID on the list, click Refresh to refresh the list.

e Then click Apply/Save to save your settings.

Tenda

Device Info Wireless -- Bridge
Advanced Setup
Wireless This page allows you to configure wireless bridge features of the wireless LAN interface. You can select Wireless Bridge (also known as Wireless Distribution System) to disable access point
Basic functionality. Selecting Access Point enables access point functionality. Wireless bridge functionality will still be available and wireless stations will be able to associate to the AP, Select
Security Disabled in Bridge Action which disables wireless bridge. Selecting Enabled or Enabled(Scan) enables wireless bridge restriction. Only those bridges selected in Remote Bridges will be
MAC Filter granted access.
Click "Refresh" to update the remote bridges. Wait for few seconds to update.
Siation 1ot Click *Apply/Save” to configure the wireless bridge options.
Diagnostics.
Management AP Mode:
Bridge Action: Enabled(Scan) v
Remote Bridges MAC Address: ssID BSSID channel | security RSSIdBm)
] bx_zhouweixin C8:3A:35:03:2E:F0 |13 WPA/AES -50
O GT_office C8:3A:35:49:C7:31 |13 wep -58
0] Tenda_cgpABB C8:3A:35:C8:DABB |13 wep -46
I Y| Tenda_112252 00:90:4C:11:22:53 | 6 WPA2/AES -28 I
O] <=./\p0~3 CB:3A:35:032EF1 (13 wep -41
[ sy-cw1000-test 00:B0:C6:4E:9C:B0 (13 wep -45
O BX_LZM _Visitor C8:3A:35:52:85:18 |13 wep -39
] Bx_Lz™_TeST C8:3A:35:52:85:19 |13 WPA/AES -39

» Wireless Bridge
Two ways to bridge Router 1 by using Wireless Bridge:
a. If you select Enable in Bridge Action field.
e Enter the MAC address of Router 1 which you have noted down (00:90:4C:11:22:53).

e Then click Apply/Save to save the settings.
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Tenda e

Device Info Wireless -- Bridge
Advanced Setup
Wireless This page allows you to configure wireless bridge features of the wireless LAN interface. You can select Wireless Bridge (also known as Wireless
Basic Distribution System) to disable access point functionality. Selecting Access Point enables access point functionality. Wireless bridge functionality
Security will still be available and wireless stations will be able to associate to the AP, Select Disabled in Bridge Action which disables wireless bridge.
MAC Filter Selecting Enabled or Enabled(Scan) enables wireless bridge restriction. Only those bridges selected in Remote Bridges will be granted access.
Click "Refresh” to update the remote bridges. Wait for few seconds to update.
Station Info Click "Apply/Save” to configure the wireless bridge options.
Diagnostics
Management AP Mode:
Bridge Action:
Remote Bridges MAC Address: | [00:90:4C:11:22:53 Ml |

b. If you select Enable(Scan) in Bridge Action field:

e Select the SSID of Router 1 (Tenda_112252) in Remote Bridges MAC Address field. If you cannot find the
SSID on the list, click Refresh to refresh the list.

e Then click Apply/Save to save your settings.

Tenda

Device Info Wireless -- Bridge
Advanced Setup
Wireless This page allows you to configure wireless bridge features of the wireless LAN interface. You can select Wireless Bridge (also known as Wireless Distribution System) to disable access point
Basic functionality. Selecting Access Point enables access point functionality. Wireless bridge functionality will still be available and wireless stations will be able to associate to the AP, Select
Security Disabled in Bridge Action which disables wireless bridge. Selecting Enabled or Enabled(Scan) enables wireless bridge restriction. Only those bridges selected in Remote Bridges will be
MAC Filter granted access.
Click "Refresh" to update the remote bridges. Wait for few seconds to update.
Station Info Click “Apply/Save” to configure the wireless bridge options.
Diagnostics
Management AP Mode: Wireless Bridge
Bridge Action: Enabled(Scan) v
Remote Bridges MAC Address: ssID BSSID channel | security RSSIdBm)
| bx_zhouweixin C8:3A:35:03:2E:F0 |13 WPA/AES -50
O GT_office C8:3A:35:49:C7:31 |13 wep -58
] Tenda_cgpABB C8:3A:35:C8:DABB |13 wep -46
I | Tenda_112252 00:90:4C:11:22:53 | 6 WPA2/AES -28 I
O] <>./2\00~ C8:3A:35:03:2EF1 |13 wep a1
] sv-cw1000-test 00:B0:C6:4E:9C:B0 |13 wep -45
O BX_LZM _Visitor C8:3A:35:52:85:1B |13 wep -39
] Bx_Lz™_TeST C8:3A:35:52:85:19 |13 WPA/AES -39

After you fininsh the settings on Router 2 above, do as follows:

Configure Router 1:

© Click Advanced > Wireless > Wireless Bridge.

©) Select Access Point in AP Mode field. (If you select Wireless Bridge here, the wireless devices will not be
able to connect Router 1 wirelessly.)

If AP Mode of Router 2 is Access Point, there are two ways to bridge Router 2.

a. If you select Enable in Bridge Action field:

e Enter the MAC address of Router 2 which you can check on Wireless > Basic interface, say BSSID

(02:10:18:01:00:02).
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e Then click Apply/Save to save the settings.

Device Info Wireless -- Bridge

Advanced Setup

Wireless This page allows you to configure wireless bridge features of the wireless LAN interface. You can select Wireless Bridge (also known as Wireless
Basic Distribution System) to disable access point functionality. Selecting Access Point enables access point functionality. Wireless bridge functionality
Security will still be available and wireless stations will be able to associate to the AP. Select Disabled in Bridge Action which disables wireless bridge.
MAC Filter Selecting Enabled or Enabled(Scan) enables wireless bridge restriction. Only those bridges selected in Remote Bridges will be granted access.

Click "Refresh” to update the remote bridges. Wait for few seconds to update.

Station Info Click "Apply/Save” to configure the wireless bridge options.

Diagnostics

Management AP Mode:
Bridge Action:

Remote Bridges MAC Address: | [02:10:18:01:00:02 I |

b. If you select Enable(Scan) in Bridge Action field:
e Select the SSID of Router 2 (Tenda_112252) in Remote Bridges MAC Address field.
e If you cannot find the SSID on the list, click Refresh to refresh the list.

e Then click Apply/Save to save your settings.

nda .

Device Info Wireless -- Bridge
Advanced Setup
Wireless This page allows you to configure wireless bridge features of the wireless LAN interface. You can select Wireless Bridge (also known as Wireless Distribution System) to disable access point
Basic functionality. Selecting Access Point enables access point functionality. Wireless bridge functionality will still be available and wireless stations will be able to associate to the AP. Select
Security Disabled in Bridge Action which disables wireless bridge. Selecting Enabled or Enabled(Scan) enables wireless bridge restriction. Only those bridges selected in Remote Bridges will be
MAC Filter granted access.
Click "Refresh" to update the remote bridges. Wait for few seconds to update.
Station Info Click "Apply/Save" to configure the wireless bridge options.
Diagnostics.
Management AP Mode:
Bridge Action: Enabled(Scan) v/
Remote Bridges MAC Address: BSSID channel | security RSSI(dBm)
O bx_zhouweixin C8:3A:35:03:2EF0 (13 WPA/AES -50
O GT_office C8:3A:35:49:C7:31 (13 wep -58
| Tenda_cepaBB C8:3A:35:C8:DABB |13 wep -46
4| Tenda_112252 02:10:18:01:00:02 | 6 WPA2/AES -28
O <>./2\00~% C8:3A:35:03:2EF1 |13 wep -a1
] sv-cw1000-test 00:B0:C6:4E:9C:BO |13 wep -45
| ex_1ZM_Visitor C8:3A:35:52:85:18 |13 wep -39
| Bx_1z™m_TEST C8:3A:35:52:85:19 (13 WPA/AES -39

The configuration is finished. Then the devices can connect Router 2 wirelessly or via Ethernet cables.
If AP Mode of Router 2 is Wireless Bridge, you can only select Enable and enter the MAC address (02:10:18:01:00:02)

to bridge Router 2.
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Device Info Wireless -- Bridge

Advanced Setup

Wireless This page allows you to configure wireless bridge features of the wireless LAN interface. You can select Wireless Bridge (also known as Wireless
Basic Distribution System) to disable access point functionality. Selecting Access Point enables access point functionality. Wireless bridge functionality
Security will still be available and wireless stations will be able to associate to the AP. Select Disabled in Bridge Action which disables wireless bridge.
MAC Filter Selecting Enabled or Enabled(Scan} enables wireless bridge restriction. Only those bridges selected in Remote Bridges will be granted access.

Click "Refresh” to update the remote bridges. Wait for few seconds to update.

Station Info Click "Apply/Save" to configure the wireless bridge options.

Diagnostics

Management AP Mode:

Bridge Action:

Remote Bridges MAC Address: || 02:10:18:01:00:02 |
| I |

The configuration is finished. Then the devices can only connect Router 2 via Ethernet cables.

Ao

The WDS feature (also known as Wireless Bridge) can only be implemented between 2 WDS-capable wireless devices.

Plus, SSID, channel, security settings and security key must be exactly the same on both such devices.

4.3.5 Station Info

This page shows authenticated wireless stations and their status.

Wireless -- Authenticated Stations
Device Info

Advanced Setu . . . . .
P This page shows authenticated wireless stations and their status.

Wireless

Basic
Security

MAC Filter

Wireless Bridge

Diagnostics

| MAC | Associated | Authorized | ssiD | Interface |

Management

4.4 Diagnostics

this part includes the following information:
* Diagnostics

* Ping test
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4.4.1 Diagnostics

The device is capable of testing the connection to your DSL service provider, the connection to your Internet service
provider and the connection to your local network. If a test displays a fail status, click “Rerun Diagnostic Tests” at the
bottom of this page to make sure the fail status is consistent. If the test continues to fail, click “Help” and follow the

troubleshooting procedures.

Device Info ipoe_eth0 Diagnostics
Advanced Setup The individual tests are listed below. If a test displays a fail status, click "Help” and follow the troubleshooting procedures.
Wireless Test the connection to your local network
Diagnostics Test your eth2 Connection: FAIL |Help
[ Diagnostics | Test your eth3 Connection: FAIL |Help
Ping test
Mansgement Test your ethl Connection: PASS |Help
Test your Wireless Connection: | PASS |Help

Test the connection te your Internet service provider

Ping default gateway: PASS Help
Ping primary Domain Name Server: PASS Help

Pass: Indicates that the Ethernet interface from your computer is connected to the LAN port of the device.

Fail: Indicates that the device does not detect the Ethernet interface on your computer.

4.4.2 Ping test

Ping utility can help test whether the device has built a proper connection with your host.
Type in the IP address of your host in the Ping IP Address field, and click Ping. If you get a similar screen shown as

below, it indicates the connection between the Ping object (Here is 192.168.1.2) and the device has been established.

Tenda

Device Info System Tools -- Ping tool
Advanced Setup Ping IP Address: || Ping |
Wireless PING 192.168.1.2 (192.168.1.2): 56 data bytes
Diagnostics 64 bytes from 192.168.1.2: seq=0 ttl=64 time=1.992 ms
Diagnostics 64 bytes from 192.168.1.2: seq=1 tt|=64 time=1.870 ms
_Ping test 64 bytes from 192.168.1.2: seq=2 ttl=64 time=0.885 ms
Management 64 bytes from 192.168.1.2: seq=3 ttl=64 time=1.092 ms

--- 192.168.1.2 ping statistics ---
4 packets transmitted, 4 packets received, 0% packet loss
round-trip minfavg/max = 0.885/1.459/1.992 ms
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4.5 Management

This section explains the following information:

* Settings

* System Logs

* SNMP Agent

* TR-069 Client

* Internet Time

* Access Control

« Update Software

» Reboot

4.5.1 Settings

This section explains the following information:

* Backup
* Restore Backup

* Restore Default

Backup

Tenda

Here you can save a copy of your device’s configurations to your computer. Once you have configured the device, you

can save these settings to a configuration file on your local hard drive. The configuration file can later be imported to

your device in case the device is reset to factory default settings.

Device Info Settings - Backup
Advanced Setup

Wireless Backup Broadband Router configurations. You may save your router configurations to a file on your PC.

Diagnostics Note: Please save the configurations file with the browser built-in downloading tool.

Management
Settings
Restore Backup
Restore Default

Backup Settings
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Restore Backup

Here you can restore the configurations of the modem router from a file saved on your PC.

Device Info Tools -- Update Settings

Advanced Setup

Wireless Update Broadband Router settings. You may update your router settings using your saved files.

Diagnostics

Management Settings File Name: | Choose file | Mo file chosen
Settings Update Settings

Backup

Restore Backup

Restore Default
Restore Default

Under some circumstances (for example, join a different network or unfortunately forgetting the login password), you

may need to remove the existing configuration and restore the factory default settings.

Device Info Tools -- Restore Default Settings

Advanced Setup
Wireless Restore Broadband Router settings to the factory defaults.
Diagnostics

Management

Settings Restore Default Settings

Backup
Restore Backup

4.5.2 System Logs

The System Log dialog allows you to view the system log and configure the system log options.

Device Info System Log
Advanced Setup
Wireless The System Log dialog allows you to view the System Log and configure the System Log options.
Diagnostics
Management Click "View System Log" to view the System Log.
Settings
Click "Configure System Log” to configure the System Log options.
SNMP Agent
TR-069 Client
Internet Time View System Log || Configure System Log
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To configure the system log, click Configure System Log.

Tenda

Device Info System Log -- Configuration
Advanced Setup
Wireless If the log made is enabled, the system will begin to log all the selected events. For the Log Level, all events above or equal to the selected level will be logged. For the Display Level, all lagged
Diagnostics events above or equal to the selected level will be displayed.
Management
Settings Select the desired values and click *Apply/Save’ to configure the system log options.
[ syztom Log |
SNMP Agent Log: © Disable ® Enable
TR-069 Client
Internet Time Log Level:
Access Control Display Level:
Update Firmware
Reboot

e Log: If Enable is selected, the system will begin to log all the selected events.
e Log Level: Set the log level. All events above or equal to the selected level will be logged.

Display Level: Set the log display level. All logged events above or equal to the selected level will be displayed.
*  Apply/Save: click to apply and save the system log settings.

To view the system log, firstly ensure log is enabled, otherwise you cannot read any log.

Log: O Disable ® Enable

4.5.3 SNMP Agent

Simple Network Management Protocol (SNMP) allows a management application to retrieve statistics and status from

the SNMP agent in this device.
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Device Info

Advanced Setup

Wireless

Diagnostics

Management
Settings
System Log

| __SNMP Agent |

TR-069 Client
Internet Time
Access Control
Update Firmware

Reboot

e SNMP Agent:

SNMP - Configuration

Simple Network Management Protocol (SNMP) allows a management application to retrieve statistics and status from the SNMP agent in this device.

Select the desired values and click "Apply/Save” to configure the SNMP options.

SNMP Agent ® Disable "' Enable

Read Community:
Set Community:
System Name:
System Location:
System Contact:

Trap Manager IP: 0000

Select “Enable” to activate the SNMP Agent feature or “Disable” to deactivate it.

e Read Community: Specify a Read Community string. The default is public.

e  Set Community: Specify a Set Community string. The default is private.

e  System Name: Specify a descriptive system name.

e  System Location: Specify a system location.

e  System Contact: Specify a system contact.

e Trap Manager IP: Specify the IP address of the Trap Manager.

4.5.4 TR-069 Client

WAN Management Protocol (TR-069) allows an Auto-Configuration Server (ACS) to perform auto-configuration,

provision, collection, and diagnostics to this device.

Click the TR-069 Client tab to enter the TR-069 Client configuration screen as seen below:

Device Info
Advanced Setup
Wireless
Diagnostics
Management
Settings
System Log
SNMP Agent
Internet Time
Access Control
Update Firmware
Reboot

TR-069 client - Configuration

WAN Management Protocol (TR-069) allows a Auto-Configuration Server {ACS) to perform auta-configuration, provision, collection, and diagnostics to this device.
Select the desired values and click "Apply/Save” to configure the TR-069 client options.

Infarm ® Disable O Enable

Inform Interval: 300

ACS User Name:
ACS Password:
WAN Interface used by TR-069 client:

Display SOAP messages on serial console ® Disable C Enable

Connection Request Authentication

Connection Request User Name:
Connection Request Password:

Connection Request URL: http://192.168.20.101:30005/
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* Inform: Select Enable/Disable to enable/disable the TR-069 Client function. By default, it is disabled.

e Inform Interval: Specify the inform interval.

* ACS URL: Enter the ACS (Auto-Configuration Server) URL address.

e ACS User Name: Enter the ACS (Auto-Configuration Server) user name.

*  ACS Password: Enter the ACS (Auto-Configuration Server) password.

*  WAN Interface used by TR-069 client: Select the WAN interface used by the TR-069 client from the drop-down

list.

* Display SOAP messages on serial console: If Enable is selected, SOAP messages will be displayed on serial

console; if Disable is selected, SOAP messages will not be displayed on serial console.

e Connection Request Authentication: Check/uncheck to enable/disable the connection request authentication.

»  Connection Request User Name: Enter the connection request user name.

e Connection Request Password: Enter the connection request password.

*  Connection Request URL: Specify the connection request URL.

4.5.5 Internet Time

This page is used to set the router’s system time. If Automatically synchronize with Internet time servers is checked,

the system will automatically connect to NTP server to synchronize the time.

Device Info
Advanced Setup
Wireless
Diagnostics
Management
Settings
System Log
SNMP Agent
TR-069 Client
[ __Internet Time |
Access Control
Update Firmware
Reboot

Time settings
This page allows you to the modem’s time configuration.

Automatically synchronize with Internet time servers

First NTP time server: |time.ni5t.gov v |
Second NTP time serven: | ntp1 fummy.com L |
Third NTP time server: | None v |
Fourth NTP time server: | None v|
Fifth NTP time server: [Mone v|
Time zone offset: | {GMT+08:00} Beijing, Chongging, Hong Kong, Urumagi v

First/Second/Third/Fourth/Fifth NTP time server: Select a NTP time server from the drop-down list. If the NTP time

server you are looking for is not included in the list, select “Other” and then enter it manually in the box.

Time zone offset: Select your time zone from the drop-down list.
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4.5.6 Access Control

This section explains the following information:
* Password

» AccessControl - Service

Password

Access to your broadband router is controlled through two user accounts: admin and support.
Admin has unrestricted access to change and view configuration of your Broadband Router.

Support is used to allow a professional technician to access your Broadband Router for maintenance and to run

diagnostics.

Device Info Access Control -- Passwords

Advanced Setup

Wireless Access to your broadband router is controlled through two user accounts: admin and support.

Diagnostics

Management The user name "admin® has unrestricted access to change and view configuration of your Broadband Router.
Settings
System Log The user name "support” is used to allow an ISP technician to access your Broadband Router for maintenance and to run diagnostics.
SNMP Agent
TR-069 Client Use the fields below to enter up to 16 characters and click "Apply/Save" to change or create passwords.
Internet Time Mote: User Name and Password can only include letters, numbers or underscore.
Access Control User Name: l:l
Reboot

User Name: Enter the user name of up to 16 characters. The default is “admin”.

Old Password: Enter the old password of up to 16 characters. The default is “admin”.
New Password: Enter a new password of up to 16 characters.
Confirm Password: Re-enter to confirm the new password.

Apply/Save: Click to change or create passwords.

ANoTE

Password cannot contain a space.
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Here you can manage the device either from LAN or WAN side using HTTP, ICMP, TELNET, SNMP, FTP, TFTP and

HTTPS.

Access Control -- Services

Device Info
Advanced Setup
Wireless
Diagnostics
Management
Settings
System Log
SNMP Agent
TR-069 Client
Internet Time
Access Control
Passwords
| AccessCtrl |
Update Firmware
Reboot

A Service Control List ("SCL"} enables or disables services from being used.

Note: When enabling WAN Access Control with HTTP, HTTPS, TFTP, TELMET or SNMP service, you can use the default port numbe

when the default one can't work;(ftp is used by 'Update Firmware' page for upgrading,so it does not need port change).

Services LAN WAN PORT
HTTP ¥ Enable [ Enable 20
ICMP ¥ Enable [0 Enable

TELNET M Enable [ Enable 23
SNMP M Enable [ Enable 161
FTP ¥ Enable [0 Enable

TFTP M Enable [ Enable 69
HTTPS M Enable [ Enable 443

Apply/Save

A\oTE

If you are not an advanced user, it is recommended to keep the default settings.

4.5.7 Update Software

Firmware upgrade is released periodically to improve the functionality of your device and add any new features. If you

run into a problem with a specific feature of the device you could log in to our website (www.tendacn.com) to download

the latest firmware to update your device.
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Device Info Step 1: Obtain an updated software image file from your ISP.
Advanced Setup
Wireless Step 2: Click the "Browse" button to locate the image file.
Diagnostics
Management Step 3: Click the "Update Software" button once to upload the new image file.
Settings
System Log NOTE: The update process takes about 2 minutes to complete, and your Broadband Router will reboot.
SNMP Agent
TR-069 Client Software File Name: Browse... | Current Version: V50.1.3051.3_en_td
Internet Time
Access Control )
FTP Firmware Update
Reboot
FTP Server IP: | | legi192.168.1.1]
Port: | | 11-65535]
User Name: | | n-321
Password: | | [1-32]
Software File Name: | | [1-127]

FTP Update Software

TFTP Firmware Update

TFTP ServerIP: | | [egi192.168.1.1]
Software File Name: | | [1-127]
This modem router supports three types to update firmware.
Type 1: General Update
To update software, do as follows:
D Obtain an updated software image file from our website: www.tendacn.com.
2 Downloads-Tenda-All For X =+ - a X
& (D) tendacn.com/uk/services/download.html * B 4 ©

Hi, Welcome to Tenda , Worldwide [ Change ]

,enda ForHome ForBusiness  Product Guide Where ToBuy  Profile keyword Q

) ice ForY "
ervice For You \F’;

¥ (' |
v

Download Home > Service > Download

@ By search

Erte Mode Number |
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©) Click the "Browse" button to locate the firmware file.

Software File Mame: Browse. . | Current Version: V50.1.3051.3_en_td

Update Software

3 Click UPdate Et]""'m"|to start updating.

Type 2: Updating Via FTP Server
Updating via FTP server is supported. Make sure there is an available FTP server.

FTP Firmware Update

FTP Server [P: | [eg:192.168.1.1]

|
Port: | | [1-65535]
User Name: | | n-321
Password: | | [1-32]
Software File Name: | | m-1271
FTP Update Software
€) Type the FTP Server IP address, like the right figure Example
©) Type the port the FTP server used. FTP Server IP: [192.168.1.2 | [eg:192.168.1.1]
Port: |21 | [1-65535]
3 Type the user name and password to access the FTP S o | t-22
server. Password: [0 | n-321
Software File Name: | US_D305V1br_V50.1.30| [1-127]
@ Copy the name of the firmware.
5 Click TP Update Somware | . oot updating.

Type 3: Updating Via TFTP Server
Updating via TFTP server is supported. Make sure there is an available TFTP server.

TFTP Firmware Update

TFTP Server IP: | | leg:192.168.1.1]
Software File Name: | | [1-127]
| TFTP Update Software
. . Example
(1) Type the TFTP Server IP address in the field. P
TFTP Server IP: [192.168.1.2 | [eg:192168.1.1]

(2) Copy the name of the firmware.

Software File Name: | us_0305v1br_vsn.1.3n| [1-1271

. [TFTP Update Softw .
3 C|ICk| sl S| to start updating.

|TFI'P Update Suitware|
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The update process will cost 2 minutes, and the device will reboot.

4.5.8 Reboot

Click the Reboot button to reboot the router.

Device Info
Advanced Setup
Wireless
Diagnostics
Management
Settings
System Log
SNMP Agent
TR-069 Client
Internet Time
Access Control

Update Firmware

Click the button below to reboot the router.
Reboot
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Appendix 1 Applications

Application 1: How to change SSID and wireless password?
(1) Go to Wireless > Basic interface.
(2)  Specify a SSID as you like, like Tenda_myhome.

(3)  Click Apply/Save to save the settings.

Device Info Wireless -- Basic

Advanced Setup

Wireless This page allows you to configure basic features of the wireless LAN interface, You can enable or
I o name (also known as $5ID) and restrict the channel set based on country requirements.
Security Click "Apply/Save" to configure the basic wireless options.
MAC Filter
Wireless Bridge ¥ Enable Wireless
Station Info
Diagnostics ) Hide Access Point
Management

#  Enable Wireless Multicast Forwarding (WMF)

e SSID:

Tenda_myhome

BSSID: C8:3A:35:5C:08:51

Wireless Mode:

Country: |ALL v
Channel: Auto

Bandwidth: 40MHz ¥

Control Sideband: Lower ¥

I

RF Power: '® Normal ) Enhance

e Apply/Save

(4) Go to Wireless > Security interface.
(5) Choose a network authentication (WPA2-PSK is recommended) and set a passphrase.

(6) Click Apply/Save to save the settings.

Wireless

) WPS Set
Basic etup

MAC Filter o Enable WPS
Wireless Bridge
Station Info

Diagnostics

Management Manual Setup AP

You can set the network authentication method, selecting data encryption,

specify whether a network key is required to authenticate to this wireless network and specify the encryption strength.

Click "Apply/Save” when done.

e Network Authentication: WPA2 -PSK v

WPASWAPI passphrase: Click here to display
WPA Group Rekey Interval: 0

WPA/WAPI Encryption: AES v
WEP Encryption: Disabled v

O
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Application 2: How to reset the modem router?

The device supports two methods to reset to factory defaults. Note that after you reset the device, you should reconfigure

it for Internet service.

Method 1: WPS/RST button

Press the WPS/RST button on the back of the modem router for about 8 seconds to reset it to factory defaults.

Method 2: Restore Default Settings from User Interface

(1)  Go to Management > Settings > Restore Default to enter the interface below.

i .
(2) Click | Sesioe Do Salings l icon to start resetting. And wait for the processing bar completing...

Device Info Tools -- Restore Default Settings

Advanced Setup

Wireless Restore Broadband Router settings to the factory defaults.
Diagnostics
Management

Backup

Restore Backup

Rebooting...Please do NOT disconnect power

connection! 90/0
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Appendix 2 Configure Your PC

This part is just for your references when your computer connecting to the modem router cannot get an IP address.

Screens to configure TCP/IP properties in other Operating Systems are similar to those below.

Windows 8

o]
1. Rightclick the icon or on the bottom right corner of your desktop. 3.20 PM

12072015

M= 9200 ENG

T1P: If you cannot find the icon n

OI'E, go to Control Panel and find
Network and Internet.

2. Click Open Network and Sharing Center.

Troubleshoot problems

Open Metwork and Sharing Center

e St T L¥b

12072015

3. Click Ethernet > Properties. i

= Metwork and Sharing Center - B

T ¥ « Network and Internet » Network and Sharing Center v & Search Control Panel el

Change adapter settings General

Change advanced sharing e Mo Internet access
settings Connection ns:| B Ethemet
IPv4 Connectivity: No Internet access
IPv6 Connectivity: No Internet access
Media State: Enabled
Duration: 00:14:16
Speed: 1.0 Gbps up a router or access point.
ooting information.
Activity
Sent —— &,! ——  Received
Bytes: 2404 | 18,772
| @Properhas ‘Il @D\sabla ‘ | Diagnose |
See also
HomeGroup

Internet Options

Windows Firewall
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4, Find and double click Internet Protocol Version = -

L

Metworking

Connect using:
E Intel{R) 82574L Gigabit Network Connection

.@ File and Printer Sharing for Microsoft Networks ~
[[] -2 Microsoft Network Adapter Multiplexor Protocal

wba Microsoft LLDP Protocol Driver

& Link-Layer Topology Discovery Mapper 10 Driver

<& Link-Layer Topology Discovery Responder

<& Intemet Protocol Version & (TCP/IPwE)

4(TCP/IPV4).

This connection uses the following tems:

By Intemet Pratocol Version 4 (TCP/IPw4) ]
< »
Description

Transmigsion Control Protocol/Intemet Protocol. The default
wide area network protocol that provides communication
across diverse interconnected networks.

OK || Cancel

5. Select Obtain an IP address automatically and Obtain
DNS server address automatically and click OK. Generel | Altermate Configuration

‘You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IF settings.

(®) Obtain an IP address automatically
(0) Use the following IP address:

(@) Obtain DNS server address automatically
(") Use the following DNS server addresses:

Preferred DNS server: l:l
Alternate DMS server: l:l

[ validate settings upon exit

6. Click OK on the Ethernet Properties window (see Step 4 for the screenshot).
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Windows 7

1. Click the icon on the bottom right corner of your desktop.
2. Click Open Network and Sharing Center.

Currently connected to:

S== Unidentified network
No Internet access

3. Click Local Area Connection > ¥
H ——— =y & |
P rOpeI’tIES @ Local Area Connection Status | — @ it
Control Panel Home et up i F
General
Change adapter setti| B &ﬁ See full map
Change advanced sl Connection 0
settings IPv4 Connectivity: Mo Internet access St
IPvE Connectivity: Mo Internet access % —-— "
R p— Enabled — onnect or disconnec
Dixabon LRI | Bs type: Mo Internet access
Speed: 1.0Gops | Jections: @ | ocal Area Connection
-
Activity
- or VPN connection; orsetup a
Sent —— %! ——  Received
Bytes: 758,618 | 8,236,680
\[Fup, or VPN network connection,
@Properﬁes '[ @D\sab\e ] [ Diagnose ]
See also
| Work computers, or change sharing
HomeGroup
Close
Internet Options
L = §
< 1
U Local Area Connection Properties . E
4. Find and double click Internet Protocol Version f — |
Metworking
4(TCP/IPVA4).

Connect using:
LF Intel{R) PRO/1000 MT Network Connection

This connection uses the following tems:

O Clignt for Microsoft Networks

4Bl 005 Packet Scheduler

.@ File and Prirter Sharing for Microsoft Networks

<& |ntemet Protocol Version & (TCP/1PvE)

B "temet Protocol Version 4 (TCP/IPv4)

<& Link-Layer Topology Discovery Mapper /0 Driver
& Link-Layer Topology Discovery Responder

Description

Transmission Control Protocal/Intemet Protocol. The default
wide area network protocol that provides communication
across diverse interconnected networkes.

0K || Cancel

——
-
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5. Select Obtain an IP address automatica”y and Obtain IrInterne't Protocel Version 4 (TCP/IPv4) Properties M
DNS server address automatically and click OK. General | Alternate Configuration

‘You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IF settings.

(@ Obtain an IP address automatically
(7 Use the following IP address:
IF address:

Subnet mask:

Default gatewmay:

(@ Obtain DNS server address automatically
(7 Use the following DNS server addresses:

Preferred DMS server:

Alternate DMNS server:

Validate settings upon exit

[ oK ] [ Cancel ]

6. Click OK on the Local Area Connection Properties window (see Step 4 for the screenshot).
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1. Click on the Apple icon from the top-left corner and select System

Preferences.

2. Click Network.

3. Click on Ethernet.
4. Select Using DHCP.

5. Click Apply.

About This Mac
Software Update...

Mac OS X Software...

Dock I
Location 3
Recent Items B
Force QuitFinder X{®Y

Appearance  Desktop & Dock Expose &
Screen Saver Spaces
Hardware
6 &9 m ¢
by
Bluetooth CDs &DVDs Displays Energy
Saver
Internet & Network
R|®& Q@ &
MobileMe Network QuickTime Sharing

Location: | Automatic 2

. Ethernet
* Connected Status: Connected

Ethernetis currently active and has the |P

@ Bluetooth 0 address 142.104.57.27.

Not Connected

FireWire @
Ok Conocted g Conﬁwnl Using DHCP ]
® m{.ﬂ = IP Address: 0.0.0.0

Subnet Mask: 255.255.255.192
Router: 142.104.57.62

DNS Server: | 142.104.6.1,142.104.80.2

SearchDomains: uvic.ca
802.1X: | WPA:UVicDef... 18] [ Connect )

o o
d] Click the lock to prevent further changes. (" Assistme... ) { Revert ) m’
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Appendix 3 Join Your Wireless Network

Windows 8

1. Click the icon EHll on the bottom right corner of your desktop.

LR DI ) 16:59

2015177

1. If you cannot find the icon“, please move your mouse to the top right corner of your desktop,
select Settings > Control Panel > Network and Internet > Network and Sharing Center >
Change adapter settings, right click Wi-Fi and select Connect/Disconnect.

2. If you cannot find your wireless network from the list, ensure the Airplane Mode is not enabled

on your PC.

2. Select your wireless network from the list, click Connect and then follow

onscreen instructions.

Networks

Wi-Fi 2

Ezagoo_FD6D00 all
qwertyuiopasdfghjklzxcvbonm01... il

Tenda_home il

Connect automatically

| Congect |

3. When your wireless network is connected successfully, the following
screen will appear. Networks

Wi-Fi 2

Tenda_home Connected il
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Windows 7

1.
2.

3.

Click the icon EEN on the bottom right corner of your desktop.
Double click your SSID (wireless network name) and then follow

onscreen instructions.

When your SSID (wireless network name) displays Connected as
shown below, you’ve connected to it for Internet access

successfully.

Tenda

Not connected 3
I:dﬂ] Connections are available .
Wireless Network Connection -~
Tenda_office ,.3“
Tenda_home % ﬂ‘“
123 M
yanfa_ceshi_xhh ,.l“
12¢ M
1 M
yanfa_ceshi_haotest ,.l“
Tenda_C8DFSD M -
Open Network and Sharing Center

4:16 PM
4/11/2014

Currently connected to: 2 -
3=y Tenda_home ‘:.-:_‘
Internet access
Wireless Network Connection »
Tenda_home Connected ,._“‘_
yanfa_ceshi_xhh ,q“‘_
12# M
yanfa_ceshi_haotest 1‘.‘“
Tenda_C8DFSD M
yanfa_ceshi_chenhao_2.4 q!“‘.
yanfa_pt_lk_asus q!“
medialink M -
Open Network and Sharing Center
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1.

2.

7.

Clickn > System Preferences.

Select Network from Internet & Network.

About This Mac

Software Update...

Mac OS X Software...

Dock >
Location [ 3

X W M

Appearance Desktop & Dock Expose &
Screen Saver Spaces
Hardware
0O &% m ¢
- ¥
Bluetooth CDs&DVDs Displays Energy
Saver
Internet & Network
n e Q
MobileMe Network QuickTime Sharing

:

Location: | Automatic D)

Click WiFi.
Turn WiFi on.
Click No network selected.
® Ethgrnet
Select the wireless network name Hortemneaed
® FireWire
Not Connected
of your router.
s WiFi
On

Enter the wireless password and click Join.

@

Status: On Turn Wi-Fi Off

Wi-Fiisturned on butis notconnectedtoa
network.

NetworkName v | Nonetwork selected

iz
Tenda_xxxxxx =
The network“catherine” requires a WPA
password.
Password: [ sccsssss ]

¥ Show password
™ Remember this network

( cancel ) € Join )
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iPhone/iPad

1. Scroll screen to find the Settings icon and click it.

2. Click WiFi, and turn on WiFi.

3. Find the name of the wireless network you wish to

connect, and click it.

4.  Enter the wireless password and click Join.

Connected successfully!

Tenda

Settings Wi-Fi
i Airplane Mode ( OFF
u Bluetooth Off Choose a Network...
- = ©

8 oonot Disturb OFF

= Tenda_XXXXXX AT ©
Notifications -
General
BlJ Sounds
g Brightness &Wallpaper
| Picture Frame
0 Privecy
£ icloud Other... >
i__| Mail, Contacts, Calendars

Ask to Join Networks ( on @
= Notes
Known networks will be joinod automatically, i no
DMhm known networks are available, you will be asked
before joinng a new network.

~

Enter the password for “dianshang”

(Cancel, _Enter Password @

Password l seccseee
Settings Wi-Fi
& AiplaneMode | OFF
O L
u Bluetooth Off Choose a Network...
— - ChinaNet-YJ3M T 0
DoNotDisturb | OFF
v Tends home AT O
Notition e
dianshang AT O
~ G |
JOSHUA AT ©
§iJ Sounds _—
u Brightness & Wallpaper iz @
Kl Picture Frame 0s ©
0 v T
& Koud Other... >
i_! Mail, Contacts, Calendars ;
Ask to Join Networks
- L on @
Known ks will be joned lly. If o
minders known netwarks are available, you will be asked
D s before joining a new network
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Appendix 4 FAQs

1. What information should I have to access the Internet via the DSL uplink?

If you have DSL broadband service, you might need the following information to set up your modem router.

« Active Internet service provided by a DSL account

* The ISP configuration information for your DSL account

- ISP login name and password

- Fixed or static IP address

Depending on how your ISP set up your Internet account, you could need to know the Virtual path identifier (\VPI) and

virtual channel identifier (VCI) parameters for a manual setup.

2. | cannot access the device's User Interface (Ul). What should | do?
1) Verify the physical connection (namely, the Ethernet cable) between your PC and the modem router. For details, see

Chapter 2 Hardware Installation hereof.

2) Double check the TCP/IP settings on your PC. For details, see Appendix 2 Configure Your PC hereof.

3) Press the WPS/RST button on the device for about 8 seconds and then re-access the Ul with the default login info

“admin”.

4) Change the Ethernet cable that connects your PC and the device.

5) Try accessing device management interface from other PCs, smart phones or iPads.

6) Connect your PC alone to one of the LAN ports on the device.

3. What can | do if | forget my password?

1) If you forgot your login password, restore the device to its factory default settings and then use the default User
Name “admin” and Password “admin” to log in.

2) If you forgot your wireless network password, log in to the device User Interface, and go to Wireless > Security to

check or change your password.

4. Why cannot | connect to the searched wireless network?

1) \erify that you entered a correct security key.

2) Log in to the device, select Advanced > Wireless and change the wireless network name (SSID). Then connect
again.

3) Log in to the device, select Advanced > Wireless > Security and change the security settings. Then connect again.
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Appendix 5 VPI/VCI List

The following table lists common ISPs and their VPI and VVCI numbers. If you cannot locate your ISP and their VPI and

VCI information here, ask your ISP to provide it.

Country ISP VPI VCI | Encapsulation
Australia Telstra 8 35 | PPPOALLC
Australia GoldenIT 8 35 | PPPOA_VCMUX
Australia Telstra Bigpond 8 35 | PPPOE_LLC
Australia OptusNET 8 35 | PPPOE_VCMUX
Australia AAPT 8 35 | PPPOE_VCMUX
Australia ADSL Direct 8 35 | PPPOE_LLC
Australia Ausie Broadband 8 35 | PPPOE_LLC
Australia Australia On Line 8 35 | PPPOA_VCMUX
Australia Connexus 8 35 | PPPOE_LLC
Australia Dodo 8 35 | PPPOE_LLC
Australia Gotalk 8 35 | PPPOE_VCMUX
Australia Internode 8 35 | PPPOE_VCMUX
Australia iPrimus 8 35 | PPPOA_VCMUX
Australia Netspace 8 35 | PPPOE_VCMUX
Australia Southern Cross Telco 8 35 | PPPOE_LLC
Australia TPG Internet 8 35 | PPPOE_LLC
Argentina Telecom 0 33 | PPPOE LLC
Argentina Telefonica 8 35 | PPPOELLC
Argentina 1 33 PPPoA VC-MUX
Belgium ADSL Office 8 35 | 1483 Routed IP LLC
Belgium Turboline 8 35 | PPPOALLC
Belgium Turboline 8 35 | 1483 Bridged IP LLC
Belgium ADSL Office 8 35 | 1483 Bridged IP LLC
Bolivia 0 34 | 1483 Routed IP LLC
Brazil Brasil Telcom 0 35 | PPPOE LLC

Brazil Telefonica 8 35 | PPPOE LLC
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Country ISP VPI VCI | Encapsulation
Brazil Telmar 0 33 | PPPOE LLC

Brazil South Region 1 32 | PPPOE LLC

Canada Primus Canada 0 35 | PPPOE LLC

Canada Rogers Canada (1) 0 35 | PPPoELLC

Canada Rogers Canada (2) 8 35 | 1483 Bridged IP LLC
Canada Rogers Canada (3) 0 35 | 1484 Bridged IP LLC
Canada BellSouth(1) Canada 8 35 | PPPoELLC

Canada BellSouth(2) Canada 0 35 | PPPOE LLC

Canada Sprint (1) Canada 0 35 | PPPOALLC

Canada Sprint (2) Canada 8 35 | PPPOE LLC

Canada Verizon (1) Canada 0 35 | PPPoELLC

Canada \erizon (2) Canada 0 35 | 1483 Bridged IP LLC
Colombia EMCALI 0 33 | PPPOAVC-MUX
Columbia ETB 0 33 PPPoE LLC

Costa Rica ICE 1 50 | 1483 Routed IP LLC
Czech Republic 8 48 | 1483 Bridged IP LLC
Denmark Cybercity, Tiscali 0 35 | PPPOAVC-MUX
Dominican Republic 0 33 | 1483 Bridged IP LLC
Dubai 0 50 1483 Bridged IP LLC
Egypt: TE-data 0 35 | 1483 Bridged IP LLC
Egypt: Linkdsl 0 35 | 1483 Bridged IP LLC
Egypt: \odafone 8 35 | 1483 Bridged IP LLC
Finland Saunalahti 0 100 | 1483 Bridged IP LLC
Finland Elisa 0 100 | 1483 Bridged IP LLC
Finland DNA 0 100 | 1483 Bridged IP LLC
Finland Sonera 0 35 | 1483 Bridged IP LLC
France Free 8 36 |LLC

France (1) Orange 8 35 | PPPoE LLC

France (2) 8 67 | PPPOE LLC

France (3) SFR 8 35 | PPPOAVC-MUX
Germany 1 32 | PPPoE LLC
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Country ISP VPI VCI | Encapsulation

Hungary Sci-Network 0 35 | PPPOE LLC

Iceland Islandssimi 0 35 | PPPOA VC-MUX

Iceland Siminn 8 48 | PPPOAVC-MUX

India Airtel 1 32 | 1483 Bridged IP LLC

India BSNL 0 35 | 1483 Bridged IP LLC

India MTNL 0 35 1483 Bridged IP LLC
RELIANCE

India 0 35 | PPPOELLC
COMMUNICATION

India TATA INDICOM 0 32 PPPOE LLC

India CONNECT 1 32 | PPPOELLC

Indonesia Speedy

8 81 PPPoE LLC

Telkomnet
[Shatel]

Iran 0 35 PPPOE LLC
Avria-Rasaneh-Tadbir

Iran Asia-Tech 0 35 | PPPOE LLC

Iran Pars-Online (Tehran) 0 35 | PPPOE LLC

Iran Pars-Online (Provinces) 0 59 | PPPOE LLC
[Saba-Net]

Iran 0 35 | PPPOELLC
Neda-Gostar-Saba

Iran Pishgaman-Tose 0 35 | PPPOE LLC

Iran Fan-Ava 8 35 | PPPOE LLC

Iran Datak 0 35 PPPOE LLC

Iran Laser (General) 0 35 | PPPOE LLC

Iran Laser (Privates) 0 32 | PPPOE LLC

Iran Asr-Enteghal-Dadeha 8 35 | PPPOE LLC

Iran Kara-Amin-Ertebat 0 33 | PPPOE LLC

Iran ITC 0 35 PPPOE LLC

Iran (1) 0 35 | PPPOE LLC

Iran (2) 8 81 | PPPOELLC

Iran Dadegostar Asre Novin 0 33 | PPPOE LLC

Israel 8 35 | PPPOAVC-MUX
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Country ISP VPI VCI | Encapsulation
Israel(1) 8 48 | PPPOAVC-MUX
Italy 8 35 | 1483 Bridged IP LLC
Italy 8 35 | PPPOA VC-MUX
Jamaica (1) 8 35 | PPPOAVC-MUX
Jamaica (2) 0 35 | PPPOAVC-MUX
Jamaica (3) 8 35 | 1483 Bridged IP LLC SNAP
Jamaica (4) 0 35 | 1483 Bridged IP LLC SNAP
Kazakhtelecom
Kazakhstan 0 40 | LLC/SNAP Bridging
«Megaline>»

Kazakhstan 0 33 | PPPOAVC-MUX
kuwait unitednetwork 0 33 | 1483 Bridged IP LLC
Malaysia Streamyx 0 35 | PPPOE LLC
Malaysia 0 35 | PPPoELLC
Mexico Telmex (1) 8 81 | PPPOELLC
Mexico Telmex (2) 8 35 | PPPOE LLC
Mexico Telmex (3) 0 81 | PPPOELLC
Mexico Telmex (4) 0 35 | PPPOE LLC
morocco IAM 8 35 | PPPOE
Netherlands BBNED 0 35 | PPPOA VC-MUX
Netherlands MXSTREAM 8 48 | 1483 Bridged IP LLC
Netherlands BBNED 0 35 | 1483 Bridged IP LLC
Netherlands MX Stream 8 48 | PPPOAVC-MUX
New Zealand Xtra 0 35 | PPPOAVC-MUX
New Zealand Slingshot 0 100 | PPPOAVC-MUX
Orange Nyumbani

0 35 PPPOE LLC
(Kenya)
Pakistan (PALESTINE) 8 35 | 1483 Bridged IP LLC
Pakistan for PTCL 0 103 | 1483 Bridged IP LLC
Pakistan (cyber net) 8 35 | PPPOELLC
Pakistan (linkDotnet) 0 35 | PPPOALLC
Pakistan(PTCL) 8 81 | PPPoOE LLc
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Country ISP VPI VCI | Encapsulation
Philippines(1) 0 35 | 1483 Bridged IP LLC
Philippines(2) 0 100 | 1483 Bridged IP LLC
Portugal 0 35 | PPPOELLC
Puerto Rico Coqui.net 0 35 | PPPOALLC
RomTelecom Romania: 0 35 | 1483 Bridged IP LLC
Russia Rostel 0 35 | PPPOE LLC
Russia Port telecom 0 35 | PPPOE LLC
Russia VNTC 8 35 | PPPOE LLC
Saudi Arabia (1) 0 33 | PPPOE LLC
Saudi Arabia (2) 0 35 | PPPOE LLC
Saudi Arabia (3) 0 33 | 1483 Bridged IP LLC
Saudi Arabia (4) 0 33 | 1483 Routed IP LLC
Saudi Arabia (5) 0 35 | 1483 Bridged IP LLC
Saudi Arabia (6) 0 35 | 1483 Routed IP LLC
Spain Arrakis 0 35 | 1483 Bridged IP VC-MUX
Spain Auna 8 35 | 1483 Bridged IP VC-MUX
Spain Comunitel 0 33 | 1483 Bridged IP VC-MUX
Spain Eresmas 8 35 | 1483 Bridged IP VC-MUX
Spain Jazztel 8 35 | IPOE VC-MUX
Jazztel ADSL2+/
Spain 8 35 | 1483 Bridged IP LLC-BRIDGING
Desagregado
Spain OpenforYou 8 32 | 1483 Bridged IP VC-MUX
Spain Tele2 8 35 | 1483 Bridged IP VC-MUX
Spain Telefdnica (Espaf) 8 32 | 1483 Bridged IP LLC/SNAP
Spain Albura, Tiscali 1 32 | PPPOAVC-MUX
Spain Colt Telecom, Ola Internet 0 35 | PPPOAVC-MUX
Spain EresMas, Retevision 8 35 PPPoA VC-MUX
Spain Telefonica (1) 8 32 | PPPOE LLC
Spain Telefonica (2), Terra 8 32 | 1483 Routed IP LLC
Spain Wanadoo (1) 8 35 | PPPOAVC-MUX
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Country ISP VPI VCI | Encapsulation
Spain Wanadoo (2) 8 32 | PPPOE LLC
Spain Terra 8 32 | 1483 Bridged IP LLC/SNAP
Spain Terra 8 32 | 1483 Bridged IP LLC/SNAP
Spain Uni2 1 33 | 1483 Bridged IP VC-MUX
Spain Orange 8 35 | 1483 Bridged IP VC-MUX
Spain Orange 20 Megas 8 35 | LLC-BRIDGING
Spain Orange 8 32 | 1483 Bridged IP LLC/SNAP
Spain Ya.com 8 32 | 1483 Bridged IP VC - MUX
Spain Ya.com 8 32 | 1483 Bridged IP LLC/SNAP
Spain Wanadoo (3) 8 32 | 1483 Routed IP LLC
SpainWanadoo 8 32 | 1483 Bridged IP LLC
Sri Lanka

8 35 | PPPOELLC
Telecom-(SLT)
Sweden Telenordia 8 35 | PPPoE
Sweden Telia 8 35 | 1483 Routed IP LLC
Switzerland 8 35 | 1483 Bridged IP LLC
Switzerland 8 35 | PPPOE LLC
Telefnica (Argentina) 8 35 | 1483 Bridged IP LLC-based
Telefcnica (Perg 8 48 | 1483 Bridged IP VC-MUX
Thailand TRUE 0 100 | PPPOE LLC
Thailand TOT 1 32 PPPOE LLC
Thailand 3BB 0 33 | PPPOE LLC
Thailand Cat Telecom 0 35 | PPPOE LLC
Thailand BuddyBB 0 35 | PPPOE LLC
Trinidad & Tobago TSTT 0 35 | PPPOAVC-MUX
Turkey (1) 8 35 | PPPOE LLC
Turkey (2) 8 35 | PPPoA VC-MUX
UAE (Al sahmil) 0 50 1483 Bridged IP LLC
United States 4DV.Net 0 32 | PPPOAVC-MUX
United States All Tel (1) 0 35 | PPPOE LLC
United States All Tel (2) 0 35 | 1483 Bridged IP LLC
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Country ISP VPI VCI | Encapsulation
United States Ameritech 8 35 | PPPOALLC

United States AT&T (1) 0 35 | PPPOELLC

United States AT&T (2) 8 35 | 1483 Bridged IP LLC
United States AT&T (3) 0 35 | 1483 Bridged IP LLC
United States August.net (1) 0 35 | 1483 Bridged IP LLC
United States August.net (2) 8 35 | 1483 Bridged IP LLC
United States BellSouth 8 35 | PPPOE LLC

United States Casstle.Net 0 96 | 1483 Bridged IP LLC
United States CenturyTel (1) 8 35 | PPPoE LLC

United States CenturyTel (2) 8 35 | 1483 Bridged IP LLC
United States Coqui.net 0 35 | PPPOALLC

United States Covad 0 35 | PPPOE LLC

United States Earthlink (1) 0 35 | PPPOE LLC

United States Earthlink (2) 8 35 | PPPoELLC

United States Earthlink (3) 8 35 | PPPoE VC-MUX
United States Earthlink (4) 0 32 | PPPOALLC

United States Eastex 0 100 | PPPOALLC

United States Embarq 8 35 | 1483 Bridged IP LLC
United States Frontier 0 35 | PPPOE LLC

United States Grande ommunications 1 34 | PPPOE LLC

United States GWI 0 35 | 1483 Bridged IP LLC
United States Hotwire 0 35 | 1483 Bridged IP LLC
United States Internet Junction 0 35 | 1484 Bridged IP LLC
United States PVT 0 35 | 1485 Bridged IP LLC
United States QWest (1) 0 32 | PPPOALLC

United States QWest (2) 0 32 | PPPOAVC-MUX
United States QWest (3) 0 32 | 1483 Bridged IP LLC
United States QWest (4) 0 32 | PPPOE LLC

United States SBC (1) 0 35 | PPPOELLC

United States SBC (2) 0 35 | 1483 Bridged IP LLC
United States SBC (3) 8 35 | 1483 Bridged IP LLC
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Country ISP VPI VCI | Encapsulation
United States Sonic 0 35 | 1484 Bridged IP LLC
United States SouthWestern Bell 0 35 | 1483 Bridged IP LLC
United States Sprint (1) 0 35 | PPPOALLC
United States Sprint (2) 8 35 | PPPoELLC
United States Sprint Territory 0 35 | PPPOELLC
SureWest
United States 0 34 | 1483 Bridged LLC Snap
Communications(1)
SureWest
United States 0 32 | PPPOE LLC
Communications(2)
SureWest
United States 0 32 | PPPOALLC
Communications(3)
United States Toast.Net 0 35 | PPPOE LLC
United States Uniserv 0 33 | 1483 Bridged IP LLC
United States US West 0 32 | PPPOAVC-MUX
United States Verizon (1) 0 35 | PPPoELLC
United States Verizon (2) 0 35 | 1483 Bridged IP LLC
United States Windstream 0 35 | PPPOE LLC
United States \erizon (2) 0 35 | 1483 Bridged IP LLC
United Kingdom (1) 0 38 | PPPOAVC-MUX
United Kingdom (2) 0 38 | PPPOE LLC
United Kingdom AOL 0 38 | PPPoE VC-MUX
United Kingdom Karoo 1 50 | PPPOALLC
UK 0 38 1483 Bridged IP LLC
Uzbekistan Sharq Stream 8 35 | PPPOE LLC
Uzbekistan Sarkor 0 33 | PPPOE LLC
Uzbekistan TShTT 0 35 | PPPOE LLC
Venezuela CANTV 0 33 | 1483 Routed IP LLC
Vietnam 0 35 | PPPOE LLC
Vietnam VDC 8 35 | PPPOE LLC
Vietnam Viettel 8 35 PPPOE LLC
Vietnam FPT 0 33 | PPPOE LLC
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Country ISP VPI VCI | Encapsulation
Australia Telstra 8 35 | PPPOALLC
Australia GoldenIT 8 35 | _PPPOA_VCMUX
Australia Telstra Bigpond 8 35 | PPPOE_LLC
Australia OptusNET 8 35 | PPPOE_VCMUX
Australia AAPT 8 35 | PPPOE_VCMUX
Australia ADSL Direct 8 35 | PPPOE_LLC
Australia Ausie Broadband 8 35 | PPPOE_LLC
Australia Australia On Line 8 35 | PPPOA VCMUX
Australia Connexus 8 35 | PPPOE LLC
Australia Dodo 8 35 | PPPOE_LLC
Australia Gotalk 8 35 | PPPOE_VCMUX
Australia Internode 8 35 | PPPOE_VCMUX
Australia iPrimus 8 35 | PPPOA_VCMUX
Australia Netspace 8 35 | PPPOE_VCMUX
Australia Southern Cross Telco 8 35 | PPPOE_LLC
Australia TPG Internet 8 35 | PPPOE _LLC
Argentina Telecom 0 33 | PPPOE LLC
Argentina Telefonica 8 35 | PPPOELLC
Argentina 1 33 PPPoA VC-MUX
Belgium ADSL Office 8 35 | 1483 Routed IP LLC
Belgium Turboline 8 35 | PPPOALLC
Belgium Turboline 8 35 | 1483 Bridged IP LLC
Belgium ADSL Office 8 35 | 1483 Bridged IP LLC
Bolivia 0 34 | 1483 Routed IP LLC
Brazil Brasil Telcom 0 35 | PPPOE LLC

Brazil Telefonica 8 35 | PPPOE LLC

Brazil Telmar 0 33 | PPPOE LLC

Brazil South Region 1 32 | PPPOE LLC

Canada Primus Canada 0 35 | PPPOE LLC

Canada Rogers Canada (1) 0 35 | PPPOE LLC

Canada Rogers Canada (2) 8 35 | 1483 Bridged IP LLC
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Country ISP VPI VCI | Encapsulation
Canada Rogers Canada (3) 0 35 | 1484 Bridged IP LLC
Canada BellSouth(1) Canada 8 35 PPPOE LLC

Canada BellSouth(2) Canada 0 35 PPPOE LLC

Canada Sprint (1) Canada 0 35 | PPPOALLC

Canada Sprint (2) Canada 8 35 PPPOE LLC

Canada \erizon (1) Canada 0 35 | PPPoELLC

Canada \erizon (2) Canada 0 35 1483 Bridged IP LLC
Colombia EMCALI 0 33 | PPPOAVC-MUX
Columbia ETB 0 33 PPPoE LLC

Costa Rica ICE 1 50 | 1483 Routed IP LLC
Czech Republic 8 48 | 1483 Bridged IP LLC
Denmark Cybercity, Tiscali 0 35 | PPPOAVC-MUX
Dominican Republic 0 33 | 1483 Bridged IP LLC
Dubai 0 50 | 1483 Bridged IP LLC
Egypt: TE-data 0 35 | 1483 Bridged IP LLC
Egypt: Linkdsl 0 35 | 1483 Bridged IP LLC
Egypt: \odafone 8 35 | 1483 Bridged IP LLC
Finland Saunalahti 0 100 | 1483 Bridged IP LLC
Finland Elisa 0 100 | 1483 Bridged IP LLC
Finland DNA 0 100 | 1483 Bridged IP LLC
Finland Sonera 0 35 | 1483 Bridged IP LLC
France Free 8 36 | LLC

France (1) Orange 8 35 | PPPoELLC

France (2) 8 67 | PPPOE LLC

France (3) SFR 8 35 | PPPOAVC-MUX
Germany 1 32 | PPPOE LLC
Hungary Sci-Network 0 35 | PPPOE LLC

Iceland Islandssimi 0 35 | PPPOAVC-MUX
Iceland Siminn 8 48 | PPPOAVC-MUX
India Airtel 1 32 | 1483 Bridged IP LLC
India BSNL 0 35 1483 Bridged IP LLC
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Country ISP VPI VCI | Encapsulation

India MTNL 0 35 | 1483 Bridged IP LLC
RELIANCE

India 0 35 | PPPOELLC
COMMUNICATION

India TATA INDICOM 0 32 PPPOE LLC

India CONNECT 1 32 | PPPOE LLC

Indonesia Speedy

8 81 PPPoE LLC

Telkomnet
[Shatel]

Iran 0 35 PPPOE LLC
Aria-Rasaneh-Tadbir

Iran Asia-Tech 0 35 | PPPOE LLC

Iran Pars-Online (Tehran) 0 35 | PPPOE LLC

Iran Pars-Online (Provinces) 0 59 | PPPOE LLC
[Saba-Net]

Iran 0 35 PPPOE LLC
Neda-Gostar-Saba

Iran Pishgaman-Tose 0 35 | PPPOE LLC

Iran Fan-Ava 8 35 | PPPOE LLC

Iran Datak 0 35 | PPPOELLC

Iran Laser (General) 0 35 | PPPOE LLC

Iran Laser (Privates) 0 32 | PPPOE LLC

Iran Asr-Enteghal-Dadeha 8 35 | PPPOE LLC

Iran Kara-Amin-Ertebat 0 33 | PPPOE LLC

Iran ITC 0 35 PPPOE LLC

Iran (1) 0 35 | PPPOE LLC

Iran (2) 8 81 | PPPoE LLC

Iran Dadegostar Asre Novin 0 33 | PPPOE LLC

Israel 8 35 | PPPOAVC-MUX

Israel(1) 8 48 PPPOAVC-MUX

Italy 8 35 | 1483 Bridged IP LLC

Italy 8 35 PPPoA VC-MUX

Jamaica (1) 8 35 | PPPOAVC-MUX

Jamaica (2) 0 35 | PPPOAVC-MUX
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Country ISP VPI VCI | Encapsulation
Jamaica (3) 8 35 | 1483 Bridged IP LLC SNAP
Jamaica (4) 0 35 | 1483 Bridged IP LLC SNAP
Kazakhtelecom
Kazakhstan 0 40 | LLC/SNAP Bridging
«Megaline>»

Kazakhstan 0 33 | PPPOAVC-MUX
kuwait unitednetwork 0 33 | 1483 Bridged IP LLC
Malaysia Streamyx 0 35 | PPPOE LLC
Malaysia 0 35 | PPPOE LLC
Mexico Telmex (1) 8 81 | PPPOELLC
Mexico Telmex (2) 8 35 | PPPOE LLC
Mexico Telmex (3) 0 81 | PPPOELLC
Mexico Telmex (4) 0 35 | PPPOE LLC
morocco IAM 8 35 | PPPOE
Netherlands BBNED 0 35 PPPoA VC-MUX
Netherlands MXSTREAM 8 48 | 1483 Bridged IP LLC
Netherlands BBNED 0 35 1483 Bridged IP LLC
Netherlands MX Stream 8 48 | PPPOAVC-MUX
New Zealand Xtra 0 35 | PPPOAVC-MUX
New Zealand Slingshot 0 100 | PPPOAVC-MUX
Orange Nyumbani

0 35 PPPOE LLC
(Kenya)
Pakistan (PALESTINE) 8 35 | 1483 Bridged IP LLC
Pakistan for PTCL 0 103 | 1483 Bridged IP LLC
Pakistan (cyber net) 8 35 | PPPOE LLC
Pakistan (linkDotnet) 0 35 | PPPOALLC
Pakistan(PTCL) 8 81 | PPPoOE LLc
Philippines(1) 0 35 | 1483 Bridged IP LLC
Philippines(2) 0 100 | 1483 Bridged IP LLC
Portugal 0 35 | PPPOE LLC
Puerto Rico Coqui.net 0 35 | PPPOALLC
RomTelecom Romania: 0 35 | 1483 Bridged IP LLC
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Country ISP VPI VCI | Encapsulation
Russia Rostel 0 35 | PPPOE LLC
Russia Port telecom 0 35 | PPPOE LLC
Russia VNTC 8 35 | PPPOE LLC
Saudi Arabia (1) 0 33 | PPPOE LLC
Saudi Arabia (2) 0 35 | PPPOELLC
Saudi Arabia (3) 0 33 | 1483 Bridged IP LLC
Saudi Arabia (4) 0 33 | 1483 Routed IP LLC
Saudi Arabia (5) 0 35 | 1483 Bridged IP LLC
Saudi Arabia (6) 0 35 | 1483 Routed IP LLC
Spain Arrakis 0 35 | 1483 Bridged IP VC-MUX
Spain Auna 8 35 1483 Bridged IP VC-MUX
Spain Comunitel 0 33 1483 Bridged IP VC-MUX
Spain Eresmas 8 35 | 1483 Bridged IP VC-MUX
Spain Jazztel 8 35 | IPOE VC-MUX
Jazztel ADSL2+ /
Spain 8 35 | 1483 Bridged IP LLC-BRIDGING
Desagregado
Spain OpenforYou 8 32 | 1483 Bridged IP VC-MUX
Spain Tele2 8 35 | 1483 Bridged IP VC-MUX
Spain Telefdnica (Espaf) 8 32 1483 Bridged IP LLC/SNAP
Spain Albura, Tiscali 1 32 | PPPOAVC-MUX
Spain Colt Telecom, Ola Internet 0 35 | PPPOAVC-MUX
Spain EresMas, Retevision 8 35 | PPPOAVC-MUX
Spain Telefonica (1) 8 32 | PPPOE LLC
Spain Telefonica (2), Terra 8 32 | 1483 Routed IP LLC
Spain Wanadoo (1) 8 35 | PPPOAVC-MUX
Spain Wanadoo (2) 8 32 | PPPOE LLC
Spain Terra 8 32 | 1483 Bridged IP LLC/SNAP
Spain Terra 8 32 | 1483 Bridged IP LLC/SNAP
Spain Uni2 1 33 1483 Bridged IP VC-MUX
Spain Orange 8 35 | 1483 Bridged IP VC-MUX
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Country ISP VPI VCI | Encapsulation
Spain Orange 20 Megas 8 35 | LLC-BRIDGING
Spain Orange 8 32 | 1483 Bridged IP LLC/SNAP
Spain Ya.com 8 32 | 1483 Bridged IP VC - MUX
Spain Ya.com 8 32 | 1483 Bridged IP LLC/SNAP
Spain Wanadoo (3) 8 32 | 1483 Routed IP LLC
SpainWanadoo 8 32 | 1483 Bridged IP LLC
Sri Lanka

8 35 | PPPOELLC
Telecom-(SLT)
Sweden Telenordia 8 35 | PPPoE
Sweden Telia 8 35 | 1483 Routed IP LLC
Switzerland 8 35 | 1483 Bridged IP LLC
Switzerland 8 35 | PPPOE LLC
Telefnica (Argentina) 8 35 | 1483 Bridged IP LLC-based
Telefdnica (Per( 8 48 | 1483 Bridged IP VC-MUX
Thailand TRUE 0 100 | PPPOE LLC
Thailand TOT 1 32 PPPoE LLC
Thailand 3BB 0 33 | PPPOE LLC
Thailand Cat Telecom 0 35 | PPPOE LLC
Thailand BuddyBB 0 35 | PPPOE LLC
Trinidad & Tobago TSTT 0 35 | PPPOAVC-MUX
Turkey (1) 8 35 | PPPOE LLC
Turkey (2) 8 35 | PPPOAVC-MUX
UAE (Al sahmil) 0 50 1483 Bridged IP LLC
United States 4DV.Net 0 32 | PPPOAVC-MUX
United States All Tel (1) 0 35 | PPPoELLC
United States All Tel (2) 0 35 | 1483 Bridged IP LLC
United States Ameritech 8 35 | PPPOALLC
United States AT&T (1) 0 35 | PPPOE LLC
United States AT&T (2) 8 35 | 1483 Bridged IP LLC
United States AT&T (3) 0 35 | 1483 Bridged IP LLC
United States August.net (1) 0 35 | 1483 Bridged IP LLC
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Country ISP VPI VCI | Encapsulation
United States August.net (2) 8 35 | 1483 Bridged IP LLC
United States BellSouth 8 35 | PPPOE LLC

United States Casstle.Net 0 96 | 1483 Bridged IP LLC
United States CenturyTel (1) 8 35 | PPPoELLC

United States CenturyTel (2) 8 35 | 1483 Bridged IP LLC
United States Coqui.net 0 35 | PPPOALLC

United States Covad 0 35 | PPPOE LLC

United States Earthlink (1) 0 35 | PPPOE LLC

United States Earthlink (2) 8 35 | PPPOELLC

United States Earthlink (3) 8 35 | PPPoE VC-MUX
United States Earthlink (4) 0 32 | PPPOALLC

United States Eastex 0 100 | PPPOALLC

United States Embarq 8 35 | 1483 Bridged IP LLC
United States Frontier 0 35 | PPPOE LLC

United States Grande ommunications 1 34 | PPPOE LLC

United States GWI 0 35 | 1483 Bridged IP LLC
United States Hotwire 0 35 | 1483 Bridged IP LLC
United States Internet Junction 0 35 | 1484 Bridged IP LLC
United States PVT 0 35 | 1485 Bridged IP LLC
United States QWest (1) 0 32 | PPPOALLC

United States QWest (2) 0 32 | PPPOAVC-MUX
United States QWest (3) 0 32 | 1483 Bridged IP LLC
United States QWest (4) 0 32 | PPPoE LLC

United States SBC (1) 0 35 | PPPOE LLC

United States SBC (2) 0 35 | 1483 Bridged IP LLC
United States SBC (3) 8 35 | 1483 Bridged IP LLC
United States Sonic 0 35 | 1484 Bridged IP LLC
United States SouthWestern Bell 0 35 | 1483 Bridged IP LLC
United States Sprint (1) 0 35 | PPPOALLC

United States Sprint (2) 8 35 | PPPOE LLC

United States Sprint Territory 0 35 | PPPOE LLC
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Country ISP VPI VCI | Encapsulation
SureWest
United States 0 34 | 1483 Bridged LLC Snap
Communications(1)
SureWest
United States 0 32 | PPPOE LLC
Communications(2)
SureWest
United States 0 32 | PPPOALLC
Communications(3)
United States Toast.Net 0 35 | PPPOE LLC
United States Uniserv 0 33 | 1483 Bridged IP LLC
United States US West 0 32 | PPPOAVC-MUX
United States Verizon (1) 0 35 | PPPOE LLC
United States Verizon (2) 0 35 | 1483 Bridged IP LLC
United States Windstream 0 35 | PPPOE LLC
United States Verizon (2) 0 35 | 1483 Bridged IP LLC
United Kingdom (1) 0 38 | PPPOAVC-MUX
United Kingdom (2) 0 38 | PPPOE LLC
United Kingdom AOL 0 38 | PPPoE VC-MUX
United Kingdom Karoo 1 50 | PPPOALLC
UK 0 38 1483 Bridged IP LLC
Uzbekistan Sharq Stream 8 35 | PPPOE LLC
Uzbekistan Sarkor 0 33 | PPPOE LLC
Uzbekistan TShTT 0 35 | PPPOE LLC
Venezuela CANTV 0 33 | 1483 Routed IP LLC
Vietnam 0 35 | PPPOELLC
Vietnam VDC 8 35 | PPPOE LLC
Vietnam Viettel 8 35 PPPOE LLC
Vietnam FPT 0 33 | PPPOE LLC
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Appendix 6 Regulatory Compliance
Information

@S

CE Mark Warning

This is a Class B product. In a domestic environment, this product may cause radio interference, in which case the user
may be required to take adequate measures.

NOTE: (1) The manufacturer is not responsible for any radio or TV interference caused by unauthorized modifications

to this equipment. (2) To avoid unnecessary radiation interference, it is recommended to use a shielded RJ45 cable.

<

FCC Statement

This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant to part 15 of
the FCC Rules. These limits are designed to provide reasonable protection against harmful interference when the
equipment is operated in a commercial environment. This equipment generates, uses, and can radiate radio frequency
energy and, if not installed and used in accordance with the instruction manual, may cause harmful interference to radio
communications. Operation of this equipment in a residential area is likely to cause harmful interference in which case
the user will be required to correct the interference at his own expense.

FCC Caution: Any changes or modifications not expressly approved by the party responsible for compliance could void
the user's authority to operate this equipment.

This device complies with part 15 of the FCC Rules.

Operation is subject to the following two conditions:

(1) This device may not cause harmful interference, and (2) this device must accept any interference received, including
interference that may cause undesired operation. The manufacturer is not responsible for any radio or TV interference
caused by unauthorized modifications to this equipment.

NOTE: (1) The manufacturer is not responsible for any radio or TV interference caused by unauthorized modifications

to this equipment. (2) To avoid unnecessary radiation interference, it is recommended to use a shielded RJ45 cable.
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